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Welcome all to the second edition of the ITechLaw Startup Legal Playbook: A Quick Reference
Guide to International Market Entry for Startups (and Their Lawyers).

The goal and purpose of this Playbook are to provide startup founders and startup lawyers alike
with a quick reference guide to key issues they may experience in foreign jurisdictions. Let's
face it, the modern startup is not concerned with owning the local geography, but instead
wants to step out onto the world stage as early as possible. Oftentimes, this means that the
need for foreign legal advice comes well before the resources which their institutional,
established competitors can bring to bear.

Enter the Playbook. This is not meant as a definitive guide to everything you’ll need to know
about legal systems and local market realities in any given jurisdiction, but it is intended to
help triage key issues. Whether you're using this guide as a lawyer advising a startup client, or
as a startup company yourself, our hope is that the Playbook will help you to better assess
potential risks and to ask the right questions.

And if you have need of a local legal expert, well now you've got a list of lawyers from around
the world that deal with startups just like yours, that are ready and willing to help.

A bit about format. As you'll see, the Playbook is broken into chapters by country. Each
country’s entry is organized in the same manner, as answers to a series of nine questions or
prompts:

e Legal Foundations - Please describe the general legal structure of your country. Is it
common law or civil code? What are the important jurisdictional layers (i.e. Federal, State,
Provincial, etc.)?

e Corporate Structures - Please describe the most relevant structures from a practical
point of view a start-up might consider when looking to start its business in your country.

e Entering the Country - Are there any foreign investment rules/restrictions to be aware of?

e Intellectual Property - Please identify on high level where |P may be registered, and what
protections that affords. Do you have specific trade secret legislation? Are you on the
Madrid System?

« Data Protection/Privacy - Please describe any regime for data protection and/or
protection of personal information in your country. For EU: Are there significant national

particularities due to the usage of the 99 opening clauses of the GDPR?
o Artificial Intelligence - /s there a specific regime for Al regulation in your country? Are

there any other legal particularities to consider?

o« Employees/Contractors - What does a foreign entity briefly needs to know about
engaging employees or contractors in your country? Is there a work for hire regime? Are
there restrictions on terminations of employees?
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e Consumer Protection - What does a foreign entity need to know about consumer
protection in your country?

e Terms of Service - /s there anything that can’t be or must be included in online terms of
service in order to be enforceable in your country?

e What else? - |s there anything else specific to your country not addressed above that a
foreign entity ought to know before entry?

The basis of these ten questions should provide a reasonable primer on key inter-jurisdictional
issues you or your startup or startup client will want to consider as you contemplate expansion
into new territories.

This publication has been a years-long project of the Startup Committee of the International
Technology Law Association (ITechlLaw). First discussed in 2020 during the height of the global
pandemic, our committee spent time considering and developing these foundational
questions and then enlisted colleagues from around the globe to provide responses forming
their respective chapters. We have been amazed and humbled by the response we have
received. The first edition of the Playbook included detailed chapters for thirty-nine countries!

Whats's new? For this second edition of the Playbook, we asked contributors to update
existing entries from the first edition, and added an additional question about Al regulation.
We also added completely new chapters for 24 more jurisdictions!

What's next? In future editions, we will continue to expand the Playbook by adding more
countries, provide updates as various jurisdictions inevitably change their laws, and consider
adding to the list of questions on specific industry verticals and regulatory regimes. If you or
your firm would like to contribute for a country not already listed, or you have other ideas on
future expansions, please let us know!

In the meantime, we hope you find the following chapters illuminating and useful in your push
for global domination!

Sincerely,
Your ITechLaw Startup Committee Co-Chairs

Michael E. Reid, Partner, DLA Piper (Canada) LLP, michael.reid@dlapiper.com
Axel Anderl, Partner, DORDA Rechtsanwalte GmbH, axel.anderl@dorda.at

May 2024
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This publication is provided to you as a courtesy, and it does not establish a client relationship between you
and any lawyer or law firm which has contributed to this document, or any other person or entity that
receives it. This is a general reference document and should not be relied upon as legal advice. The
application and effect of any law or regulation upon a particular situation can vary depending upon the
specific facts and circumstances, and so you should consult with a lawyer regarding the impact of any of
these regimes in any particular instance. None of the International Technology Law Association or any lawyer
or law firm contributing to this publication accepts any liability for errors or omissions appearing in this
publication. Please note that corporate law is dynamic, and the legal regime in the countries surveyed could

change.
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LEGAL FOUNDATIONS

Albania is a unitary parliamentary republic, the constitutional structure of
which is rooted in the principle of checks and balances among three separate
and independent branches of the government - the executive, legislative, and
judiciary. The Constitution is the highest law in Albania and establishes the
basic institutions of a democratic state. Albania has embraced the civil law
system and therefore the formal legal sources are the codified rules, which
include in a hierarchical order:
1.the Constitution;
2.ratified international treaties (that form an integral part of the domestic
legal system);
3.laws of Parliament;
4. acts of the Council of Ministers;
5.acts of the bodies of the local government (binding only within their
territorial jurisdiction); and
6.acts of ministers or other central institutions (binding only within the
sphere of their jurisdiction).

The primary source of private law is the Albanian Civil Code, while the main
governing legislation for criminal law is the Albanian Criminal Code.

Court rulings (precedents) do not constitute a legal source, but ‘unifying
decisions’ of the Albanian High Court are mandatory for the lower courts and
the decisions of the Constitutional Court are final and binding from the
moment they are published in the Official Journal.

CORPORATE STRUCTURES

Business activity can be organized in various forms of corporate structures
however the most common and dominant ones are entrepreneurships, limited
liability companies (“LLC") and joint stock companies (“JSC”).

Entrepreneurship (person fizik)

Entrepreneurs are natural persons who conduct a given independent
economic activity that requires a basic level of organization. More specifically,
in this form of organization, there are no other administration structures,
except for the entrepreneur himself, which is generally the only one
responsible for any management issue and decision-making that arises in the
course of the activity. Even though it is quite possible to hire employees for the
performance of certain duties, they are typically not vested with the power of
legal representation of the business.



ALBANIA

Notably, entrepreneurs are fully and personally liable
in respect to all obligations that stem from the
exercise of the activity, and responsible for their
fulfilment with all of their current and future assets or
rights (that can be measured in monetary value).
Registration with the National Business Centre (“‘NBC”)
is required but has only declarative effect.
Entrepreneurs are obliged to keep accounting books
and compile and disclose their financial statements,
but nonetheless, the latter are not an object of control
and certification by independent auditing conducted
by registered accounting experts.

An LLC is a company established by one or more
natural or legal persons and has its own legal
personality. The company possesses distinct assets,
rights, and obligations, from those of its members.
The members are personally liable for the company’s
obligations only to the extent of their unpaid
contributions, constituting the company’s Dbasic
capital. Exceptionally, in cases of the piercing of the
“corporate veil,” primarily associated with instances of
abuse or fraud, members may be held personally
liable with all their personal assets.

These companies acquire legal personality only upon
registration with the NBC. The minimum capital is
approximately 1 Euro. Members can contribute to the
basic capital either in cash or in kind (excluding
services). Payment of the share capital is not required
to be made before the creation of the company. In
principle, the value of the shares and voting rights is
proportionate to each member’s contributions in the
capital; however, shareholders may decide otherwise
in the company’s statute.

In terms of corporate governance, the administration
of the company is structured in alignment with the
regulations specified in its statute. Generally, the
decisions related to day-to-day activities are the
competence of the director/s, while important
decisions, such as the setting of business policies, the
appointment or dismissal of the directors, the
amendment of the statute, reorganization or
dissolution of the company etc., fall under the
prerogatives of general assembly (the meeting of all
the members).

ITECHLAW"

INTERNATIONAL TECHNOLOGY LAW ASSOCIATION

STARTUP LEGAL PLAYBOOK

JSCs, similarly to limited liability companies, can be
established by one or more natural or legal persons
and have a separate legal personality from its
founders, who are personally liable only to the
extent of their unpaid contribution in the company’s
capital. The capital of a JSC is divided into shares
with same par value. The legal minimum capital for
companies with a public offering is approximately
EUR 96,000, while for those with a private offering, it
is approximately EUR 35,000. Similarly to LLCs, the
capital contributions can be either in cash or in kind
(excluding services). At least one-quarter of the in-
cash contributions and the entire in-kind
contributions must be paid or transferred before the
registration of the company.

Regarding capital rules, a certain portion of the
annual profit shall be allocated to a mandatory
reserve (5% of the net profit each year until it
reaches 10% of the registered capital) and is thereby
excluded from distribution as dividend.

In terms of corporate governance, the company can
opt for either a one-tier system, where the executive
organ is a board of directors comprising both
managing directors and board members, or a two-
tier system, wherein the managing directors form a
distinct organ monitored by a supervisory board. The
primary distinction between the two models is that,
in the two-tier system, members of the supervisory
board cannot be appointed as directors, and the
board itself does not participate in the management
decision-making process, which remains exclusive
to the director/s. The appointments and dismissal of
these organs fall under the purview of the general
assembly (comprising all shareholders), along with
any other prerogatives assigned by law or the
statute.
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The Albanian Law on Investments guarantees equal treatment and protection of foreign investors. Foreign
investors are not subject to any special authorization from the state institutions and are entitled to:

i)lemploy both foreign and domestic employees without any restrictions;

ii)be guaranteed protection against expropriation,

iii)ffreedom to transfer abroad any funds or properties that are related to the foreign investments;

iv)enjoy the same treatment for losses incurred due to armed conflicts, states of emergencies or other similar
situations;
v)benefit from discretionary special state protection granted by the state to foreign investments, in cases
where the investment is carried out in public or tourist infrastructure, energy or agriculture.

In this aspect, the Strategic Investment Law, without distinguishing between domestic and foreign investors,
puts forward a range of advantages for operators that invests a certain amount (as specified in the law) in a
sector deemed strategically important (with technology expressly mentioned). The advantages include:

i)a fast-track procedure to obtain the necessary permits, licenses and other mandatory authorizations;
ii)unification of the procedures in case the process requires the involvement of different sectors and/or several
procurement or tendering procedures;

iii)state support through the provision of the necessary infrastructure including roads, telecommunication,
water and energy supply, the temporary use of public property, and the application of the expropriation
provisions etc.

Noteworthy, due to a prohibition introduced in 1998 and not updated since, the transfer of ownership rights
over agricultural land, forests, meadows, and pastures is not recognized for foreign individuals and legal
entities. However, this prohibition is mitigated in practice, as foreign individuals or entities can own the types
of lands mentioned above: (i) indirectly, through an Albanian-established legal entity fully owned by foreign
persons, and (ii) by having the right to lease it for up to 99 years.

The Albanian parliament has recently enacted a sectoral law that provides customized benefits for startups for
a period up to two years (with a possibility of extension) after attaining the status as a start-up. These include:
i)the availability of a one-stop-shop service, encompassing the receipt of all essential information regarding
the legal framework related to this field;

ii)the potential receipt of state grants, subject to meeting legal criteria and a successful application to the
competent authorities.

In terms of taxation, entities registered up to a specified deadline that engage in the production and
development of software enjoy a reduced personal income tax rate of 5% until 2025.

Moreover, Albania has signed approximately 45 bilateral investment treaties, various other treaties with
investment provisions (i.e the Association Agreement with EU, the Energy Charter Treaty, CEFTA etc.), and also
related investment instruments (such as TRIPS, GATS, New York Convention among others).
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What is protectable? Any sign, and in particular
words, including personal names or the designs,
letters, numbers, colors, shape of the goods or their
packaging or sounds, provided that they are capable
of individualizing and clearly distinguishing the
particular goods or services from those marketed by
other natural or legal persons and upon the
condition that they are duly registered in the
competent authority.

Where to apply? The institution vested with the
authority to administer the filings for the national
registration of the marks is the General Directorate
of Industrial Property. This office exercises an ex
officio control over the fulfillment of the formal
requirements of the request and examines a certain
category of grounds for refusal (absolute and/or
relative grounds), as well as addresses the objections
of third parties that are raised within a certain
deadline. Provided that there are no obstacles for
the registration of the mark, and following the
payment of the respective fee, it issues the
registration certificate, which grants the user of the
mark exclusive rights over it. The owner of the mark
can also opt for international protection by filing an
application with the International Bureau (the
mechanism provided under the Madrid Agreement)
through the national office and only after the latter
has registered the given mark. If the Bureau, after
conducting the necessary verifications, approves the
application, the mark enjoys the same protection in
each of the Contracting Parties without the need to
undertake any further steps.

Duration of protection? The registered mark is
protected for 10 years starting from the date of the
filing, with the option of unlimited extensions (10-
year periods), subject to a request made for this
purpose and the payment of a renewal fee.

Cost? The application fee is 7,000 ALL
(approximately EUR 70), and the registration fee is
8,000 ALL (approximately EUR 80).
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What is protectable? Patents are granted for the
inventions that can take the form of either products
or processes, and that made in any technological
field, provided that:
1.the invention does not fall under the scope of the
exceptions, enacted by the law, of those matters
that cannot be subject to patentability;
2.have industrial applicability (including
agriculture), meaning possessing the capability to
be used for conducting practical and technical
activities;
3.presents a novelty, in the sense that it is not a
reflection or part of a prior art, accomplishments
that have been exposed to the public before the
filing date;
4.contains an inventive step, meaning that it has
achieved a qualitative leap in the respective field, a
progress that cannot be deduced as obvious based
on the knowledge that existing at the time by the
ordinary experts of that field; and
5.it is disclosed in a clear manner in the application.

Where to apply? The application to obtain a patent
must be submitted to the General Directorate of
Industrial Property, which examines the formal
requirements, and in the event that no impediments
are detected in these respects and no objections by
third parties are raised (or have been unsuccessful),
the office grants the patent.

Duration of protection? The protection accorded by
the legislation to the patent owner lasts up to a
maximum of 20 years, but the validity of the patent is
conditioned on its yearly renewal that is completed
by a payment of a certain fee. Additionally, following a
separate submission by the patent proprietor or their
authorized party, the General Directorate of Industrial
Property may grant Supplementary Protection
Certificates for medicinal products and plant
protection products. These certificates become
effective upon expiration of the corresponding patent
and are valid for a maximum duration of 5 years.

Cost? The application fee is 7,000 ALL (approximately
EUR 70) and the issuance fee is 6,000 ALL (EUR 60),
while the renewal fee increases progressively from the
minimum 5,000 ALL (approximately EUR 48) in the
first year to the maximum of 70,000 (approximately
EUR 670) in the last.
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Employee invention and inventor bonus?

If the invention is made by an employee, in the execution of his contractual duties, then the right for a patent
belongs to the employer, which is nevertheless obliged to compensate the employee if the economic value of
the invention is considerably higher than it was foreseen in the contract.

Even in the case that the invention is not a result of the employee’s fulfilment of the contractual conditions
but is attributed to the information or means that the employee obtained because of his employment, this
right is enjoyed by the employer under the condition that he expresses his interest for the invention to the
employee within a certain legal timeframe (i.e., 6 months upon receiving the report on the invention from the
employee), and fairly compensates the employee.

What is protectable? The features of the external form of a product, that serve an ornamental or aesthetic
purpose. To be included in the scope of the protection the design must firstly have a novel and individual
character, meaning that it must not be identical or similar to any prior industrial design that is known by the
public and secondly, it needs to be registered so that the creator can have exclusive ownership rights over it.

Where to apply? The registration procedure is the competence of the General Directorate of Industrial
Property, which is responsible for the verification of the compliance of the formal requirements of the request
and examines a certain category of grounds for refusal (absolute and/or relative grounds), as well as addresses
the objections of third parties that are raised within a certain deadline. If the results from these control
mechanisms are favorable to the applicant, the office registers the design.

Duration of protection? The registration yields legal effects for 5 years starting from the date of the
application, and it can be renewed every five years, subject to a payment of a fee. In any case, the protection
cannot be extended to a period that surpasses 25 years.

Cost? The application fee is 4,000 ALL (approximately EUR 40) for the first design and 2000 ALL (approximately
EUR 20) for any additional design (in case of multiple design) and the registration fee is 6,000 ALL
(approximately EUR 60). The renewal fee is 6,000 ALL (approximately EUR 60).

Industrial Design created by a mandate agreement or by an employee:

If the industrial design is made by a mandate agreement or by an employee, in the execution of contractual
duties, then the right for an industrial design belongs to the principal/employer respectively, which is
nevertheless obliged to compensate the person/employee if the economic value of the industrial design is
considerably higher than it was foreseen in the contract.

Even in the case that the industrial design is not a result of the employee’s fulfiiment of the contractual
conditions but is attributed to the information or means that the employee obtained because of his
employment, this right is enjoyed by the employer under the condition that he expresses his interest for the
industrial design to the employee within a certain legal timeframe (i.e., 4 months upon receiving a notification
on the industrial design), and fairly compensates the employee.
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The Albanian legislation has strict rules against the illegal appropriation, usage or publication of the
information that constitutes a trade secret. A trade secret is considered any information that:

¢ is not widely known or easily accessible to persons who generally encounter that type of information;

e has a commercial value because it is secret; and

¢ has been subject to reasonable measures taken by its legitimate holder with the aim of preserving its

secrecy.

The obligations that arise in respect to trade secrets do not cease after a certain period. Hence the protection
is indefinite. It is a local practice to reinforce such obligations by entering specific clauses in the contracts.

What is protectable? The object of protection of the copyright law is any original intellectual creation in the
literary, scientific and artistic field, having an individual character, irrespective of the manner and form of its
expression, its type, value or purpose. Copyright protection is granted immediately with the creation of a work
and no mandatory registration is required. However, authors may voluntarily register their works in a special
register at the Copyright Directorate to obtain stronger evidence vis-a-vis third parties.

Exploitation of copyright protected work? Copyright owners have moral rights (i.e., the indispensable right to
be named as author) and pecuniary rights to exploit the work (i.e., economic copyrights). The pecuniary rights
are transferrable to third parties, while the moral rights are not.

Duration of protection? The pecuniary rights are protected until after 70 years from the death of the author
and in the case of a co-authored work, copyright lasts for 70 years from the death of the co-author who has
lived the longest. Moral rights are not subject to any time limitations.

The principal act that regulates the processing of personal data in Albania is the Law on Personal Data
Protection (“DP Law”), which intelligibly lays down the conditions that govern the processing of personal data,
along with the rights of the data subjects and the obligations of the controllers. Even though the current
legislation resembles the EU framework to a certain degree, a new | law fully aligned with the GDPR is
currently in the pipeline and expected to be approved soon.

All Controllers situated in Albania, as well as those situated outside of Albania but exercise their data
processing activities using any means situated in such territory, should notify the Information and Data
Protection Commissioner (“the Commissioner”) in advance of any processing of personal data. To this end, a
notification containing inter alia information on the data controller (i.e., name, address, activities performed),
the contact person appointed by the data controller, purpose of the processing, data subject and data
categories, recipients or categories of recipients of personal data, proposal for any international transfer that
the controller intends to do and general description of measures adopted to secure personal data should be
submitted with the Commissioner.
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It is important that when performing data processing
activities, the following obligations are fulfilled by
Controllers:

The processing of personal data complies with the
general principles of data protection, i.e.,
transparency, lawfulness, purpose of limitation,
data minimisation, proportionality, retention, data
accuracy;

There is an appropriate legal basis for processing
personal data, which is determined on a case-by-
case basis;

The data subjects are properly informed about all
aspects of processing prior to initiation of the
processing by means of a privacy notice in
Albanian language, containing all the required
information under the DP Law;

Appropriate security measures for the protection
of collected data are implemented;

Data subjects are offered the ability to exercise
their rights granted under the DP Law, i.e., right of
access to data; right to rectification of errors; right
to deletion/right to be forgotten; right to object to
processing; right to restrict processing; right to
data portability; right to withdraw consent; right
to object to marketing; right to complain to the
Commissioner.
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Specific provisions are dedicated for the
international transfer of data, that are applicable
in all the cases in which the data transfer is done
to a recipient in a foreign state. For this purpose,
the law differentiates between two categories: i)
states with an adequate level of protection, ii)
states that do not have an adequate level of
protection. For the first category, the data transfer
is allowed without any restrictions, while on the
other hand, when transferring personal data to a
country lacking and adequate level of data
protection, prior authorization of the
Commissioner is required. However, the Law
provides for exceptions to the obtaining of such
prior authorisation in cases when:

e the international transfer is based on
international treaties ratified by the Republic of
Albania;

e prior consent has been obtained by the data
subject;

¢ the international transfer is necessary for the
performance of a contract between the data
subject and controller;

« itis alegal obligation of the controller;

e it is necessary for the vital interest of the data
subject;

o the transfer is done from a register that is open
for consultation and provides information to
the general public; and

e it is necessary or legally required by an
important public interest or for
exercise/defence of a legal right.

Artificial Intelligence (“Al”) is defined by a recent Law on Electronic Governance, which entered into force in
July 2023, as “the simulation of human intelligence processes through systems and computer algorithms.”
However, there is currently no specific regime and detailed rules regarding artificial intelligence in Albanian
legislation. The methodology and technical standards for the use of Al technology are expected to be enacted
within the first semester of 2024. Indeed, the government has pledged to introduce a framework that would
enable the integration of Al in government electronic systems, public procurement procedures, the provision
of quality public services, school curriculums, scientific and academic research, data protection measures, etc.
Finally, it is also worth mentioning that in November 2023 Albania has ratified a bilateral treaty with the EU on
Albania’s participation in the Digital Europe Programme (2021-2027).
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The Albanian legislation offers two methods for engaging a person to perform specific work or services - either
as an employee or as an independent contractor/entrepreneur. In the former scenario, the parties formalize
their arrangement through a written employment contract, while in the latter, they enter into a service
agreement. These two relationships are governed by distinct legal frameworks (Labour Code and Civil Code),
resulting in varying sets of rights and obligations.

It should be noted that, until now, entrepreneurs have benefited from a more favourable tax treatment,
leading to the frequent exploitation of certain features in practice through the misrepresentation of
employment relations as service contracts. New amendments that have entered in force on January 1st 2024
intend to reduce such instances.

Foreign citizens can work in Albania by obtaining a single permit, which provides both legal residence and
employment rights in the country. The application is submitted online through the governmental platform.
The processing time for the permit generally ranges from 1 to 2 months, particularly for citizens of EU and
Western Balkan countries.

Work for hire: Apart from employment and service contracts with an independent contractor, there is no
specific work-for-hire regime in Albania. In the absence of specific contractual provisions, economic rights
either generally belong to the author of the work or are limited in time. Therefore, it is advisable to include
clauses covering IP issues in the specific agreements.

Taxes and social security: The employer is bound to declare and register the employees to the relevant
institutions and to withhold from their gross salary the health and social security contributions as well as the
personal income tax.

Termination: The Albanian regime for employment termination generally favours employees, whereas
terminating a service agreement is comparatively easier. The Albanian Labour Code outlines two procedures
for the termination of employment contracts:
1.The standard procedure necessitates the employer to follow specific steps, which include conducting a
meeting with the employee, sending a notification and providing reasons for termination, and adhering to
the mandatory notice period. Grounds for termination can be related to the abilities or behavior of the
employee, or factors associated with the operational conditions of the company. Failure to comply with the
procedure entitles the employee to seek compensation equivalent to two months' salary, while a breach of
the notice period triggers damages up to three months’ salary and the application of immediate
termination rules (addressed below).
2.Immediate termination occurs when there are serious circumstances that make it unreasonable for the
employment relationship to continue. The law explicitly identifies grounds such as a serious breach of
obligations or repeated breaches with non-serious fault despite written warnings from the employer. If the
immediate termination is not justified, the employee may seek up to twelve months’ salary.

On the other hand, service agreements concluded for an indefinite term can be terminated for non-fulfilment
of the obligations by one party, or for any other cause that is specifically contemplated in the contract.
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The Albanian Law on Consumer Protection:

Guarantees to the consumers a comprehensive set of rights including the right to file a complaint, the
right of information, the right of legal protection of their life and health, the right of compensation, the
right of legal protection, the right to form an organization and/or other form of gatherings regarding
consumer protection and their representation in the decision-making processes etc.

Obliges the traders to place on the market only safe products taking into account the i) characteristics of
the services; ii) effect on the other services and goods; iii) presentation of the services, any warnings or
information regarding the services; iv) the categories of consumers at risk when using the services (in
particular children and elderly); and v) potential risks that service can cause, if not properly used.

Entails an obligation for the traders to accurately inform the consumers on the trading items and describe
in the labelling the characteristics of the goods that they offer in the Albanian language, safely pack them,
clearly display their price, and give the receipt to the buyer.

Prohibits unfair commercial practices in the form of i) misleading practices and/or omissions, that through
false information or material omissions deceive or are likely to deceive the average consumer or ii)
aggressive practices, that consist of the using of harassment, coercion, physical force or undue influence
on the part of the trader aiming to diminish the ability of the consumer to make a free and unconfined
decision.

Regulates marketing of an item, by prohibiting i) misleading advertising (designated to deceive the
consumer), ii) unfair advertising (discriminatory based on sex, race, religion etc.) and restricting
comparative advertising (references to other traders or their products).

Prohibits unfair contractual conditions as detailed under the section on Terms of Service below.

Governs the sale contracts with the consumer (i.e., providing product information, responsibilities and
liabilities of the traders, rights of the consumers, product compliance etc.) including i) distance contracts
(i.e., contracts that are concluded through means of communication), ii) off-premises contracts, iii) special
contracts (i.e., contracts for the supply of water, energy and telecommunication services), and iv) travel
package contracts.

Designates the responsible State bodies for the monitoring and enforcement of the legal requirements
regarding consumer protection law and regulates the establishment of non-governmental organizations
in the realm of consumer protection.

Terms of service prepared by one of the contracting parties have effects on the other party if, at the moment
of the contract formation, the latter, exercising due care, was aware or should have been aware of them.
When the contractual conditions include clauses related to limitations of liability, restrictions on raising
counterclaims, limitations on contractual freedom in relations with third parties, derogations from the
competence of the courts, etc., they are considered effective only when separately adopted in writing by the
other party.

More specifically, from a Consumer Protection Law standpoint, terms of service should steer clear of
incorporating what are referred to as unfair contractual provisions, which encompass (for instance):

exclusion or limitation of the trader’s liability for harms caused to the consumers due to the traders
actions or omissions;

inappropriate restrictions of the consumer rights;

setting of unproportional penalties for consumers in case of non-fulfilment;

exclusive right of the trader to interpret the contractual provisions;

the right of the trader to unilaterally change the characteristics of the goods provided;

an obligation to the consumer to fulfil his obligations, regardless of the conformity with the contract on
the part of the trader etc.
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WHAT ELSE?
UBO Register

In parallel with the company incorporation or immediately upon its registration, the company must declare
and register its ultimate beneficial owner(s) holding directly or indirectly 25% or more of the shares or voting
rights. The initial UBO registration has proven to be complicated in practice and has caused delays in the
company incorporation process, considering the difficulties for foreign entities to evidence their chain of
control and submit documents in due form. Failure to complete the initial registration of the ultimate
beneficial owner(s) results in the suspension of the registration of the LLCs in Albania.

E-governmental portal

Upon company registration, the startup must activate its account on the governmental platform e-Albania.
Numerous services from state authorities, such as first employee registration and obtaining an electronic
certificate for tax purposes, are exclusively available online through the company’s account. Additionally,
filings made through the governmental platform usually require obtaining a certified electronic signature
issued by the competent authorities in Albania, which is valid for one year and is renewable.
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LEGAL FOUNDATIONS

Argentina is a federal republic, consisting of 23 provinces and the Autonomous
City of Buenos Aires. The Argentine Constitution establishes a federal
governmental structure where the provinces reserve all the powers which have
not been delegated to the federal government. Thus, two distinct orders of
legal governance coexist in Argentina, Federal and Provincial.

The Argentine Constitution also provides for a tripartite system of government
consisting of an executive branch, headed by the President, the legislative
branch in the form of a Congress divided into two chambers - the Senate and
the Chamber of Deputies-, and the judicial branch. Provincial governments are
organized along similar lines.

Argentina follows the civil law system. Accordingly, Argentine substantive and
procedural law is mainly codified.

In the federal sphere, the Federal Constitution represents the supreme source
of legal order, along with certain international human rights treaties that were
expressly conferred constitutional status through the 1994 constitutional
amendment. Following the Constitution are all international treaties and
conventions entered into by the Federal Government. Next, in descending
order, follow federal laws, executive decrees and resolutions and other
administrative acts of the executive branch. Subordinate to the federal sources
of law are the provincial constitutions, provincial laws, and provincial
administrative rules or acts.

Argentine private law is mainly codified in the Argentine Civil and Commercial
Code, whose latest amendment entered into force on August 1st, 2015 (“CCCN”).
The CCCN governs the relationship between individuals (liability, contracts,
property law, family and inheritance, private international law). Besides, the
national legislative branch has enacted several legal statutes regarding specific
fields of law (for example: Companies’ Law, Consumer Law, Employment Law,
Personal Data Protection Law, Bankruptcy Law) These statutes are
continuously updated.

Argentine criminal law is mainly codified in the Argentine Criminal Code
(“ACC”), which includes: (i) rules for the geographical application of Argentine
criminal statutes; (ii) rules on criminal liability, recidivism and attempt; (iii)
rules for the prosecution of criminal actions and statutes of limitations; and (iv)
criminal definitions and applicable penalties. However, the criminal definitions
in the ACC are not exhaustive, as several substantive laws introduced criminal
offences.

The Argentine judicial system is divided into federal and provincial courts. The
supreme judicial power is vested in the Argentine Supreme Court of Justice.
Since Argentina has adopted a civil law system, case law only constitutes a
source of interpretation of the written statutes and codes, but precedents are
not binding. In this sense, although lower courts tend to follow decisions
handed down by the higher courts (especially from the Supreme Court), their
rulings are not binding.
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Foreigh companies may conduct business in Argentina on a permanent basis or they can appoint a local
commercial representative, set up a branch, incorporate a local corporate entity (subsidiary), or acquire shares
in an existing Argentine company.

The main investment vehicles used by non-resident individuals and foreign companies are the following:
branch, corporation (Sociedad Andénima), and limited liability company (Sociedad de Responsabilidad
Limitada).

It is worth noting that the LGS recognizes single-shareholder corporations (Sociedades Andénimas
Unipersonales, or SAU) as a corporate entity that can be adopted.

In addition, Law No. 27349 (Ley de Apoyo al Capital Emprendedor) has introduced a new type of legal entity
called simplified corporation (Sociedad por Acciones Simplificada or SAS). The SAS was characterized by its
use of digital means and flexible framework to rule its bodies; however, due to recent regulations issued by
the Public Registry of the City of Buenos Aires (the IGJ), the SAS is currently facing some practical
inconveniences in that jurisdiction. Additionally, a national bill draft was approved by the Senate, imposing
even more requirements and formalities on the SAS.

Requirements for the registration of foreign entities as shareholders of local entities substantially vary from
jurisdiction to jurisdiction. Foreign companies incorporated abroad and registered in any jurisdiction of
Argentina that hold shares or will hold shares in companies domiciled in the City of Buenos Aires must also be
registered with the IGJ and registrations in any other registry are not enforceable against the IGJ. Additionally,
the IGJ will not register any foreign companies registered or incorporated in jurisdictions considered non-
cooperative for tax transparency purposes, with low or no taxation, and/or categorized as non-cooperative in
the fight against money laundering and financing of terrorism.

As a general principle, all types of Argentine companies and Argentine branches of foreign companies are
considered Argentine resident taxpayers and subject to the same tax treatment. Thus, from a tax perspective,
there are no relevant differences between carrying out businesses in Argentina through any of those vehicles.

The basic characteristics of the branch, corporation, single-shareholder corporation, simplified corporation,
and limited liability company, as per Argentinian law and the regulations of the IGJ are detailed below.

Any company duly organized and existing in accordance with the laws of its country of origin can set up a
branch in Argentina. However, the registration of foreigh companies that lack the capacity and authorization
to conduct business in their place of incorporation has been recently prohibited by the IGJ. Also, the IGJ will
not register foreign companies that are incorporated in jurisdictions with special tax regimes that are deemed
non-cooperative for the purpose of tax transparency and/or categorized as non-cooperative collaborators in
the fight against Money Laundering and Terrorism Financing or that have low or no taxation in accordance
with the criteria of certain Argentine authorities or which at the IGJ’s reasonably founded discretion fail to
meet those standards.

In principle, it is not necessary to allocate capital to the Argentine branch, except as required for regulatory
matters (e.g., insurance or reinsurance companies). The branch must keep separate accounting records in
Argentina, file annual financial statements and comply with the AIR regime described above. The branch
must also comply with several obligations related to the external supervision of the 1GJ, such as maintaining
positive net equity.
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Capital stock and Shareholders: At least two shareholders, which can be legal entities or individuals, are
required to set up an SA. The minimum capital required is ARS 100,000 (approximately USD 122 at the
exchange rate at the time of writing). While the share capital must be fully subscribed at the time of
incorporation, only 25% need be paid in on such shares, with the balance to be paid within two years
thereafter. Contributions in kind of real estate, equipment or other non-monetary assets must be made in full
at the time of subscription.

Capital stock is divided into shares that must be in registered form and denominated in Argentine currency.
Except for specific cases provided by law, there are no nationality or residency requirements. Foreign
individuals, whether residents of Argentina or not, and foreign companies may hold up to 100% of the capital.
Shares must be of equal par value and have equal rights within the same class. However, different classes of
shares may be created. Transfers of shares are generally unrestricted, but restrictions may be included in the
by-laws if they do not effectively prevent the transfer of shares.

Management and Representation: A board of directors elected at a shareholders’ meeting manages the SA.

Directors, and even the president of the company, may be foreigners. Even so, most of the board members

must be Argentine residents.

e The IG] enacted Resolutions No. 34/2020 and 12/2021, which provide that certain companies and
associations incorporated in the City of Buenos Aires must observe gender equality in the composition of
their board of directors and statutory supervisor committees, if applicable.

e Through Resolution No. 1/2022, the IGJ recently limited the term of duration of companies to be registered
with such entity, to a maximum of 30 years since the date of their registration.

Shareholders’ Meetings: A shareholders’ meeting must be held at least once a year to consider the annual
financial statement, the allocation of the results of the fiscal year, and the appointment of directors and
statutory supervisors.

Shareholder resolutions must be recorded in an appropriate minute book.

SAs must keep a share registry book as well as books on attendance at shareholders’ meetings and the
minutes of boardroom and shareholders’ meetings. Accounting books, and, if applicable, a supervisory
committee minutes book must be kept.

Supervision: Argentine companies are subject to the external supervision of the 1G], and the internal
supervision of controllers or supervisors (sindicos / comision fiscalizadora) appointed by the shareholders, if
required by law.

Shareholder Liability: Shareholders who have fully paid up their subscribed shares are in general not liable for
the company's obligations beyond their capital contributions. Shareholders who are partly paid up in their
shares are required to pay any outstanding balance within a maximum of two years from the date of
subscription.

Any shareholder with a conflict of interest has a duty to abstain from voting on any matter relating to that
conflict. Any shareholder who fails to comply with this provision will be liable for any damage resulting from a
final resolution of the matter in conflict if their vote contributed to the majority vote necessary to adopt the
resolution. Shareholders who vote in favor of a resolution that is subsequently declared null are jointly and
severally liable for damages caused because of that resolution.

Liability of Directors and Managers: All directors and managers of an SA are subject to a standard of loyalty
and diligence. Noncompliance with these standards results in unlimited joint and several liability.
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CORPORATE STRUCTURES, CONT'D

Single-Shareholder Corporations
(Sociedades Anénimas Unipersonales or SAU)

Incorporation Requirements: Since a SAU is a type of SA, it has the same incorporation requirements of an SA,
with these additional requirements:
e SAUs can only be incorporated as corporations (SAs or sociedades anénimas).
¢ SAUs cannot be shareholders in another SAU (this also applies to SAUs whose shareholder is a sole-
shareholder company incorporated abroad).
e SAUs’ share capital must be fully subscribed and paid up upon incorporation or capital increase.

Supervision: The LGS establishes that SAUs are subject to permanent government supervision, as provided in
Section 299 of the LGS. In this regard, SAUs must:
e appoint a statutory supervisor; and
e comply with the filings required of companies subject to permanent government supervision by the
public registry of the jurisdiction where the SAU’s domicile is registered. This includes information on the
holding of ordinary and extraordinary shareholders’ meetings and financial statements.

As SAUs are subject to permanent government supervision, they are a costly type of corporate entity, so they
are typically not a convenient option for small-scale businesses.

Simplified Corporations
(Sociedades por Acciones Simplificadas or SAS)

These types of corporations were introduced as part of a law passed in 2017 to promote entrepreneurial
activities in Argentina.

Incorporation: Registration must be completed within 24 hours from the next business day after the filing if
the filings are made electronically with a standard form. However, timings and requirements may vary and be
extended due to new regulations and requirements. The incorporation or any amendment may be made by
public deed, a duly legalized private instrument, or electronically with a digital signature. This procedure
includes digital notices for IGJ observations. If the draft by-laws approved by the IGJ are not adopted, the
registration may take at least twenty (20) days.

Board of Directors: The simplified corporation must have at least one regular and one alternate director, in the
case of no statutory supervisors. At least one of the regular directors must have residential address in
Argentina. This new type of entity also allows meetings of the board of directors and the shareholders to be
held remotely through a virtual platform and off the company’s premises.

Limitations: A SAS cannot incorporate or participate in another SAS. A SAS cannot be controlled by or related
by more than 30% of its corporate capital with a company included in section 299 of the LGS (essentially large
corporations).

Initial Corporate Capital: At first, corporate capital cannot be less than two times the minimum salary. Capital
is divided into shares with singular or plural vote. Capital integration is based on the terms and conditions of
the by-laws.
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Corporate Capital and Partners: An SRL may be set
up by a minimum of two and a maximum of 50
partners, who may be individuals or corporate
entities. Foreign individuals or corporate entities
can be admitted as partners of SRLs if they are
empowered to participate in such companies by
the laws of their jurisdiction of incorporation.

The corporate capital must be fully subscribed
upon incorporation, denominated in Argentine
currency, and divided into partnership quotas. A
quarter (25%) of the corporate capital must be
paid up by the partners at the time of
incorporation and any balance must be paid up
within two years thereafter.

When quotas are issued for contributions in non-
monetary assets, they must be fully paid in.
Partnership quotas must be of equal par value and
entitle the holder to one vote each. Partners in an
SRL are entitled to preemptive rights with respect
to new issuances of quotas.

Management and Representation: The partners
may appoint one or more managers, who may be
partners, employees or third parties. The managers
represent the company, either individually or
jointly, as determined in the by-laws.

In general, foreign investors who want to invest in
Argentina, either by starting up new businesses or
acquiring existing businesses or companies, do not
require prior government approval except in regulated
industries or under general rules such as antitrust
regulations. However, if a foreign company’'s
investment will imply holding equity in an Argentine
company, the foreigh company must register in the
Public Registry of Commerce of the jurisdiction where
the Argentine company is incorporated and must
comply with certain periodic reporting requirements.

The Argentine Constitution states, as a general
principle, that foreigners investing in economic
activities in Argentina have the same status and the
same rights that the law grants to local investors.
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Partners' Meetings: SRL by-laws contain the rules for
adopting resolutions. Unless the by-laws state
otherwise, resolutions may be passed in writing
without the need for holding a meeting. The exception
is for those companies with a capital of ARS 50 million
or more, that must hold meetings to review the annual
financial statements. Different majorities are required
to make decisions in the partners’ meetings,
depending on the subject matter. In meetings
considering amendments to bylaws, if one partner
holds the majority vote, the vote of another partner will
be necessary to approve such amendment.

Supervision: The appointment of a statutory supervisor
or the creation of a supervisory committee is optional
for SRLs unless their capital amounts to ARS 50 million
or more, in which case one or more statutory
supervisors or a supervisory committee must be
appointed. When statutory supervisors or a supervisory
committee are appointed, the rules for SAs generally

apply.

The Liability of Partners and Managers: In general, and
with few exceptions, similar rules for the liability of
partners and managers apply to SRLs and SAs.
However, when there is more than one manager,
liability will depend on the provisions of the by-laws.

One of the only foreign investment sectors still
restricted in Argentina is broadcasting, but the
Investment Protection Treaty with the United States
has been construed as repealing these restrictions,
at least for U.S. investors. Law No. 25,750, enacted in
2003, also eases the restriction by allowing up to
30% foreigh ownership of Argentine broadcasting
companies. A lack of precedent, however, has made
its application uncertain.

Another restriction on foreigners is that they must
obtain prior government approval to purchase land
in border and security areas, or to hold a controlling
stake in a company owning such land. Additional
restrictions on foreign ownership of farmland were
introduced imposing certain limits on the
ownership or possession of rural land or adjacent to
certain water bodies.
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Section 17 of the Argentine Constitution protects intellectual property by providing that “all authors or
inventors are the exclusive owners of their works, inventions or discoveries for the period of time established
by law”.

Since 1966, Argentina has been a party to the Paris Convention (Lisbon Agreement of 1958). Argentina is a
member of the Trade-Related Aspects of Intellectual Property Rights (TRIPS) of the General Agreement on
Trade and Tariffs (GATT) in 1994, the Universal Copyright Convention in 1957 and the Berne Convention in 1999.
Argentina has not adhered to the Patent Cooperation Treaty (PCT) or the Madrid Protocol yet.

What is protectable? The Trademark Law No. 22,362, as amended by Law No. 27444, together with its
regulatory decree No 242/2019 (“Trademark Law”) provides that any sign having distinctive capacity may be
registered as a trademark. Some examples include, but are not limited to: one or more words, with or without
meaning; drawings; emblems; monograms; engravings; stampings; seals; images; bands; combinations of
colors applied to a particular place on the products or containers; wrappers; containers; combinations of
letters and of numbers; letters and numbers insofar as concerns the special design thereof; and advertising
phrases. On the contrary, it is not possible to register as trademarks names, words, and signs that constitute
the usual designation of the products or services that are intended to be identified, or that are descriptive of
their qualities, function or other characteristics; the names, words and phrases that have become of common
use before application; and products’ shapes and the natural color of a product or a single color applied to it.

Where to apply? Trademarks applications must be filed with the National Institute of Industrial Property
(“INPI”).

Duration of protection? Trademark registrations are granted for ten years and can be indefinitely renewed for
subsequent ten-year periods provided that the trademark has been used in connection with the sale of a
product, the rendering of a service, or as a trade name during the five-year period preceding each expiration
date. Renewal of a trademark registration can be filed six months in advance or up to six months after the
renewal deadline.

Cost? The official fee for filing a trademark consisting of up to 20 positions in the specifications of
goods/services is ARS 17,680 (approximately USD 22 at the exchange rate at the time of writing). The filing of
each additional position is charged ARS 200 (approximately USD 0.25 at the exchange rate at the time of
writing).

[1] Costs were calculated based on the INPI fee schedule and official exchange rate of January 2024.
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What is protectable? The Patent Law No. 24,481
(“Patent Law”), as amended, provides that patents
will be granted for any invention that complies
with the requirements of novelty, inventive step
and industrial application.

Where to apply? Patents applications must be
filed with the INPI.

Duration of protection? Patents protection last 20
years as of the filing date. After this term, the
patent will enter the public domain.

Cost? Application fees for patents vary depending
on if the applicant is a legal entity or human
person.

The official fee for filing a patent application of up
to 10 claims is ARS 48,000 (approximately USD 59
at the exchange rate at the time of writing) and
the filing of each additional claim will be charged
ARS 3,200 (approximately USD 4 at the exchange
rate at the time of writing).

For human persons, the official fee for filing a
patent application of up to 10 claims is ARS
24,000 (approximately USD 30 at the exchange
rate at the time of writing) and the filing of each
additional claim will be charged ARS 1600
(approximately USD 2 at the exchange rate at the
time of writing).

[2] Costs were calculated based on the INPI fee schedule and
official exchange rate of January 2024.
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What is protectable? The Patent Law provides that
utility models are also available for any new
arrangement or shape of tool, work instrument,
utensil, device or object of an industrial nature,
provided that it is new and entails an
improvement of the way the object works.

Where to apply? Utility models applications must
be filed with the INPI.

Duration of protection? Utility models are granted
for a non-extendable term of ten years from the
date of filing.

Cost? Application fees for utility models vary
depending on if the applicant is a legal entity or
human person.

The official fee for filing a utility model application
of up to 10 claims is ARS 24,000 (approximately
USD 30 at the exchange rate at the time of writing)
and the filing of each additional claim will be
charged ARS 1,600 (approximately USD 2 at the
exchange rate at the time of writing).

For human persons, the official fee for filing a
utility model application of up to 10 claims is ARS
12,000 (approximately USD 15 at the exchange rate
at the time of writing) and the filing of each
additional claim will be charged ARS 800
(approximately USD 1 at the exchange rate at the
time of writing).

[3] Costs were calculated based on the INPI fee schedule and
official exchange rate of January 2024.

What is protectable? Industrial models or design registrations are granted to protect the new appearance or
shape of an industrial product and which confer it an ornamental character. Single and multiple applications
are available. A multiple registration may cover up to 20 different models or designs, provided that all of them

belong to the same class.

Where to apply? Industrial models and designs are registered by the INPI without any substantive

examination.

Duration of protection? The term of protection is five years from the filing date and can be renewed for two

additional five-year terms.

Cost? The official fee for filing a single industrial model or design application is ARS 20,400 (USD 25).
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What is protectable? The Argentine Copyright Law No.
11,723 (“Copyright Law”) protects the expression of ideas.
The Copyright Law confers protection on a broad
variety works, including scientific, literary, artistic or
educational works, regardless of the process of
reproduction.

Some examples include but are not limited to writings;
computer programs; compilations of data; dramatic
works; musical compositions; cinematographic works,
choreographic works, pantomimes; drawings, paintings,
sculptures and architectural works; artistic and
scientific models and works of art applied to commerce
or industry; printed matter, charts and maps; plastic
works, photographs, engravings and phonograms.

The Copyright Law grants authors several rights,
including reproduction rights, performing rights,
adaptation rights, translation rights and moral rights,
namely the right to be named as the author, to preserve
the work and to decide upon publication, none of
which can be waived. The violation of any such rights
constitutes a copyright infringement.

Although copyright exists from the moment the work is
created and not since its registration -as the
registration is only declarative of a pre-existing right
and does not create said right- the registration creates
a rebuttable presumption of authorship, ownership and
of the validity of the work and of the date of
registration.

Where to apply? Although not mandatory,
copyrightable works can be registered with the
Copyright Office.

The Copyright Office has different registration
processes depending on whether the work has been
published or remains unpublished.

Artistic, literary and musical works, phonograms,
multimedia works, websites, cinematographic works,
and software can be registered as published works.
Once the registration is made, there in no need for its
renewal.
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Unpublished works, on the other hand, are divided
into musical works, non-musical works and
software. If registered, unpublished works must be
renewed every three years. Otherwise, the
Copyright Office will destroy them.

Lastly, copyright assignment agreements must be
recorded with the Copyright Office to be
enforceable against third parties.

Duration of protection? Under section 5 of the
Copyright Law, copyright protection is granted
throughout the life of the author, and for an
additional 70-year period as from 1 January of the
year following the author's death. For works
involving co-operation, the 70-year period begins
to run as from the death of the last author. If the
work was published after the author's death, the
70-year term begins to run as from 1 January of
the year following the author's death. Section 34
of the Copyright Law states that photographic
works are protected for 20 years as from the date
of their initial publication. Cinematographic works
are protected for 50 years as from the date of the
death of the last co-author.

Cost? Application fees for registration of works are
low and will depend on whether the work to be
registered has been published or remains
unpublished.

Application fees for registration of published
works can vary between ARS 700 to ARS 3,000
(USD 0.86 to USD 3.68 at the exchange rate at the
time of writing) plus the applicable legal rate.

Application fees for registration of unpublished
works can be free and cost up to ARS 900
(approximately USD 1 at the exchange rate at the
time of writing).

Various other fees may also be required during the
copyright application process. A complete list of
fees can be found on the Copyright Office website.

[4] Costs were calculated based on the fees published in the
Copyright Office website and official exchange rate of January
2024.
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INTELLECTUAL PROPERTY, CONT'D

Domain Names

What is protected? There is no legislation in
Argentina dealing specifically with domain names
registered under the internet country code top-
level domain (ccTLD.ar). However, the Argentine
Government has passed Resolution 110/2016 to
regulate the domain name registration procedure.
Registration of domain names with NIC-Argentina
confers the exclusive right of use to the proprietor.
Do-main names may be subject to dealings such
as assignment, liens, and may be challenged by
third parties with a legitimate interest, before
both NIC-Argentina and the courts.

Where to apply? Domain names are registered
with NIC-Argentina.

Duration of protection? Domains are valid for one
year and can be renewed annually.

Costs? Application fees for registration of domain
names range between ARS 8,500 to ARS 64,000
(USD 10.42 to USD 78.43).

[4] Costs were calculated based on the fees published in the
Copyright Office website and official exchange rate of January
2024.
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The following IP rights cannot be registered:

Trade Secrets

What is protected? The Confidentiality Law No. 24,766
(“Confidentiality Law”) establishes that any person may
prevent information that is legitimately under their
control from being disclosed to third parties or from
being acquired or used by third parties without their
consent, as long as such information meets the
following conditions: (i) it is secret in the sense that it is
not, as a whole or in part, known or easily accessible to
persons in that area of expertise/practise; (ii) has a
commercial value because it is secret; and (iii) the
person in its control took reasonable measures to keep
it secret.

Moreover, it provides that those persons who, by means
of their labour or business relationship, have access to
information that may be considered trade secrets or is
intended to be kept confidential, must refrain from
using and disclosing it without legal basis or the
consent of the owner of such information. The breach
of this confidentiality obligation constitutes a criminal
offense according to Section 156 of the Criminal Code.

Appropriate non-disclosure measures must be
implemented to protect such information (i.e., marking
information as trade secrets, implementing IT security
measures, particularly access restriction, and
concluding NDAs).

Duration of protection?

The term of duration of protection will last as long as
the information meet the conditions set forth in the
Confidentiality Law or as long as it was established in
the agreement (when applicable).
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In Argentina, the protection of personal data is governed by Section 43 of the National Constitution, the
Personal Data Protection Law No. 25,326 ("DPL"), its Regulatory Decree No. 1558/2001 (“Decree”), Convention 108
for the Protection of Individuals with respect to Automatic Processing of Personal Data (ratified by Law No. 27.
483), its Amending Protocol (approved by Argentine Law No. 27,699), also known as "Convention 108+"[1] and
by the complementary rules issued by the Data Protection Authority, the Agency of Access to Public
Information ("DPA") (collectively, the "Data Protection Regime").

In 2003, Argentina was recognized by the European Commission as a country that offers adequate protection
for the international transfer of personal data (Commission Decision No. 2003/490/EC), and as of today it

maintains that status.

The Data Protection Regime foresees certain
obligations for data controllers and data processors,
as well as certain sanctions in case these obligations
are not complied with. Some of these obligations
include:

* Database registration. Data controllers processing
personal data subject to the DPL as well as its
databases must be registered before the DPA as
an essential condition for the valid processing of
personal data.

Having_legal basis for the processing_of personal
data. The general rule under the DPL is that the
legal basis for the processing of personal data is
the consent of the data subjects, with certain
exceptions that must be interpreted restrictively.
Providing_data subjects with information about
the processing_activities. Data subjects must be
provided, at least, with the information included
under section 6 of the DPL.

Complying_with DPL's guiding_ principles (i.e.,
purpose limitation, data minimization, storage
limitation, lawfulness, fairness and transparency,
and accuracy).

Complying_with the specific provisions regarding
data assignments. Pursuant to the DPL, data
controllers may only assign personal data if: (i)
the object of processing serves purposes are
directly related to the legitimate interest of the
parties of the assignment; (ii) the prior consent of
the data subjects is obtained (unless an exception
to consent applies); and (iii) data subjects are
provided with information regarding the identity
of the assignee.

[1] Convention 108+ has not yet entered into force.

Implementing_data processing_agreements. The
DPL set forth that the processing of personal
data by data processors must be governed by a
data processing agreement, which must comply
with the provisions of section 25 of the DPL and
the Decree.

Complying  with specific provisions on
international data transfers. The transfer of
personal data to countries or to international
organizations which do not grant an
appropriate level of protection according to the
DPA'’s criteria is forbidden, unless (i) the data
subject consents to the transfer; or (ii) when
adequate level of protection arises from (a)
contractual clauses (international data transfer
agreements) or (b) systems of self-regulation (as
binding corporate rules).
Ensuring_confidentiality and security of personal
data. The DPL states that data controllers and
data processors must adopt the necessary
technical and organizational measures to
guarantee the protection and confidentiality of
personal data, in order to prevent any
adulteration, loss or unauthorized access or
processing of such data.

Assuring_ the exercise of the rights of data
subjects. Under the DPL, data subjects are
recoghized with the rights of access,
rectification, updating and suppression of their
personal data.
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DATA PROTECTION/PRIVACY, CONT'D

Penalties for non-compliance with Data Protection Regime are limited to: (i) warnings; (ii) fines from ARS
1,000 to ARS 100,000; (iii) suspensions; (iv) closure; or (v) cancellation of the database.

Infringements are graded as minor, severe or very severe:

e Minor. For minor infractions, up to 2 warnings and/or a fine of ARS 1,000 to ARS 80,000 (approximately
USD 1.23 to USD 98 at the exchange rate at the time of writing) may be applied.

e Severe. For severe violations, the sanction to be applied will be up to 4 warnings, suspension from 1 to 30
days and/or a fine of ARS 80,001 to ARS 90,000 (approximately USD 98 to USD 110 at the exchange rate at
the time of writing).

e Very severe. For very severe infractions, up to 6 warnings, suspension of 31 to 365 days, closure, or
cancellation of the database and/or a fine of ARS 90,001 to ARS 100,000 (approximately USD 110 to USD 122
at the exchange rate at the time of writing) will be applied.

DPA’'s Resolution No. 244/2022 limits the fines applicable to several violations included in the same
administrative procedure to: (i) ARS 3,000,000 (USD 3,676 at the exchange rate at the time of writing) in the
case of minor violations; (ii) ARS 10,000,000 (USD 12,254 at the exchange rate at the time of writing) in the
case of severe violations; and (iii) ARS 15,000,000 (USD 18,380 at the exchange rate at the time of writing) in
the case of very severe violations.

On the other hand, the DPA maintains a public registry of individuals and legal entities that have been
sanctioned for violating the DPL.

In addition to the sanctions that may be imposed by the DPA, there may be claims for damages by data
subjects and/or administrative fines based on the general principles of civil liability established in the CCCN
(as well as consumer regulations in certain cases), including through class actions.
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Argentina has no specific national regulatory
regime for Artificial Intelligence (Al). Although there
is no specific regulatory framework that widely
addresses all applications and circumstances
related to Al yet, certain general legislation (for
instance regarding torts, contracts, intellectual
property, consumer protection or privacy and data
protection) may apply. In addition, some
considerable measures have been issued in the past
few months and years regarding the application
and development of Al as described as follows:

o« DPA's Resolution No. 4/2019: This Resolution
provides that if the data controller makes
decisions based solely on the automated
processing of data, producing legal effects
concerning the data subject or significantly
affecting him or her, the data subject shall have
the right to request from the data controller an
explanation of the logic applied in such
decisions.

e DPA’'s Data Protection Impact Assessment
Guideline: In this Guideline, the DPA has
considered, among others, the fact that a
company uses or is planning to use the personal
data it collects for the creation of predictive
profiles and to make decisions based solely on
those profiles as well as the making of decisions
based solely on the automated processing of
personal data, as actions that would trigger the
need for the performance of a data protection
impact assessment.

e Convention 108+: Although it is not in force yet,
Convention 108+, recognizes, among others, the
following rights to data subjects: (i) the right not
to be subject to a decision significantly affecting
him or her based solely on an automated
processing of data without having his or her
views taken into consideration; and (ii) to obtain,
on request, knowledge of the reasoning
underlying data processing where the results of
such processing are applied to him or her.

e Promotion regime: In 2020 Congress of
Argentina enacted Law No. 27,506, creating the
"Regime for the Promotion of the Knowledge
Economy", which aims to promote economic
activities that apply the use of knowledge and
the digitalization of information, supported by
advances in science and technology, to the
production of goods, provision of services or
process improvements. The law promotes
several activities, including software and
computer and digital services; artificial
intelligence; robotics and industrial internet;
internet of things; augmented and virtual reality.
To this end, potential beneficiaries can receive
benefits such as tax stability, income tax
reduction, among others.
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Moreover, recently, Argentinian authorities have
issued some guidelines aiming to provide several
recommendations to the public sector related to Al-
based projects, transparency and data protection in
the use of Al and to gather public agencies in the
analysis of its impact on society.

¢ Recommendation for reliable Al: The Information
Technology Subsecretariat issued Resolution No.
2/2023, aiming to compile and provide tools to
be applied within innovation projects through
technology, specifically focusing on those
involving Al In general, the Resolution
establishes ethical principles to guarantee the
protection of fundamental rights, respect
democratic values, prevent or reduce risks, and
foster innovation, and people-centered design. In
practice, the recommendations also seek to
apply those principles throughout the Al-cycle.
This includes addressing measures to reduce
risks, ensure transparency, accountability, and
data quality, eliminate modelling biases, and
ensure information security, among others. This
group of stages that compose the Al-cycle
encompasses a preparatory stage, a designing
and data modeling stage, a verification stage, an
implementation stage and an operational and
maintenance stage.

o Data Protection Program for Al use: The DPA has
issued Resolution No. 161/2023, creating a
“Program for transparency and data protection in
the Use of Artificial Intelligence”. This program
aims to identify good practices, seek algorithm
transparency, strengthen institutional capacities
and promote participative processes for Al
regulatory proposals in Argentina, among others.
Its general objective is to follow the
development and the use of Al and guaranteeing
the exercise of citizens’ rights regarding
transparency and personal data protection.

e Inter-Ministerial Roundtable on Al: The
President's Chief of Staff also issued the
Administrative Decision No. 750/2023, creating
the Inter-Ministerial Roundtable on Al This
Roundtable seeks to address the progress and
application of this technology in various sectors
of the economy and society. It will gather
different Ministries and coordinate an open
dialogue and analyze the use of Al and the risks
associated with it for public and private
companies and individuals.

Lastly, these regulatory frameworks represent the
initial stage and tend to be consistent with the
recommendations of UNESCO and OECD, which
Argentina adheres to, and are explicitly targeted at
the public sector. However, these guidelines could
serve as non-binding directives for the private
sector and be used as a guide for implementing Al
tools in any organization.
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On a preliminary basis, we must point out that from a
practical perspective, it is not materially possible for a
foreign entity to hire and properly register employees
without establishing a local company.

In this regard, for full compliance with local labor
regulations, after establishing a local entity, the
company must be registered as an employer before
the tax authority, at which time it may begin to hire
and duly register employees. The employees’
registration process is also performed before the tax
authority through an online system.

The most elementary obligations for the employer
once the employee has been hired and registered are
the: payment and registration of the salaries before
the tax/social security authority, acting as
withholding agent and payment of social security
withholdings and contributions and income tax,
hiring of a labor risk insurer (mandatory in order to
cover employees from eventual labor illnesses or
accidents), among others.

In terms of labor conditions and talent retention, due
to existing foreign exchange restrictions and high
inflationary context, the payment of salaries in
foreign currency (mostly united states dollars) has
been a widely used resource for such purposes. In
addition, employers are also implementing other
benefits, such as offering discount vouchers or credits
in electronic wallets, however, it is strongly advisable
to analyze them in particular, since, depending on
how they are implemented, they might be
considered as salary, and should be registered as
such to avoid significant contingencies.

In Argentina, the rule is the hiring through indefinite
term contracts, being -for example- the fixed-term
and temporary ones, exceptions to the general rule.
There is no legal obligation to execute a written
employment agreement, and -in fact- it is not a
typical market practice the written format.

Referring to termination of employment, the
dismissal without cause triggers payment of a
severance compensation calculated by considering
tenure and salary. Other types of terminations are
also admissible, subject to different formal and
material requirements.

As regards to the hiring of contractors, it is a totally
valid and legal alternative. Nevertheless, this figure
should not be used in replacement to the proper
registration of employees.
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In this regard, provided that typical features of an
employment are met, the relationship with the

contractor may be reclassified as a labor
relationship.
By way of illustration, typical features of an

employment (pursuant to case law and scholars) are:
subordination to a specific working time, correlative
invoicing, provision of corporate emails,
subordination to tasks and instructions, among
others.

Upon misclassification claim, several and significant
contingencies could be triggered. It is always
advisable to analyze the hiring of contractors in
particular.

It is worth mentioning that the new government
issued on December 2023 a Decree (No. 70/2023),
eliminating the most significant labor contingencies
that may arise from a misclassification claim
asserted by a contractor. However, the decree has
been challenged before labor courts, and certain
precautionary measures suspending its effects were
issued.

The above-mentioned decree introduces other
changes to relevant labor aspects and regulations,
thus, it is highly advisable to monitor its eventual
acceptance by the Congress and or labor judges.

Finally, in terms of work for hire regime, the Labor
Contract Law No. 20,744 and the Copyright Law
specifically establish that:

¢ The employee's personal inventions or discoveries
are his/her property, even if he/she has used
instruments that do not belong to him/her.

e Inventions or discoveries derived from the
industrial procedures, methods or facilities of the
establishment or from experimentations,
research, improvements or refinement of those
already employed, are the property of the
employer.

e The inventions or discoveries, formulas, designs,
materials and combinations obtained after the
employee has been hired for such purpose are
also his property.

¢ Any software developed by employees belongs to
the employer, without the need of executing an
assignment, if employees were specifically hired
to develop such software (and did so while
performing their work duties).
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The Argentine consumer protection regime is mainly governed by the Consumer Protection Law No. 24,240
(“CPL") and its Regulatory Decree 1798/1994; and the CCCN. There is also complimentary regulation on e-
commerce. Companies will be considered suppliers and will have to comply with this bundle of regulation
whenever they offer products or services to consumers. Consumers are natural persons or legal entities that
acquire products or services for their own use (or their family’s or social group’s). So, this legal framework will
be applicable to every consumer with the intent to acquire a product or service for any consumer use and as
end user (i.e., one that does not involve re-introducing it into the market). Consumers are also protected by the
fair-trade laws on labelling and advertising of products.

Argentine regulation will apply to products or service offered to consumers in Argentina, whether offered in
the country or from abroad.

Law protects consumers with a paternalistic approach throughout the different contractual phases of a
purchase, from advertising to the delivery of goods (including used goods) or performance of services. While
the law provides for some clear rules (e.g., duty to inform; abusive clauses; mandatory warranty; strict liability;
cooling-off period for online transactions; among others) those rules will be applied with a pro-consumer
approach that provides that whenever there is doubt, the situation will be interpreted in the most favorable
way to consumers.

e Generic duty to inform consumers. There is a generic duty to inform consumers. Suppliers must provide
consumers with truthful, objective, and adequate information, which must be detailed, efficacious and to
the point on the essential features of the goods and services supplied, and their marketing conditions.
Suppliers must comply with labelling and packaging requirements, providing information to consumers at
the time products are introduced into the market. Additionally, those suppliers who become aware that a
product is dangerous after introducing it into the market must immediately inform this fact to the
competent authorities and to consumers through adequate publications and, eventually, conduct
corrective actions.

¢ Information must be delivered in Spanish. The font size must be larger than 2 millimeters. In the digital
environment, characters size should not be below 2% of the screen irrespective of the device used, and, if
applicable, with a minimum of 3 seconds of permanence on it. Some mandatory information, labels and
buttons should be available in supplier's websites or apps.

e Cooling-off period. Consumers are entitled to revoke purchases and subscriptions (and any other
acceptance to an offer made online) because of a mandatory 10-day cooling-off period. The period begins
to run when the contract is agreed, or the good/service is delivered (whichever happens last). Any clause
stating that consumers waive their right will be considered null and void and sanctions may apply. If the
contract is revoked, both parties will be free of their obligations and must return what they received
because of the agreement. There are only a few express exceptions to the right to revoke that applies to
some products which, due to their own very nature, cannot be returned: personalized products (made
following the consumer’'s own requests); music and video, records, software, databases, and -in general-
products delivered in an electronic format that can be downloaded and used by the consumer
immediately and permanently; and periodic press subscription like newspaper and magazines.
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CONSUMER PROTECTION, CONT'D

e Joint and Several Liability. The product liability regime provides that any entity in the supply chain
including the producer, manufacturer, importer, distributor, supplier, seller and whoever placed its brand
on the product can be held liable for a defective product or service. Products must be supplied or rendered
in a way that their use under regular conditions does not present a danger to consumers' health. Those
products or services that may pose a risk to consumer's health must be sold according to the applicable
rules (or reasonable rules if there are no such applicable regulations), mechanisms and instructions to
ensure safety. The consumer and successive purchasers are entitled to a legal warranty affording protection
against the defects or faults of any kind whatsoever. The whole supply chain is jointly and severally liable
for granting and complying with a legal warranty.

o Advertising. Advertising is considered part of the binding offer to consumers. Advertising must not: (a)
contain false indications that could mislead the consumer regarding the essential elements of the product
or service; (b) use comparative advertising that could mislead consumers; or (c) be abusive, discriminatory,
or induct consumers to behave in a harmful or dangerous way.

e Enforcement. Since Argentina is a federal country, there is a federal consumer protection authority,
coexisting with provincial and municipal ones. The relevant authorities actively enforce the consumer
protection regime by reviewing consumer contracts, prosecuting administrative proceedings, and
imposing sanctions in the event of violations. Further, individual consumers, consumer protection NGO's,
the Ombudsman or the Public Prosecutor have broadly standing to sue for pursuing class actions and
claiming for punitive damages. Consumer are granted the right to file claims in forma pauperis which
entails a waive in payment of not only court taxes but also costs and any other fees associated with the
proceedings.
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Terms of service (as well as privacy policies) are considered contracts of adhesion under Argentine law.
Provisions in a contract of adhesion must be understandable and self-sufficient. The wording must be clear,
complete, and easily legible. For the terms to be enforceable, terms must be made available in Spanish to
consumers in Argentina.

In case of doubt, either the clauses or the contract itself will always be construed in favor of the consumer.
Ambiguous clauses will be interpreted against the drafting party, and some clauses may be considered
abusive and, so, unenforceable, even if agreed by the parties.

For online contracts, the supplier must inform the consumer, in addition to the minimum content of the
contract and the right to withdraw the acceptance (see cooling-off period described above), all the necessary
data to correctly use the electronic platform, so that the consumer can understand the risks arising from the
sales’ method chosen and who assumes those risks. Suppliers must inform in a clear, precise, and easily
noticeable way, the information detailed below:

e Characteristics of the product or service offered;

« Availability of the product or service offered, as well as the conditions of the transaction and, if applicable,
the applicable restrictions and limitations;

¢ The method, term, conditions, and liability for delivery;

e The procedures for cancellation of the contract and full access to the terms and conditions before
confirming the transaction;

e The procedure for return, exchange and/or information on the refund policy, indicating the term and any
other requirement or cost deriving from such process;

e The price of the product or service, the currency, the payment methods, the final value, the cost of freight
and any other cost related to the contract, expressly stating that any applicable import taxes are not
included;

¢ Warnings about possible risks of the product or service; and,

e The procedure for modifying the contract, if possible.

The general abusive clauses’ regime is based on broad, open guidelines and complemented by a list of
abusive clauses. The CCCN lists the following abusive clauses: (i) clauses that distort the drafting party’s
obligations; (ii) those that entail a waiver or restriction of the rights of the adhering party or extend rights of
the drafting party resulting from supplementary rules; and (iii) those that, due to their content, wording, or
presentation, are not reasonably foreseeable. For instance, early-waivers, choice of law, choice of jurisdictions
might ultimately not be enforceable. The abusive clauses regime entitles consumers to claim for
compensation and punitive damages. Claims can be brought individually or as class actions.

Lastly, it is highly advisable to get prior consumer consent, expressed in writing or by equivalent means, and
to keep record of such acceptance (this recommendation might turn into a must in certain contests like with
privacy policies). If terms are changed, let consumers know and request their consent to the changes by any
sufficient means that allows to have proof of the consent. This is particularly important for substantial
changes, since the amended clause may be unenforceable if the consumer has not agreed with it.
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WHAT ELSE?

With a complex business landscape, Argentina offers plenty of opportunities but can also present challenges
to investors. Risks common to most companies doing business in Argentina include inflation, devaluation and
foreign exchange controls. General elections in Argentina were held in 2023, and Mr. Javier Milei was elected
as the new president.

On December 27, 2023, President Javier Milei's new Administration submitted the comprehensive "Bases and
Starting Points for the Freedom of the Argentine People" Bill to Congress. This proposal is set for discussion
during Congress's extraordinary sessions until January 31, 2024. The initiative aims to reform various sectors,
promoting individual freedom, fostering industrial and commercial development, safeguarding private
property, and limiting state intervention.

Consumer Protection

Although modifications to the consumer protection regime have not yet been proposed or announced, the
policies tend to deregulate and liberalize the market, so that some of its policies are expected to impact the
consumer protection regime.

Data Protection Bill

The DPL is currently under a review process to be replaced by a new law, aligned in many aspects to EU GDPR
provisions. The bill, drafted by the Data Protection Authority together with contributions from stakeholders
from the public and private sectors, the civil society, and scholars, will introduce several changes to the
current regime, such as the obligation to notify data breaches and to appoint a legal representative in
Argentina as well as a data protection officer, among others. The bill was filed with the National Congress in
June 2023 by the Executive Branch and there are good prospects that it will be passed.

Foreign Exchange Controls

Historically, inflows and outflows of funds have been subject to several restrictions and requirements as
provided by the applicable foreign exchange regulations from time to time. Although in December 2015 most
of such restrictions were lifted, as of September 2019, foreign exchange controls were reinstated.

Generally, all transfers of foreign currency to Argentina must be made through an Argentine financial
institution or foreign exchange house.
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LEGAL FOUNDATIONS

Australia follows the common law, inherited from the United Kingdom. The
legal system was established by the Australian Constitution in 1901 and is a
federal system with laws enacted at both the Federal and State level.

The federal government, also known as “the Commonwealth”, has exclusive
law-making powers in relation to certain areas such as defence,
telecommunications, banking, insurance, bankruptcy and foreign
corporations.

However, there are also certain non-exclusive powers that are shared between
the Commonwealth and State governments commonly referred to as
“concurrent powers”. At the State level, there are six state governments (New
South Wales, Queensland, South Australia, Tasmania, Victoria and Western
Australia) and two territory governments (the Australian Capital Territory and
the Northern Territory).

In the event of an inconsistency between Federal and State laws, the Federal
law prevails to the extent of the inconsistency.

CORPORATE STRUCTURES

Common corporate structures in Australia include the following:

Proprietary Company

The most common business entity structure in Australia is the proprietary
company (i.e. a private company). Registration of a proprietary company is
governed at the Federal level under the Corporations Act 2001 (Cth) (the
Corporations Act).

To register as a proprietary company, a company must be:
¢ limited by shares or be an unlimited company with share capital;
o have at least one shareholder; and
e have no more than 50 non-employee shareholders.

The Corporations Act also distinguishes between “small” and “large” proprietary
companies, with small proprietary companies subject to reduced financial
reporting obligations under the Act, as compared to large proprietary
companies.



AUSTRALIA

A “partnership” is defined an arrangement between
“persons carrying on a business in common with a
view to share profits” and is governed by state and
territory legislation.

There are three common types of partnerships:

General partnership - where all partners are
equally responsible for the management of the
business, and each has unlimited liability for the
debts and obligations it may incur.

Limited partnership - where the liability of general
partners is limited to the amount of money they
have contributed to the partnership. Limited
partners are usually passive investors who do not
play any role in the day-to-day management of the
business.

Incorporated Limited Partnership - where one
general partner has unlimited liability but the
other partners have limited liability for the debts of
the business.

The advantages of a partnership are that they are
relatively easy to establish, have minimal reporting
requirements, allow for equal / shared control by
all partners over the business and are not required
to pay tax on the partnership’s income (i.e. each
individual partner pays tax on their share of the net
business income they receive).

A sole proprietorship, also referred to as a sole
trader, is a common choice of business structure
that is relatively easy and inexpensive to set up. An
individual who sets up as a sole trader is legally
responsible for all aspects of their business
including any debts and losses, and day-to-day
business decisions.
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The primary legislation governing foreign investment
in Australia is the Foreign Acquisitions and Takeovers
Act 1975 (the FATA). The foreign investment regime is
administered by the Foreign Investment Review
Board (FIRB) and regulates both direct and indirect
acquisitions of interests in Australian entities and
land.

Under the FATA, a ‘foreign person’ includes:

¢ a foreign corporation;

e a foreign government and foreign government
investor;

e a company or trustee where a foreign person
holds at least 20% of the shares or units; and

e a company or trustee where two or more foreign
persons hold at least 40% of the shares or units.

Whether a proposed transaction by a foreign person
requires foreign investment approval from the
Treasurer will depend on the identity of the investor,
the type of investment, whether the investment is
likely to raise national security concerns, the industry
sector and the value of the proposed investment. To
seek approval, an application which describes the
proposed transaction in detail must be prepared and
submitted to FIRB through an online portal.

While FIRB receives and examines foreign investment
approval applications, the Treasurer is the ultimate
decision-maker and has the power to approve or
block foreign investment transactions that it
considers are contrary to Australia’s national interest
or national security. Failure to notify the Treasurer
prior to entering into an agreement to acquire these
interests is an offence punishable by fines and, in the
case of individuals, imprisonment.

Examples of proposed transactions by foreign
persons that require foreign investment approval by
the Treasurer include acquisitions of:

e a substantial interest (generally at least 20%) in
an Australian entity (that is valued above the
relevant monetary threshold);

e a direct interest (generally at least 10%) in a
national security business or starting a national
security business, regardless of the value of the
business; and

e a direct interest in an Australian media business,
or an agribusiness where the value of the foreign
person’s holding in the agribusiness is more than
the relevant monetary threshold.
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IP Australia is the government agency that administers intellectual property (IP) rights in Australia. This is a
federal government agency and Australia’s intellectual property laws generally operate across the entire

country. The following IP rights can be registered:

What is protectable? Any product, method or
process that is new, inventive, useful and is a
“suitable subject matter” (i.,e. “manner of
manufacture”) is protectable under the Patents Act
1990 (Cth). In some cases, patents may be granted
for computer-related inventions, medical devices,
biological techniques and genetically modified
microorganisms.

Where to apply? Patent registrations may be filed
online on IP Australia’s website.

Duration of protection? 20 years' protection for
standard patents from the original filing date.
Patents covering certain pharmaceuticals can in
certain circumstances can be extended for up to 25
years.

Costs? Obtaining a standard patent in Australia can
take between six months (if expedited) and
otherwise about 2 years. Government fees are a
minimum of $110 for a provisional patent and $370
for a standard application. Complete protection
through a standard patent application may cost tens
of thousands of dollars in professional fees if
protection is also sought overseas.

What is protectable? A design is defined as “the
overall appearance of the product resulting from one
or more visual features of the product” and is
protectable under the Designs Act 2003 (Cth).

Where to apply? Design registrations can be filed
online with IP Australia for protection within
Australia. A design application proceeds to
registration  without substantive examination.
Seeking post registration examination is optional.
However, a design registration is only enforceable
once it has been certified (i.e. post examination).

Duration of protection? Maximum of 10 years from
the date of registration, with renewal possible after 5
years.

Costs? Registering a design in Australia takes at least
two months and costs a minimum of $250.
Professional fees are in addition.

What is protectable? A sign used, or intended to be
used, to distinguish goods or services provided by a
person from those provided by any other person is
protectable under the Trade Marks Act 1995 (Cth).
Trade marks may take the form of a logo, phrase,
word, letter, colour, sound, smell, picture, movement,
an aspect of packaging or any combination of those
forms.

Where to apply? Trademarks can be filed online with
IP Australia for protection within Australia and with
the World Intellectual Property Organization, under
the Madrid System, depending on the territories in
which trademark protection is sought outside of
Australia.

Duration of protection? 10 years' protection from the
filing date, but trademark protection can be renewed
indefinitely.

Costs? Registering a trademark in Australia takes at
least eight months and costs a minimum of $400 in
government fees for one mark in one class.
Professional fees are in addition. The overall costs
depend on how many classes of goods and services
are listed in your application.

What is protectable? Exclusive commercial rights
may be granted over a new plant variety under the
Plant Breeder's Rights Act 1994 (Cth). For a plant
variety to be eligible for protection, it must be a
product of a selective breeding process, new or
recently exploited and distinct, uniform and stable.

Where to apply? Registrations can be filed online
with IP Australia for protection within Australia.

Duration of protection? 20 years for most plant
species, 25 years for trees and for certain vines.

Costs? Registering a plant breeder's right takes
approximately two and a half years and costs about
$2,300, not including professional fees.



AUSTRALIA

INTELLECTUAL PROPERTY, CONT'D

The following IP rights cannot be registered:
Copyright

What is protectable? Original literary, dramatic,
musical, and artistic works, and recordings, films,
and broadcasts are protected under the Copyright
Act 1968 (Cth) (Copyright Act). Copyright protection
is granted immediately upon the creation of a work
assuming the formalities are met (such as originality)
— no registration is required.

Duration of protection? If the identity of an author is
not known, copyright in the work subsists for 70
years after the work was first made public or, if the
work was not made public, 70 years after the work
was created. Otherwise, generally speaking (but with
a few limited exceptions such as for television and
sound broadcasts), copyright subsists for 70 years
after the death of the author of the work. The rights
granted to an owner of copyright includes the
exclusive rights to use, reproduce, publish, and
distribute their work, and moral rights.
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Trade Secrets

What is protectable? Trade secrets cannot be
registered for protection in Australia but can be
protected as a form of confidential information in
other ways including in equity (through an action
of a breach of confidence) or as a contractual right
in, for example, an employment contract with a
restraint of trade clause or a non-disclosure
agreement.

Duration of protection? Trade secrets are protected
as long as the relevant information remains a secret
from the general public.
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The Privacy Act 1988 (Cth) (Privacy Act) is the primary legislation that regulates the handling of individuals’
personal information in Australia. The Privacy Act applies to Australian government agencies and
organisations with an annual turnover greater than $3 million, subject to some exceptions. An “organisation”
includes individuals, body corporates, partnerships and trusts, but excludes certain entities including
registered political parties and some small businesses. A small business with an annual turnover of $3 million
or less may still be subject to the Privacy Act, such as private sector health service providers, credit reporting
bodies and businesses that sell or purchase personal information.

The Privacy Act sets out 13 “Australian Privacy Principles” (APPs), which are principles-based laws that govern
standards, rights and obligations in relation to:

¢ the collection, use and disclosure of personal information;

e an organisation or agency’s governance and accountability;

e the integrity and correction of personal information; and

¢ the rights of individuals to access their personal information.

Some of the requirements set out by the APPs include that any entity:
e can only use or disclose personal information for a purpose for which it was collected (known as the
“primary purpose”), or for a secondary purpose if an exception applies (APP 6);
« must take reasonable steps to protect personal information it holds from misuse, interference and loss, as
well as unauthorised access, modification or disclosure (APP 11); and
¢ must take reasonable steps to ensure that any overseas recipient of personal information does not breach
the APPs in relation to the information (APP 8).

The Privacy Act also establishes a Notifiable Data Breaches scheme, which requires an organisation or agency
subject to the Privacy Act to notify affected individuals and the Office of the Australian Information
Commissioner when a data breach is likely to result in serious harm to an individual whose personal
information is involved.

The Federal Government is currently conducting a review of the Privacy Act. The review was announced as part
of the government's response to the Australian Competition and Consumer Commission's (ACCC) Digital
Platforms Inquiry. One significant reform that has been enacted since the inquiry is the increase of the
maximum penalty for serious or repeated interferences with privacy from AUD2.2 million to the greater of (1)
AUD50 million; (2) three times the value of benefits obtained or attributable to the breach (if quantifiable); and
(3) 30% of the corporation’s “adjusted turnover” during the “breach turnover period”.

A further 116 proposed reforms to the Privacy Act have been outlined in the Privacy Act Review Report
published by the Federal Government in February 2023. On 28 September 2023, the Federal Government
published its response to the report indicating that it agreed to 38 proposals, “agreed in principle” to 68
proposals and simply “noted” the remaining 10. Notably, the Federal Government agreed in-principle to
proposals to amend the definition of “personal information” and remove the small business exception, both of
which would create further alignment between the Australian regime and the GDPR regime. Further, the
Government also agreed in-principle to amend the definition of “collection” to expressly cover information
obtained from any source and by any means (including inferred or generated information). Further detail
about specific legislative reform has yet to be released. It is expected that the relevant legislation to amend
the Privacy Act will be introduced in mid to late 2024.
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Currently, there are no laws that apply specifically or
exclusively to the use of Al, including generative Al,
in Australia. However, in June 2023, the Federal
Government released a discussion paper as part of a
consultation into “Safe and Responsible Al in
Australia”, seeking submissions from the public in
relation to a proposed framework for regulating Al,
which largely mirrors the risk management
approach adopted under the EU’s Al Act.

On 17 January 2024, the Federal Government
published its interim response to the discussion
paper. In an effort to balance the benefits against
the risks of Al, the Government indicated that it
would consider developing regulation in relation to
the development and deployment of Al systems in
legitimate but high-risk contexts, while
simulataneously ensuring that the use of Al in low-
risk settings can continue to develop largely without
impediment.

To complement its longer-term consideration of Al
regulation, the Government stated it would at least
take immediate steps in collaboration with industry
on the following three initiatives:

1.Developing a voluntary Al Safety Standard

(implementing risk-based guardrails for
industry).
2.Considering voluntary labelling and

watermarking of Al-generated material.

3.Establishing a temporary expert advisory body to
support the development of options for further
Al regulation.

The Government’s response indicates it is very likely
that new, targeted Al regulation will be enacted in
Australia in the future. In the meantime, there are
several other laws with more general application
that may apply to the use of Al in Australia.

The Privacy Act Review Report mentioned above
includes a number of proposals in relation to
automated decision making, which, if adopted,
would likely impact the use of Al in Australia. The
proposed reforms include imposing a requirement
that privacy policies must set out the types of
personal information that will be used in automated
decisions which have a legal or similarly significant
effect on an individual’s rights, and introducing a
right for individuals to request meaningful
information about how substantially automated
decisions with legal or similarly significant effect are
made.

Further, the report proposes more generally that the
collection, use and disclosure of personal
information must be “fair and reasonable” in the
circumstances, which may impact the processing of
information by certain Al applications.
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As noted above, Australian copyright law protects
original literary, dramatic, musical, and artistic
works, and recordings, films, and broadcasts. The
use of Al may carry with it the risk of copyright
infringement where, for example, the generated
output constitutes a substantial part of existing
material in which copyright subsists.

As set out in further detail in the “Consumer
Protection” section below, Australia has a robust
consumer law regime, which may apply to products
or services supplied to Australian consumers which
incorporate or use Al. For example, claims on the
basis of “misleading and deceptive conduct” or the
application of consumer guarantees (e.g. that goods
and services are of acceptable quality and fit for a
particular purpose) under consumer laws may apply
to Al-based products or services in certain
circumstances.

The Online Safety Act 2021 (Cth) includes
mechanisms to address online safety issues that
may involve Al, including image-based abuse and
other kinds of online content. On 25 June 2023, the
Federal Government also released a draft bill
intended to combat online misinformation and
disinformation. While the public consultation period
for the bill has passed, there have been no further
updates regarding the bill, as at the time of writing
this chapter. If new laws are eventually enacted in
relation to misinformation and disinformation, this
may increase the legal risks of using Al, where for
example Al generates information the subject of
such laws.

There are also other Al-specific principles and
policies that have been published in Australia,
including the voluntary “Al Ethics Principles”
published by the Federal Government, which serves
as a guide to businesses and governments to ensure
Al is safe, secure and reliable. The New South Wales
(NSW) state government has also published an
“Artificial Intelligence Ethics Policy”, which sets out
overarching principles designed to ensure best
practice use of Al by NSW government agencies.
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Employment in Australia is primarily governed at the Federal level by the Fair Work Act 2009 (Cth) (the FW
Act). The FW Act sets out the National Employment Standards (NES), which include minimum entitlements in
relation to:

Annual leave (i.e. paid time off or vacation days) - full-time and part-time employees are entitled to four weeks
of annual leave per year while shift workers may be entitled to up to five weeks per year.

Flexible working arrangements - some employees who have worked for the same employer for at least 12
months may request flexible working arrangements, which may include changes to the number of working
hours, patterns of work or working locations.

Minimum notice period - the minimum notice period required to be given to employees ranges from one to
four weeks, depending on the employee’s period of continuous service with the employer.

Conversion to permanent employment - an employer must offer employees who work on a casual basis, and
have worked for their employer for 12 months, the option to convert to full-time or part-time (permanent)
employment.

In addition to the requirements imposed on employers under the NES, Australian employment law also
mandates minimum terms and conditions for employees who work in particular industries or occupations,
such as nurses, fast food industry workers and retail workers, under legal instruments called “modern awards”.
An unfair dismissal regime also operates to protect employees from being dismissed from their job in a harsh,
unjust or unreasonable manner.

The NES, modern awards and the unfair dismissal regime do not apply to independent contractors in Australia.
However, note that knowingly or “recklessly” representing to an employee that they are an independent
contractor when they are not (“sham contracting”) is illegal in Australia.

Australia’s superannuation guarantee laws also require employers to pay superannuation contributions (i.e.
payments towards an employee’s retirement) of 11.0% of an employee's earnings to avoid paying a charge
(which is higher than the amount for superannuation contributions), which will rise to 11.5% after 30 June 2024.

Certain areas of employment are regulated at the State level, including long service leave (LSL), which is a
period of paid leave granted to an employee who has served a specified period of continuous employment,
which varies from state to state. For example, in the state of Victoria, employees are entitled to LSL after seven
years of continuous employment.
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Consumer law is primarily governed at the Federal
level by the Australian Consumer Law (ACL), which is
contained in the Competition and Consumer Act
2010 (Cth) and enforced by the ACCC.

The ACL protects consumers against unfair business
practices, including prohibiting “misleading and
deceptive conduct”, which is conduct that misleads
or deceives, or is likely to mislead or deceive,
consumers or other businesses in the course of trade
or commerce. For example, a business would be
engaging in misleading and deceptive conduct if it
gives its customers a misleading overall impression
regarding the price, value or quality of consumer
goods or services or if it uses fine print to hide
important information. The ACL also provides
protection for consumers against unconscionable
conduct and false and misleading representations.

The ACL sets out “unfair terms” provisions, which
serve to make void such terms when they are
included in standard form consumer contracts. A
term is considered unfair if it:

¢ would cause a significant imbalance in the
parties’ rights and obligations arising under the
contract;

e is not reasonably necessary to protect the
legitimate interests of the party benefitting from
the term; and

¢ would cause detriment to a party if it were to be
applied or relied on.

An example of a term that may be unfair is one that
permits a business to cancel a contract at will
without it being reasonably necessary to protect the
business’ legitimate interests or in response to an
insignificant breach of contract by the consumer.

Prior to 9 November 2023, unfair terms could be
declared void and unenforceable pursuant to the
ACL. However, under the current, updated regime,
significant penalties may also be imposed for the
inclusion of unfair terms in standard form consumer
contracts that are entered into by consumers or
small businesses.

The maximum financial penalty for corporations
under the new regime is:

e AUDS5O0 million;

e three times the value of the "reasonably
attributable" benefit obtained from the conduct,
if the court can determine this; or

e if a court cannot determine the benefit, 30 per
cent of adjusted turnover during the breach
period.
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The recent amendments to the regime also
expanded the definition of “small businesses” in
this context to include businesses that employ
less than 100 people or have an annual turnover of
less than $10 million.

The ACL provides a number of automatic
consumer guarantees in relation to certain
consumer goods and services. For example,
consumers have the right to expect that
purchased goods are of acceptable quality and
match any description provided by suppliers or
manufacturers, and that services are provided
with due care and skill and within a reasonable
time.

In Australia, the enforceability of online contracts
largely depends on two key issues: reasonable
notice and manifestation of assent. Clickwrap
agreements are generally enforceable as adequate
notice and evidence of assent (e.g. through the act
of clicking “l accept”) can typically be made out.
On the other hand, the enforceability of
browsewrap agreements may be more difficult to
prove given such agreements are generally
designed such that users are not required to take a
positive act to indicate their assent to terms. The
terms of online contracts must also comply with
the requirements under the ACL, such as the
unfair terms regime, which may render terms in
standard form consumer contracts void if they are
deemed “unfair’ (see “Consumer Protection”
section above). As mentioned above, breaches of
the regime may now also attract significant
penalties, following amendments to the regime in
November 2023. It is therefore important to avoid
including unfair terms in a Terms of Service (e.g.
allowing a party (but not the other) to unilaterally
limit their responsibilities under a contract or
change the terms of the contract).
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To do business in Australia, it may be necessary
to obtain certain registrations, depending on the
type of business structure adopted. These
registrations ensure that businesses can be
identified, comply with tax obligations, avoid
penalties and are able to protect their brand and
ideas. Generally, businesses will register for an
Australian business number (ABN), a business
name, a Tax File Number (TFN) and any relevant
licences and permits. Applications for these key
registrations can be done through the Australian
Government’s Business Registration Service.
Registering for an ABN and a TFN is free.

In Australia, a 10% tax is levied on most goods,
services and other items sold or consumed in
Australia (GST). Businesses are required to
register for GST if they meet the GST turnover
thresholds, which are $150,000 for non-profit
bodies, and $75,000 for other businesses. Once
registered for GST, entities need to lodge a
Business Activity Statement, which reports
amounts dealing with GST, other instalments and
withholding taxes. GST registration is free and
can be done online through the Australian Tax
Office website, or by other means including by
phone or paper submission.

Obligations imposed under the ACL regime (see
"Consumer Protection” section above), including
the prohibition on misleading and deceptive
conduct, cannot be excluded or limited by
contractual provision or otherwise. Further, the
ACL applies to all contracts involving the supply
of goods and services to Australian persons or
consumers, irrespective of whether the relevant
contract is governed by Australian law.

INTERNATIONAL TECHNOLOGY LAW ASSOCIATION

STARTUP LEGAL PLAYBOOK

The Spam Act 2003 (Cth) (Spam Act) regulates
unsolicited commercial electronic messages and is
enforced by the Australian Communications and Media
Authority.

Key features of the Spam Act include:

e obtaining consent of a recipient prior to sending a
commercial electronic message (Australia is an opt-
in regime);

e a requirement to include accurate sender
information in commercial electronic messages;

¢ a requirement for commercial electronic messages
to include a clear, conspicuous and functional
“unsubscribe” facility;

o for “unsubscribe” requests to be actioned within five
working days; and

e a prohibition on supplying or offering to supply
software for harvesting email addresses.

A listed company and an unlisted Australian company
with more than 50 shareholders (including employee
shareholders) will be subject to Chapter 6 of the
Corporations Act. This includes the prohibition of any
acquisition of voting securities of such a company that
would result in any person’s voting power exceeding
20%, unless a permitted exception applies (such as an
acquisition effected through a takeover bid or a
scheme of arrangement). Companies should monitor
the number of shareholders they have if they want to
avoid being subject to Australia’s takeovers laws.
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Austria follows the civil law system. It thus relies on written statutes and other
legal codes in the field of public, private and criminal law that are constantly
updated:

¢ Austrian public law covers the relationship between individuals and the
Austrian state and is enforced by administrative bodies (eg trade license
requirements).

« Private law governs the relationship between individuals (eg contracts,
warranty, liability etc) and is codified in various laws. The most important
source of law in this context is the Austrian Civil Code (ABGB). Besides,
there are many more laws for each specific field (eg employment, e-
commerce, B2B relationships).

e Criminal law is mainly codified in the Austrian Criminal Code (StGB) and
Criminal Procedural Code (StPO). Specific provisions, such as criminal
sanctions in case of copyright infringements, are however included in
respective laws.

However, final decisions, such as of the Austrian Supreme Court (OGH) are
often used as supporting arguments and must be generally considered by
lower courts. The legal structure is thus also further developed by case law.

Austrian Law provides the following forms of companies:

The Austrian limited liability company (GmbH, Gesellschaft mit beschrankter
Haftung) has proven to be the most popular form of companies in Austria. As
to its requirements:

e It requires at least one shareholder (individual or legal entity) for its
incorporation.

e Further, the shareholders have to draw up and sign the articles of
association in form of an Austrian notarial deed. Then, the managing
directors have to file an application with the Austrian commercial register
(Firmenbuch).

e The GmbH has a minimum statutory capital of EUR 10,000. The
shareholders have to pay in a minimum capital contribution of EUR 5,500.

e As per 13January 2024 the Flexible Company as new legal form in particular
for start-ups was introduced: It is essentially a limited liability company
with two major differences: (i) it offers flexible capital measures as with a
stock corporation and (ii) "company value shares" for the participation of
employees may be issued, which essentially correspond to shares in the
company but (with a few exceptions) have no voting rights in the
shareholders meeting.
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CORPORATE STRUCTURES, CONT'D

Corporations (Kapitalgesellschaften), CONT'D

Advantages and disadvantages of corporations compared to partnerships:

ADVANTAGES DISADVANTAGES
e Limited liability of the e -Minimum share capital of EUR 10,000.

shareholders e The articles of association as well as any share transfer
e More attractive for investors. agreement have to be in the form of a notarial deed (FlexCo: a

share purchase agreement can also be certified by an attorney
at law).

Further, there is a possibility to establish an Austrian stock corporation (AG, Aktiengesellschaft) by one or
more shareholders (individual or legal entity). However, this requires a very high initial investment of at least
EUR 70,000 and the establishment of a supervisory board with at least three members. It is thus no attractive
options for start-ups.

Partnerships (Personengesellschaften)

Apart from the GmbH, the most common forms of partnerships for businesses are the general commercial
partnership (OG, Offene Gesellschaft) and the limited commercial partnership (KG, Kommanditgesellschaft).
As to the requirements:
e In both cases, the establishment requires a partnership agreement between at least two partners
(individuals or legal entities).
e For its incorporation OG and KG must both be entered into the commercial register. The partners are fully
and personally liable with their personal assets.
¢ However different from the OG, in a KG there are two types of partners: (i) general partners, who have
unlimited liability, and (ii) limited partners, who have only limited liability.
¢ As soon as the registration with the commercial register has been completed, the OG or the KG can start
the commercial activities.

Advantages and disadvantages of partnerships compared to corporations:

ADVANTAGES DISADVANTAGES

e No minimum share capital Unlimited liabili hi i "
nlimited liability; this applies to all partners
+ No formal requirements for the establishment * . Y PP P .
in an OG and only to the general partners in

¢ No obligation to disclose the articles of KG
a

association

Another form of a partnership is the civil law partnership (GesBR, Gesellschaft biirgerlichen Rechts). Its
establishment requires at least two persons who have common resources and who pursue a common business
purpose. The partners are fully and personally liable with their personal assets. Due to its missing legal
personality, the GesBR cannot be registered with the commercial register. In sum, it is thus also not very
attractive for start-ups.
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CORPORATE STRUCTURES, CONT'D ENTERING THE COUNTRY
Sole Proprietorship (Einzelunternehmer) Pursuant to the Austrian Investment Control Act,
certain acquisitions by persons who are no
The sole proprietorship is also a commonly used legal citizen of a Member State of the European
form in Austria. The owner of the business is a single Economic Area (EEA) or of Switzerland require
natural person. The sole proprietorship comes into prior approval by the Minister of the Economy.
existence upon registration of the business with the This applies to direct or indirect acquisitions of
competent district administrative authority. The sole an_interest of 25% or more in undertakings
proprietor is fully and personally liable with his or her active in certain critical sectors (utilities, tech,
private and business assets. Sole proprietors do not supply of critical resources). For particular
have to be registered in the commercial register until sensitive areas, the threshold is 10%, only. In
they reach a certain annual turnover. However, these cases, the Minister of the Economy may
voluntary registration is possible. prohibit the transaction if there is a threat to

security or public order. Such risk will be
evaluated in review proceedings, which usually
last up to five months.

INTELLECTUAL PROPERTY

The following IP rights can be registered:

Trademarks

What is protectable? Any sign which can be represented graphically and is able to distinguish the goods and
services from other companies can be registered as a trademark. The registration of classes of goods and
services for blockchain-based products (in particular NFTs and other token) poses challenges for applicants.
Although there is now a separate Nice class for NFTs, the offices generally do not accept an application
without further description.

Where to apply? Trademarks can be filed either with (i) the Austrian Patent Office, (ii) the European Union
Intellectual Property Office (EUIPO) or (iii) the World Intellectual Property Organization (WIPO) under the
Madrid System, depending on the territories in which trademark protection is sought (Austria, EU,
international extension on the basis of a national or EU trademark). The application of an Austrian trademark is
very similar to the procedure before the EUIPO. However, the costs of a European trademark are significantly
higher than those of a national trademark. The application can be easily filed via the online platform on
https://www.patentamt.at/en/online-services/. The Austrian Patent Office then reviews the application and
registers the trademark immediately if all minimum trademark requirements as mentioned above are met.
With publication in the Trademark Gazette, the three months opposition period begins. Within this time
period, third parties can easily and at low costs oppose the trademark.

Duration of protection? If no oppositions are filed, the trademark registration remains valid for a ten-years-
period. Renewal fees are due every ten years.

Costs? Application costs for Austrian trademarks for three classes amount EUR 280 (EUR 75 are charged per
additional classes). In addition, fees of the legal representative apply.


https://www.patentamt.at/en/online-services/

AUSTRIA

What is protectable? Inventions in the field of
technology are patentable. This requires that (i) the
invention is novel, (ii) not obvious to a skilled
professional and (iii) can be applied in industry.

Where to apply? Patent protection can be granted
per country, meaning that applicant must register
the patent in each country where protection is
sought. Since 1 June 2023, it is also possible to apply
for a European patent with unitary effect
(Einheitspatent). In this case, the European Patent
Office will grant a (single) patent with protection in
up to 24 EU member states. Patent applications can
be filed with either (i) the Austrian Patent Office, (ii)
European Patent Office (EPO) or (iii) WIPO. The
registration procedures before these offices slightly
differ from each other, particularly as to costs.

Duration of protection? The term of protection is in
any case a maximum of 20 years from application
and must be maintained by annual fees (rising from
EUR 104 in the sixth year to EUR 1,775 in the
twentieth year).

Costs? Application costs for Austrian patents for up
to ten claims amount up to EUR 530. In addition, fees
of the legal and technical representative apply. There
are patent attorneys (Patentanwalte) who specialize
in these (technology-heavy) application procedures.
Total costs for a patent application range from EUR
10,000 to EUR 15,000. However, there are various
funding programs that can be applied for, especially
in the Blockchain or Al field (see question 6).

Employee invention and inventor bonus? According
to the Austrian Patent Act, employers are only
entitled to commercialize employee inventions and
file patent applications, if they have agreed with
employees on a right to transfer all inventions made
in connection with their work (eg in the employment
contract). If employer makes use of such right,
employee is entitled to appropriate inventor bonus,
unless the employee was explicitly employed for the
inventive work. The bonus is determined primarily by
the value of the invention and is thus subject to
adjustments in course of the patent life time. As long
as the employee is actively employed, the
entitlement to an adjustment of remuneration
cannot be contractually excluded.
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What is protectable? Utility models are very
similar to patents ("small patent") and can be
registered for technical inventions. A major
difference and advantage is the six-month
novelty grace period for own publications.

Where to apply? See comments on patent
applications.

Duration of protection? In contrast to patents,
the term of protection is only 10 years.

Costs? Application costs for Austrian utility
models for up to ten claims amount EUR 321. In
addition, fees of the legal and technical
representatives apply.

What is protectable? Industrial or craft product
or parts of it can be protected as design.

Where to apply? National designs may be
registered with the Austrian Patent Office. To
obtain protection throughout the EU, a
Community Design may be registered with the
EUIPO. Via the EUIPO Austrian applicants can also
file for designs with the WIPO worldwide
although Austria is no party to the Hague System
for registering international designs.

Duration of protection? The term of protection is
five years and can be renewed five times for
another five years-period by paying the renewal
fee. The maximum term of protection is therefore
25 years.

Costs? Application costs for designs amount EUR
82 plus an additional fee of EUR 15.50 per class for
a single design application. In addition, fees of
the legal representative apply.
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What is protectable? Expressions of the intellectual
creation of an author are protectable under the
Austrian Copyright Act (eg literary and artistic
works). Copyright protection is granted immediately
with the creation of a work. No registration and no
label required.

Duration of protection? Copyright protection ends
70 years after the author has passed away.

Exploitation of copyright protected work?
Copyright owners have the exclusive right to exploit
the work and the indispensable right to be named as
author. The author may however grant third parties
non-exclusive (Werknutzungsbewilligung) or
exclusive rights to use the work
(Werknutzungsrecht). Since 2021, the admissible
types of exploitation (Werknutzungsarten) must be
regulated in even more detail. Otherwise, only those
types of use are granted that are necessary to fulfill
the purpose of the contract (ie no rights grant in
cases of doubt).

What is protected? Trade secrets as such are not
recoghized as an intellectual property asset.
However, the Unfair Competition Act (UWG) protects
know-how and business information of commercial
value that is kept secret. Thus, protection requires
that companies take appropriate non-disclosure
measures (eg marking information as trade secrets,
implementing IT security measures, particularly
access restriction and concluding NDAs).

Duration of protection? As long as appropriate
measures are in place and information has a
commercial value, trade secret protection applies.
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The GDPR and the accompanying amendment to the
Austrian Data Protection Act (Datenschutzgesetz,
"DSG") have brought far-reaching changes to the way
data protection is handled in May 2018. Data
protection has become a central, economically
relevant factor. However, in the meantime, the great
concern about the threat of millions in fines and the
initial hype surrounding the exercise of data
subjects' rights has given way to a more relaxed
approach to the matter.

Since the Austrian legislator has barely made use of

the opening clauses, the relevant Austrian specifics

in the Austrian DSG and Telecommunication Act

(Telekommunikationsgesetz 2021, "TKG 2021") are

limited and may be briefly summarized as follows:

e The age for child's consent in relation to
information society services has been lowered
from 16 to 14 years.

e Controllers and processors are required to
contractually oblige their employees to keep data
confidential. This obligation must also continue
after termination of the employment
relationship.

e Some provisions of the Data Protection Act and
the GDPR do not apply to the processing of
personal data for journalistic purposes by media
owners (Medienprivileg). However, the blanket
media privilege was revoked by the Austrian
Constitutional Court. The "old" provision applies
until mid-2024. Up until then, the Austrian
legislator has to adopt a new, more detailed
exemption.

e Phone calls and electronic messages for
advertising purposes require data subject's prior
consent. "Direct advertising" is interpreted very
broadly in Austrian case law and also includes, for
example, satisfaction surveys. Consent for
electronic messages is not required, if the
controller has received the personal data (i) in
connection with a transaction, (ii) the marketing
communication concerns similar products and
services and (iii) the data subject has been given
the opportunity to opt-out when data has been
collected for this purpose as well as with every
communication (soft-opt-in). Due to restrictive
legislation this exemption rarely applies. As a
rule, prior consent must therefore be obtained.
Administrative penalty proceedings
(Verwaltungsstrafverfahren) before the Austrian
telecommunications authority
(Fernmeldebehoérde) may be initiated in the
event of a violation. The possible fines are up to
EUR 50,000 and are imposed on each member of
the controller's Executive Board/management.
For a first offense, the actual fine is usually in the
low vier digit area, with each subsequent offense
increasing the fine.
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e Marketing by occasional postal mail service can be based on legitimate interests and does usually not
require opt-in. According to Austrian case law, three to four mailings spread over the year had been
deemed admissible. However, consent is required for regular postal mailings.

e Prior consent is required for setting cookies which are not necessary for the provision of the service,
irrespective whether personal data is processed or not. Thus, opt-in is required for all marketing, tracking,
functional and analytics cookies. The practical risk of complaints is very high (see below).

o Data controllers in Austria should also observe that inclusion of data protection notices in general terms
and conditions (eg by a respective reference therein), triggers application of the strict consumer protection
law regime. Data protection notices can then be challenged in association proceedings
(Verbandsverfahren). Therefore, contract and data protection documentation should be strictly separated.

e Furthermore, the DSB conducts annual focus/sector audits (Branchenprifungen), for example in the
banking sector in 2023. In this context, the authority initiates official investigation proceedings against
companies in this specific sector. The companies must then usually submit their processing records, data
protection documentation and answer a questionnaire.

The Austrian Data Protection Authority (DSB, Datenschutzbehorde) is the competent supervisory authority. It
follows a rather data subject-friendly approach. Due to the imbalance of power, case law is even stricter in
relation to employees - eg with regard to the requirement of voluntary consent. Employee monitoring
measures are regularly the subject of proceedings before the DPA. Moreover, since May 2021, the DSB is
handling more than 700 complaints (!) against European companies with respect to incriminated cookie
settings filed by NOYB which is led by the Austrian data privacy activist Max Schrems. The first decisions were
made in late summer/autumn 2023; some of the proceedings are still pending (https://noyb.eu/en/data-
protection-authorities-support-noybs-call-fair-yesno-cookie-banners; https://noyb.eu/en/noyb-files-422-formal-
gdpr-complaints-nerve-wrecking-cookie-banners). Against this background, the design of the cookie banner
still harbors a high practical risk of complaints.

There is no specific national regulatory regime for Al in Austria, yet. However, the general restrictions,
particularly under data protection and copyright law apply. In the future, a national Al-agency will apply the
upcoming Al-Act in Austria:

e« The principles of data protection law - in particular Art 22 GDPR for automated individual decision-making
- must be observed in relation to the development, testing and operation of Al (ie: separate legal basis,
extended information obligations, additional data subject rights). Thus, the use of Al must not lead to any
legal or similarly serious effects to the data subject, without any human intervention. An automated
decision-making process is for example assumed, if a company uses results of an Al-application without any
further quality-check and assessment.

« National copyright restrictions are particularly relevant for generative Al. This applies to both (i) the input
data (especially web scraping) and (ii) the output of the specific Al application: The retrieval of data from
the internet into set of training data is considered exploiting the content in a way subject to the Austrian
Copy Right Act ("UrhG"). However, the newly established Sec 42h (UrhG) on Text- & Data-Mining allows such
retrieval unless interdicted by the right owner. The output of Al may infringe the rights of the author of the
original if the output is identical to or resembles an original source.

o The Austrian Government initiated a two-step plan for implementing a national regime for Al: First, a new
Al-service center will be established within the Broadcasting and Telecommunications Regulatory
Authority (RTR). Once the Al Act comes into force, an Al authority responsible for the certification and
market surveillance of Al applications will be designated.

As to the start-up scene it is worth being noted that Al is one of the innovation driver and that there are
currently numerous funding_programs for Al-based business models in Austria.
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General: Employer and employee must conclude an
employment agreement, which stipulates their
rights and obligations set forth by mandatory law,
collective agreements or works council agreements.
The interests of employees are represented by the
works council (Betriebsrat) and require its approval
for specific measures (eg introduction of control
measures, which affect human dignity) if such
council is established. A company may also offer a
contractor agreement (freelance contract or
contract for work and services) instead of an
employment agreement. For these contracts, most
protective provisions of labour law do not apply.

No work for hire regime: There is no work for hire
regime in Austria. Therefore, each agreement should
contain a clause covering the licensing of works
made by the contractual partners. Such clause
should be as specific as possible, as otherwise courts
will usually interpret the grant of rights in a quite
restrictive manner.

Registration with social security: Every employer
must register employees with the social insurance
carrier. Further, each employer has to pay a certain
monthly amount based on the employee's
remuneration into the severance pay system.

Termination: Employment contracts can be
terminated under adherence to the applicable
notice dates and periods. Good cause is not
required. Still, employees are very well protected.

They can challenge termination of their

employment relationship based on one of the

following grounds:

e proscribed motive for the termination (eg
organizing the election of a works council, recent
raising of justifiable claims against the
employer); and

¢ -the termination is socially unjustified (due to age
and future career opportunities of the employee).

In addition, certain groups of employees (eg works
council members, pregnant employees, employees
on parental leave or with recognized disability
status) enjoy special termination protection
requiring the approval from the competent court or
public authority.

ITECHLAW"

INTERNATIONAL TECHNOLOGY LAW ASSOCIATION

STARTUP LEGAL PLAYBOOK

Austrian consumer protection law is rather strict and
regulated in various laws, such as (i) the Consumer
Protection Act (Konsumentenschutzgesetz, "KSchG"),
(ii) Civil Code (Allgemein Blrgerliches Gesetzbuch,
"ABGB"), (iii) Distance Selling Act (Fern- und
Auswartsgeschafte-Gesetz, "FAGG"), (iv) E-Commerce
Act (E-Commerce-Gesetz, "ECG") and (v) as of January
2022, the Consumer Warranty Act
(Verbrauchergewahrleistungsgesetz, "VGG"). These laws
generally apply to all activities targeted to Austrian
consumers, irrespective where the entity resides.

The core provisions are laid down in the Consumer
Protection Act and Civil Code. It provides a catalogue of
clauses which are inadmissible vis-a-vis consumers.
Warranty law for consumers, on the other hand, is now
(only) regulated by the Consumer Warranty Act. In
particular, it now contains specific provisions on digital
services (eg update obligation).

In case of distance selling contracts (eg via webshops),
the Distance Selling and E-Commerce Act must
additionally be adhered. Those regulations particularly
foresee various information obligations. Besides,
traders must implement a withdrawal management
system and ensure that consumers can exercise their
right to rescind from any contract within 14 days
without giving any reasons. This right can only be
limited in specific circumstances. Furthermore, if
consumers are not sufficiently informed about the right
of withdrawal, this right is automatically extended for
up to one year. In case of service provision in the
financing sector the Austrian Distance Financial
Services Act applies instead of the Distance Selling Act,
which stipulates a similar withdrawal regime.

Consumer protection associations, such as the
association for consumer information (Verein fur
Konsumenteninformation, "VKI") and the chamber of
labor (Arbeiterkammer, "AK") are entitled to file claims
for omission and request publication of judgement
against companies using invalid terms and conditions.
In practice, they are quite active and often challenge
clauses arguing with its intransparency in order to
enforce more and more favorable terms for consumers.
New, innovative business models are often in the
spotlight of such associations.

If consumer protection associations succeed in
proceedings (which is mostly the case), business
models, terms and conditions or the ordering process
become invalid and have to be adjusted. This might
also trigger refund obligations and cause issues if
agreements are declared being invalid. As of May 2022,
Austrian authorities shall also be entitled to impose
fines up to EUR 2 Mio or 4 % of the companies' turnover
in case of invalid clauses used in terms and conditions.
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Terms of services become enforceable only, if

consumers have explicitly agreed to the terms

(preferably via a tick-box) and had the possibility to

read, print and store them upfront. Furthermore,

clauses must be in compliance with restrictive

consumer protection laws. According to Sec 6

Consumer Protection Act and Sec 864a, 879 Civil

Code, particularly the following clauses in terms and

conditions or other contracts are held invalid:

e implied renewal of the contract if specific
conditions are not met;

¢ limitations of warranty rights;

¢ exclusion of liability rights for death, bodily
injuries, gross negligence, willful misconduct,
claims under the product liability laws, damages
occurred by violations of contractual core
obligations;

e one-sided rights of companies to change scope of
services or prices;

e severability clauses;

e -place of jurisdiction and applicable law other
than at the place of consumer; and

e any other intransparent or grossly
disadvantageous clause - the broad opening
clause.

As to the consequences of using invalid clauses
please refer to question 8.
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Compulsory membership in Chambers: The
political and economic interests of
entrepreneurs are mandatorily represented by
chambers. Most entrepreneurs are represented
by the Chamber of Commerce. Such
membership is compulsory and trigger annual
membership fees. The more trade registrations
are hold by a company, the more memberships
with chambers are triggered.

Strict Trade Act: Almost all businesses require a
trade license. This is regulated by the Austrian
Trade Act, which is, however, quite strict. It
distinguishes between free and regulated trades.
Free trades are easy to acquire since no specific
know-how must be proven before starting a
business. Whereas regulated businesses must file
for a regulated trade and prove by lots of
certificates their competence and qualification
to act in a specific field. This is eg the case for
travelling agencies, intermediary services in the
insurance and financing sector, investment
consulting etc.

Strict jurisdiction: Austrian courts are rather
strict as it comes to protection of employees,
consumers and data subjects. For businesses, the
risk of non-compliance in these fields of law is
rather high. It is thus recommendable to focus
on these topics first, when rolling out a business
in Austria.
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BARBADOS
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Kodlaw Attorneys
Dr. Vanessa Kodilinye




7,
O
o
<
0
o
<
0

ITECHLAW'®

INTERNATIONAL TECHNOLOGY LAW ASSOCIATION

STARTUP LEGAL PLAYBOOK

The legal system in Barbados is based on general principles of the common
law and on statutes and subsidiary legislation enacted by the Barbados
legislature. Barbados also has a written Constitution, which is the supreme law
of the land. In 2021, Barbados became a Republic, removing the British Crown
as its Head of State. A new Constitution is forthcoming.

Court system. The Barbados High Court and Court of Appeal have jurisdiction
in both civil and criminal matters. The civil litigation process is governed by the
Civil Procedure Rules, 2008, which introduced the concept of case
management into the litigation process. The Caribbean Court of Justice (CCJ),
located in Trinidad and Tobago, has both original and appellate jurisdiction. In
its original jurisdiction, it adjudicates, inter alia, on matters involving the
interpretation and application of the provisions of the Revised Treaty of
Chaguaramas, which established the Caribbean Community (CARICOM). In its
appellate jurisdiction, the CCJ hears appeals from the Barbados Court of
Appeal as well as from courts of appeal in Guyana, Belize, St Lucia and
Dominica. Also in Barbados, the Magistrates Courts have jurisdiction in
criminal, civil and family matters, including jurisdiction over contract and tort
claims not exceeding $10,000 Bds. The judicial system is supplemented by
specialist tribunals, such as the Employment Tribunal, which hear matters
within their respective legislative jurisdiction. Since Barbados has been actively
updating its laws, new Commissions and Tribunals are being established to
address those particular regulatory requirements.

Corporations. Though there are several corporate structures available in
Barbados, the most common and relevant for trading in goods and services
and for holding assets is the limited liability company (identified by the letters
‘Ltd’, ‘Inc’ or Corp) within the statutory requirements in Companies Act, Cap
308 (CA) and Companies Regulations, 1984. A private company must have at
least one director; a public company must have at least three directors, at least
two of whom not being officers or employees of the company or any of its
affiliates. Corporate governance is laid down in a company’s Articles of
Incorporation or the By-Laws, which regulate issues relating to the
management of the business, election of directors and ownership of shares.
Directors need not be locally resident. Restrictions, if any, on the number of
shares or classes of shares, on transfers and on public subscriptions, on the
number of directors and on the authorised type of business, must be specified
in the Articles of Incorporation. There are no requirements to file a company’s
By-Laws with the Corporate Registry. Once a company has been formed, in
addition to obtaining any relevant licences to operate, there are statutory
requirements such as registering with the Barbados Revenue Authority and
the National Insurance Scheme. All companies are required to file annual
returns, whilst those holding assets over a statutory limit have further
obligations. Provided all the required documentation is in order and filed with
the Registry, incorporation of a company may be completed within five
business days.

External companies may also re-register in Barbados. Companies operating
under a franchise must be locally licensed to operate as such. In addition, there
is sectoral legislation governing the licensing of companies’ activities.
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CORPORATE STRUCTURES, CONT'D

Partnerships. A ‘partnership’ is defined in the
Partnership Act, Cap 313, as an arrangement
between ‘persons carrying on a business in common
with a view of profit’ and is expressly contrasted
with the relation between members of a company
registered under the Companies Act, Cap 308.

Types of partnerships:

General partnership, in which all partners are
equally responsible for the management of the
business, and each has unlimited liability for the
debts and obligations incurred by the business.

Limited partnership, established by the Limited
Partnerships Act, Cap 312, in which the persons
entering into such relationship are called ‘A Firm’.
Liability of the partners is limited to the amount of
money they have contributed to the partnership. A
limited partner may not take part in the
management of the business but has a right to
inspect the books of the firm at any time. Limited
partners are therefore normally passive investors in
the business.

ENTERING THE COUNTRY

There are generally no restrictions on foreign
investment or on foreigh ownership of businesses.

Barbados enjoys the benefit of a network of double
taxation treaties and bilateral investment treaties. It
is always advisable to first seek tax advice in the
country of origin.

Since there is a varied regulatory approach and
concessions depending on the sector, sector specific
advice should always be sought.
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INTELLECTUAL PROPERTY

The Patents Act, the Trade Marks Act and
Regulations and the Industrial Designs Act and
Regulations were amended in 2006 to ensure
compliance with the World Trade Organisation
Agreement on Trade Related Aspects of Intellectual
Property Rights (TRIPPS).

Trade secrets, which may be defined as any type of
information, useful in a business context, that is kept
confidential, such as financial information, business
methods, customer lists, datasets and algorithms,
are protected at common law (for example, through
non-disclosure agreements and restraint of trade
clauses in employment contracts) and through
equitable principles relating to breach of
confidence.

There is statutory protection for the layout designs of
integrated circuits and new plant varieties. There is
also legislation for registering geographical
indications which, to date, has not been widely
utilised by international applicants.

In order to fulfil its obligations under the WTO
Agreement on Trade-Related Aspects of Intellectual
Property Rights, the Barbados legislature enacted
the Protection Against Unfair Competition Act in
2001. This Act provides for the civil remedies of
injunctions and damages in cases of unfair
competition involving such matters as damage to
goodwill, discrediting of enterprises, confusion with
respect to trademarks or trade names and disclosure
of secret information.

Barbados is not currently on the Madrid System.
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What is protectable? Under the current legislation,
the Trade Marks Act, Cap 319 (TMA), any visible sign
or combination of signs and words, used or
proposed to be used to distinguish the goods or
services of one company from those of other
companies, may be registered as a trademark.
Collective marks and certification marks, as well as
domain names, are also protected under the Act.

Barbados also recognises trademarks which have
been in use in Barbados but have not been
registered. Local business name registrations may
take priority over trademark applications if not
challenged through other procedures.

Barbados follows the Nice Classification System.

Where to apply? Trademarks are filed at the
Barbados Corporate and Intellectual Property Office
(CAIPO). Once the application is received, CAIPO will
conduct its own searches, perform a substantive
examination. and publish the application in the
Official Gazette, providing an opportunity for
opposition. In the absence of any opposition, the
trademark will be registered.

Duration of protection? If no oppositions are filed,
registration of a trademark remains valid for a period
of 10 years from the date first mentioned on the
certificate of registration. It can be renewed
subsequently every ten years for a renewal fee.

What is protectable? The Industrial Designs Act, Cap
309A (IDA) describes an industrial design as ‘any
composition of lines or colours or any 3-dimensional
form (whether or not associated with lines or
colours) that gives a special appearance to a product
of industry or handicraft, and serves as a pattern for
a product of industry or handicraft.’ The design must
be ‘new’, in the sense that it was not available to the
public through description, use or like manner
anywhere or at any time before the priority date
claimed or before the date of application.

Where to apply? Applications for registration of
industrial designs are filed at the Corporate Affairs
and Intellectual Property Office (CAIPO).

Duration of protection? The term of protection is 5
years from the date of registration and may be
renewed for two further consecutive periods of 5
years.
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What is protectable? A patent may be granted
under the Patents Act, Cap 314, section 7, for an
invention that is (i) ‘novel’ (i.e., previously
undisclosed, whether by publication, oral disclosure
or any other means (section 8)), (ii) ‘involves an
inventive step’ (i.e., not obvious to a person of
average skill in that field (section 9)), and is (iii)
‘industrially applicable’ (i.e., can be made or used in
any kind of industry (section 10)).

Unpatentable inventions include, inter alia,
discoveries, scientific theories, mathematical
methods, methods of surgery or therapy, medical
diagnostic methods, business methods, biological
processes for plant production (section 11).

Where to apply? The majority of applications filed in
Barbados to protect novel industrial inventions are
those entering the national phase under the
international Patent Co-operation Treaty (PCT)
system. There is no automatic system of registration
in Barbados; each application is examined for
compliance with requirements under the Patents
Act.

Barbados also acts as a receiving office for PCT
applications.

Duration of protection? Subject to the payment of
annuity fees, a patent will last for 20 years.

What is protectable? The copyright in an original
literary work (including computer programmes),
artistic, musical or dramatic work, or in a film, sound
recording, broadcast or cable programme, receives
automatic and immediate protection (Copyright Act,
Cap 300, section 6).

Duration of protection? Copyright protection
terminates automatically 50 years after the death of
the author or creator of a literary, musical, artistic, or
dramatic work under the existing Copyright Act, Cap
300.

A new Copyright Act, 2023, has been tabled in
Parliament. The proposed legislationrecognises
original databases as eligible for copyright
protection. The duration of protection will be
extended to 70 years following the end of the
calendar year in which the creator dies.
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The current Constitution of Barbados guarantees the right to protection of the law and the right to protection of the
privacy of a person’s home and other property.

The Data Protection Act, 2021-29, which was brought into force on the 31st March, 2021, is modelled to a limited
extent on the GDPR. One of its statutory aims is to protect the privacy of individuals in relation to their personal data
by creating obligations on controllers/processors regarding the processing of such data. The Act covers both personal
data processed by equipment and data not processed by equipment but existing within a relevant filing system. The
territorial scope of the Act extends to the processing of personal data by persons within Barbados and to the
processing of personal data where goods and services are offered in Barbados by those not established in Barbados.

The principles of processing of personal data expressed in the Act are equivalent to those in the GDPR, namely: (i)
lawfulness, fairness and transparency; (ii) purpose limitation; (iii)Jdata minimisation; (iv) accuracy; (v) storage
limitation; (vi) security (integrity and confidentiality).

Accountability is not specified as a principle, but may be inferred from the requirements of record keeping of the
processing activities of controllers and processors.

Under the Act, ‘health’ data is not included within the definition of sensitive data. Included within the definition are
racial or ethnic origin, political opinions, religious beliefs or other beliefs of a similar nature, membership of a political
body, membership of a trade union, genetic data, biometric data, sexual orientation or sexual life, financial records or
position, criminal records, and proceedings for any offence committed or alleged. Processing of these categories of
data requires the existence of additional lawful bases, as specified in section 9.

Data protection impact assessments are required where new technologies are used which result in processing which
is of high risk to the rights and freedoms of an individual, such as (i) where there is systematic and extensive
evaluation of personal aspects of individuals based on automated processing which produce legal effects, (ii)
processing of sensitive personal data on a large scale, (iii) systematic monitoring of a publicly accessible area on a
large scale.

Data privacy officers should be appointed by private organisations whose core activities consist of large scale
processing of sensitive personal data, or processing that requires systematic monitoring of data subjects on a large
scale. The Act requires data privacy officers to have expert knowledge of data protection law and practice.

Under the Act, data subjects have rights of:- access to personal data being processed by the data controller;
rectification of data; erasure of data; restricting processing; data portability; preventing processing likely to cause
damage or distress; preventing processing for the purposes of direct marketing. Data subjects also have the right to
be informed by the controller that their personal data are being processed and the right to information about their
personal data which are not obtained from the data subject. Further, pursuant to a ‘subject access request’ (SAR), a
data subject has a right to a copy of any data held by the controller. Finally, a data subject has a right not be
subjected to a decision affecting him based solely on automated means, including profiling.

Multinational companies should be familiar with additional obligations under Part IV of the Data Protection Act
pertaining to international data transfers. Coupled with the requirement of an adequate level of protection for
personal data in the territory to which the data is to be transferred are the requirements of (i) the existence of
appropriate safeguards in that territory, (ii) enforceability of data subjects’ rights, and (iii) effective legal remedies.

Binding corporate rules are just one of the methods of safeguarding data subjects’ rights in transferring personal
data outside Barbados. Other methods include standard data protection clauses, and contractual clauses between
the data controller or processor and the recipient of the personal data.

Penalties for non-compliance with the Act include fines of $500,000 Bds or a term of imprisonment.

An individual who has suffered damage or distress due to a contravention of the Act is entitled to compensation
from the data controller or data processor.

General administration of the Act falls within the remit of the Data Protection Commissioner, who is not functionally
independent from a government ministry. The Act is in its operational infancy. At the time of writing, the
Commissioner's Office has not issued appropriate codes of practice for guidance, nor recommended the
development/adoption of contractual standard clauses, and it may not yet have approved any binding corporate
rules; nor has any Commissioner’s report of activities been tabled in Parliament.

There is provision for the establishment of a Data Protection Tribunal.

It should also be noted that, under the Barbados Identity Management Act, 2021 (BIM Act), a person who is entitled to
remain in Barbados for more than six months must register in order to be issued with a chip- embedded Trident
national identity card, which is intended to facilitate remote identity authentication and remote digital signing. The
Data Protection Commissioner also has the remit to hear grievances on decisions taken under the BIM Act.



BARBADOS

To date, there is no specific regime for the regulation
of Artificial Intelligence (Al) in Barbados, other than
the existing Data Protection Act, 2019-29. The
creation/training on an Al algorithm on volumes of
personal data and the subsequent use of that
algorithm willl be caught by the legislation, since data
protection principles will be engaged, as was recently
noted by the European Data Protection Board (in
relation to the GDPR).

Other legislation, such as the Computer Misuse Act,
2005-4 (which aims to protect computer systems and
information contained therein from unauthorised
access and abuse) may apply. The Cybercrime Act,
2024, when it is brought into force, together with the
Mutual Assistance in Criminal Matters Act, Cap 140A
(and its amendment), will replace the Computer
Misuse Act, 2005-4. The Cybercrime Act is modelled
on the Council of Europe’s Convention on Cybercrime
(EST No 185) (Budapest Convention) and is primarily
aimed at combating cybercrime but also has as one of
its aims ‘the protection of legitimate interests in the
use and development of information technologies’.
The Act covers a range of crimes also committed
through computer systems performing automatic
processing of data, and would cover Al algorithm
systems underpinning any automatic processing. The
Cybercrime Act primarily seeks to address computer
related crimes of fraud, forgery, child pornography,
grooming, online sexual abuse, cyber bullying and
cyber terrorism, interference with critical information
infrastructure systems of the country and malicious
communications. The Act also has a consequential
effect on the Copyright Act, Cap 300.
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Employment law in Barbados is an active area, with
legislation being consistently upgraded to provide
stronger protections for employees. Barbados has
ratified the International Labour Organisation
conventions. Private and public sector employees are
unionised. There is also an Employment Rights
Tribunal which adjudicates employer/employee
disputes.

The main act is the Employment Rights Act, 2012 (as
amended). Employers are required to provide written
employment agreements outlining the full terms and
particulars/conditions of employment, including those
particulars which are required to be addressed under
the Act. Some terms may be implied by operation of
the common law or may have developed by practice,
and some may be statutorily implied where the
contract is silent. Other terms may be incorporated by
reference in the contract of employment to the
employer’s Handbook or to its policies, which should
all be acceptably within the law.

There is also a national minimum wage under the
Minimum Wage Act, 2017, which has been
supplemented by minimum wages for certain
categories of workers. Allowable deductions are those
permitted under the Protection of Wages Act, Cap 351.

Also of note is the Safety and Health at Work Act,
2005, as amended and supplemented by regulations,
which impose statutory duties on employers regarding
their employees’ working environment.

Fair Trading Commission. The Fair Trading Commission (FTC), established by section 3 of the Fair Trading

Commission Act, Cap 326B, is responsible for the administration of the Fair Competition Act, Cap 326C (FCA), section
4). It also administers utility regulations, including standards, as they relate to electricity, telecommunications and
water. In pursuing its functions of promoting competition and enhancing co-operation, the FTC co-operates with
similarly Amandated regional institutions within the Caribbean Community (CARICOM) and with the CARICOM
Competition Commission. It also receives technical assistance on competition issues from the United States Federal
Trade Commission through its membership of the International Competition Network.

Consumer protection legislation. A division within the FTC, which is responsible for safeguarding consumer
protection issues, actively monitors the safeguarding of consumer protection both offline and online on social media
and websites. Online advertising for the sale of goods or services must comply with the regular laws for the sale of
goods and services, including the prohibition against, inter alia, unfair contract terms, misleading or deceptive
conduct, bait advertising and pyramid selling, as embodied in the Consumer Protection Act, Cap 326 D (CPA).

A contract term is unfair if, to the detriment of the consumer, it causes a significant imbalance in the rights of
supplier and consumer (CPA, section 7), and the Schedule to the CPA contains a comprehensive list of objects and
effects that might render a contract term unfair. Apart from unfair trade practices, other matters governed by the CPA
include product liability and consumer safety. Responsibility for the administration and enforcement of the CPA is
given to the FTC, which has power to issue prohibition and warning notices, to obtain information, and to accept and
enforce undertakings. The FTC may also apply to the High Court for an injunction restraining a person from engaging
in conduct that would contravene certain provisions of the CPA.
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The Consumer Guarantees Act, Cap 326E (CGA) sets forth the guarantees available to consumers in the supply of goods
and services by suppliers and manufacturers. It is equally applicable to online transactions. The guarantees under this
legislation cannot be ousted by any provision to the contrary in an agreement or by any written contractual terms
(section 50). Goods supplied to consumers must be of ‘acceptable quality’ (section 6), which means that they must be
(a) fit for all the purposes for which goods of the type in question are commonly supplied, (b) acceptable in
appearance and finish, (c) free from minor defects, (d) safe, and (e) durable (section 7). Further, where goods are sold to
a consumer by description, they must correspond with the description (section 9). Where goods are first supplied to a
consumer in Barbados, there is a guarantee that the manufacturer will take reasonable steps to ensure that facilities
for repair and supply of parts are reasonably available for a reasonable period after supply (section 13). Services
supplied must be carried out with reasonable care and skill (section 29), and the service and any product resulting
from the service must be reasonably fit for purpose (section 30). Compliance with this Act is monitored by the Office of
Public Counsel.

The Fair Competition Act, Cap 326C (FCA) also contains provisions that indirectly enhance consumer protection, such
as those prohibiting anti-competitive agreements and abuse of a dominant position (Part lll), resale price

maintenance (Part IV), and anti-competitive business conduct (Part VI).

Online contracts are enforceable in Barbados provided
the requirements of reasonable notice and evidence of
assent are satisfied.

A clickwrap agreement will generally be enforceable
because the act of clicking, “l accept”, will
simultaneously constitute reasonable notice of its
terms and sufficient evidence of assent. By contrast, a
browsewrap agreement, where the consumer is not
required to take any positive step indicating assent to
its terms, may not be enforceable.

Where a sale is involved, an online contract must also
comply with the provisions of the Consumer
Guarantees Act and Consumer Protection Act,
particular with respect to the unfair contract terms
provisions of the CPA, so that an online standard form
agreement will be void if its terms are deemed ‘unfair’
within the CPA.

Section 16A of the Electronic Transactions Act, Cap
308B requires that, when goods and services are sold
or offered by electronic communication, the seller or
offeror must provide such information as its legal
name, principal mailing address, telephone number,
electronic means of contact, and information to
facilitate service of legal process. Further, consumers
must be provided with accurate and accessible
information describing the goods or services, so as to
enable them to make an informed decision about the
particulars of a transaction, including the terms,
conditions and methods of payment, and conditions
relating to withdrawals, termination, return, exchange,
cancellation and refund policy.

An amendment to section 2 of the Act validates the
electronic signature, which is defined as ‘a digital or
electronic method used to identify an individual and
indicate that individual’s approval.’

The laws and regulatory environment have been
modernizing rapidly since 2020. There are many
pieces of legislation which may affect business but
which have not yet been proclaimed into law, possibly
for other infrastructural reasons. A foreign entity
should seek specific legal advice before investing.

FinTech services, for instance, which seek to offer
financial services similar to services offered by
traditional banks, may have additional licensing (such
as those imposed by the Central Bank, and, for non-
banking, Financial Services Commission or the
Securities Commission) and corporate governance
compliance requirements.

Barbados markets itself as seeking foreign direct
investment in Life Sciences, the Blue Economy,
Climate Resilience Projects, Agro-processing Projects,
Renewable Energy, Information Technology,
International Financial Services, in addition to the
traditional Tourism industry.

Where a merger between two or more enterprises is
proposed, an application must be made to the Fair
Trading Commission under FCA, section 20 and Fair
Competition (Merger) Rules, 2009, rule 2. There is a
market share threshold for clearance by the FTC;
namely, that the merging parties, or the merging
parties combined, must not control more than 40% of
any market for goods or services supplied in Barbados.
The FTC may request such information as is necessary
to satisfy itself that the transaction does not lessen
competition or adversely affect the interests of
consumers. ‘Merger’ is defined in FCA, section 2 as ‘the
cessation of two or more enterprises from being
distinct, whether by amalgamation or by one or more
enterprises acquiring control over another, or ‘the
engagement in a joint venture between enterprises
which results in two or more enterprises ceasing to be
distinct entities.’
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I
LEGAL FOUNDATIONS

The Constitution establishes Belgium as a parliamentary democracy with a
federal structure, divided into three regions (Flanders, Wallonia, and Brussels)
and three communities (French-, Flemish-, and German-speaking).

The powers of the communities and regions on the one hand and the federal
government on the other are well defined. This means that each government
can regulate autonomously within its areas of competence and there is no
hierarchy between federal laws and regional decrees. Broadly speaking, the
regions dispose of economic matters (e.g., economy, employment, foreign
trade, etc.) and the communities dispose of personal matters (e.g., culture,
education, health policy, etc.). Roughly speaking, the powers of the federal
government include everything related to the general interest. In the general
interest of all Belgians, the federal state manages, for example, finance, the
army, justice, social security, foreign affairs as well as important parts of public
health and internal affairs, etc. The federal government is also competent for
everything that does not explicitly fall under the competence of the
communities and regions.

Belgium follows the civil law system and relies on written statutes and other
legal codes in the field of public, private and criminal law:

e Public law covers the relationship between individuals and the Belgian
state and is enforced by administrative bodies and the Council of State (e.g.,
subsidies, product regulations).

« Private law governs the relationship between individuals (e.g., contracts,
warranty, liability etc.) and is codified in various laws. The most important
source of law in this context is the Code of Economic Law. The Code of
Economic Law covers a wide variety of economic matters; from market
practices and consumer protection to intellectual property, advertising, and
enforcement. Other specific fields of law (e.g., insurance law, insolvency,
and corporate law) are governed by their own legislation. The new Belgian
Code of Companies and Associations of 2019 modernizes company law in
order to make Belgium more attractive for both domestic and foreign
businesses.

¢ Criminal law is mainly codified in the Belgian Criminal Code and Belgian
Code of Criminal Procedure. Specific provisions, such as criminal sanctions
in case of copyright and social infringements, are however included in
respective laws.

Belgian judges are not bound by decisions of higher courts, and every judge is
free to decide a case as he or she deems right. All judges are independent and
subject only to the law. Belgian law does not recoghize the common law
concept of precedent. Decisions by higher courts do not, therefore, form a part
of the law to which judges are subject.

However, in practice, decisions of higher courts are regularly followed by lower
courts.
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One of the first legal steps that any entrepreneur should consider is the incorporation of a company. In
Belgium, the limited liability company, either in the form of a private limited liability company (“besloten
vennootschap/société a responsabilité limitée”; hereinafter “BV/SRL”) or a public limited liability company
(“‘naamloze vennootschap/société anonyme”; hereinafter “SA/NV”), are the most common legal forms.

For a start-up, the incorporators often opt to incorporate a BV/SRL, since a BV/SRL does not require minimum
capital, but only a sufficient equity for the first three years, as shown in a financial plan that is filed at
incorporation. The SA/NV, on the other hand, requires aminimum capital of €61,500 which has to be fullypaid

up.

The benefits of forming a limited liability company include the following:

e A limited liability company has a distinct legal personality separate from its owners. It can enter into
contracts with third parties, hire employees, obtain financing, etc.

e A Belgian limited liability company is incorporated through a notarial deed that is then filed with the
competent court. The notarial deed grants authenticity to and confirms the legality of the incorporation of
the company and its articles of association.

¢ A limited liability company enables incorporators to control their exposure to financial risk since partners’
liability is limited to the amount contributed. Whilst an incorporator’'s investment in the start-up may be
lost, an incorporator's home and other assets will in principle be protected although certain forms of
incorporator’s liability exist (e.g., in case of bankruptcy within three years due to insufficient equity foreseen
at the moment of establishment).

e A limited liability company can serve as a vehicle for intellectual property to be pooled and protected. If
intellectual property has been developed with a group of colleagues, a company enables the incorporators
to allocate a share in the ownership of the company and regulate its use and income.

Any choice of business structure should be considered from a tax perspective. It is advisable to consult a legal
and tax advisor for more detailed advice on which company structure is best suited to specific needs.

The cooperation agreement of 1 June 2022 between the Federal State, the Communities and the Regions
implements a screening mechanism for foreign direct investment in Belgium. The Agreement, which is
expected to take effect in 2023, intends to safeguard national security, public order, and the strategic interests
of the Federal Government, the various Communities, and Regions. The cooperation agreement lays down the
procedures and terms regarding the screening of foreign direct investments. A foreign investor is either a (i)
natural person with its main residence outside the EU, (ii) an undertaking established outside the EU or (iii)
every undertaking of which the ultimate beneficial owner has its residence outside of the EU. Foreign
investments are classified into two types:
¢ The first type are investments that directly or indirectly result in the acquisition of at least 25% (which can
be lowered to 10%) of the voting rights in companies or entities that are based in Belgium and whose
business activities relate to the listed vital infrastructure, technologies, and raw materials that are essential
for the interests relating to security and public order, the provision of critical input, access to sensitive
information, the private security sector, freedom of press, and technologies of strategic interest in the
biotechnology sector if they meet certain extra conditions;
¢ The second type are investments that directly or indirectly result in the acquisition of at least 10% of the
voting rights in companies that are based in Belgium and whose business activities relate to the sectors of
defense (including energy, cyber security, etc.) and whose annual turnover in the financial year before the
acquisition of at least 10% of the voting rights was more than EUR 100 million.



The screening process has three phases:

1.Notification: The parties must submit
transaction documents to the Interfederal
Screening Committee (ISC) secretariat for
review. If information is missing, the ISC will
notify the parties. The notification should
include information on the ownership structure,
investment value, products/services, activities,
financing, and closing date.

2.Assessment: The ISC will review the file and
determine if there is a risk to public order,
security, or strategic interests. If no risks are
identified, the parties can proceed with the
closing of the transaction. This phase may take
up to 40 calendar days.

3.Screening: If risks are identified, the ISC will
further analyze the transaction and draft an
advice for each government. A consolidated
decision will be communicated to the parties,
which can either approve the transaction with
conditions or refuse it. The duration of this
phase varies based on the complexity of the
transaction and the number of governments
involved.

Investors who fail to comply with the screening
procedure, such as failing to notify or providing
false information, may face fines of 10-30% of the
transaction value. The ISC may still conduct an
assessment and screening up to two years after
acquiring voting rights, with a possible extension
of three years in case of bad faith.

There are instances where structural modification
or mitigatingmeasures may suffice. These
measures include guidelines for the transfer or
sharing of sensitive information. The ISC may
request access to confidential information related
to the transaction, and it is important to ensure
that this information is protected and not
disclosed to unauthorized third parties. Other
possible mitigating measures include ensuring
that certain operations are located only in Belgium,
and divesting all or part of the Belgian business.
Locating certain operations in Belgium can provide
assurance that sensitive information and
operations are not accessible to unauthorized third
parties outside of Belgium. Another option is to
divest all or part of the Belgian business, which can
reduce the level of control or influence that the
foreign investor has over sensitive operations or
assets in Belgium. These mitigating measures can
help to alleviate the ISC's concerns about national
security or public order, while still allowingthe
investment to move forward.
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What is protectable? Any sign which can be
represented graphically and is able to distinguish
the goods and services from other companies can
be registered as a trademark.

Where to apply? Trademarks can be filed either
with (i) the Benelux Office for Intellectual Property,
(ii) the European Union Intellectual Property Office
(EUIPO) or (iii) the World Intellectual Property
Organization (WIPO) under the Madrid System,
depending on the territories in which trademark
protection is sought. The application of a Benelux
trademark for the three Benelux countries
(Belgium, the Netherlands and Luxembourg) is very
similar to the procedure before the EUIPO. The
Benelux Office for Intellectual Property (“BOIP”)
then reviews the application and registers the
application for the trademark immediately if all
minimum trademark requirements as mentioned
above are met. As of the publication in the BOIP
trademark register, the three months opposition
period begins. Within this time period third parties
can easily and at low costs oppose the trademark.

Duration of protection? IIf ho oppositions are filed,
the trademark registration remains valid for a ten-
years- period counting from the filing date.

Costs? As per 2024, application costs for Benelux
trademarks for two classes amount to €271 with
€81 charged per additional class (exempt from tax).



What is protectable? Inventions in the field of
technology are patentable. This requires that the
invention is novel, not obvious to a skilled
professional and can be applied in industry.

Where to apply? Patent protection will be granted
only per country, meaning that the applicant must
register the patent in each country where protection
is sought. Patent applications can be filed with either
the Belgian Intellectual Property Office, European
Patent Office (EPO) or WIPO. The registration
procedures before these offices slightly differ from
each other, particularly as to costs. The procedure for
granting a Belgian patent is relatively
straightforward, as the patent is granted regardless of
the outcome of the examination of the patentability
conditions. While the EPO conducts a novelty search,
its results do not determine whether or not a Belgian
patent is granted.

Duration of protection? The term of protection is in
any case a maximum of 20 years from application.

Costs? As per 2024, application costs for Belgian
patents at the Belgian Intellectual Property Office
amounts up to €425 and must be maintained by
annual fees. The fees for European and international
applications vary depending on the choice of country
for which it will be granted.
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Employee invention? Patent law does not resolve
the issue of ownership of patent rights to inventions
realized by employees or officials. If there is no clear
written arrangement, the court must rule in case of
dispute. To determine who - employer or employee -
enjoys the right to apply for a patent on the
invention, the court will normally distinguish
between three categories of inventions:

e Service inventions: these are the result of a
research task that is part of the employee's
normal duties (or of a specific task entrusted to
him). The employer acquires the rights to this
invention. The employee does have a moral
paternity right to the invention.

¢ Dependent inventions: there is a demonstrable
link between the company’s activities and the
invention, e.g. because the employee has used
the employer's resources to arrive at his
invention, such as machinery or company know-
how, with or without permission. It is not clear
who then becomes the owner of the invention.
Case law sometimes desighates the employer,
and sometimes the employee. Even if the
employee becomes the owner of the invention,
he will often not be able to fully exploit it, due to
obligations arising from compliance with trade
secrets or from his employment contract. In any
case, a paternity right is granted to the
employee.

e Free inventions: these are inventions on the
employee's own initiative, by his own means and
outside his working hours. Since there is no
connection to the work or the company, the
employee naturally becomes the full owner of
the invention.

What is protectable? Industrial or craft product or parts of it can be protected as design.

Where to apply? National designs may be registered with the Benelux Office for Intellectual Property. To
obtain protection throughout the EU, a Community Design may be registered with the EUIPO. The scope and
terms of protection are quite similar to those of Benelux design law. The Hague system for the international
registration of industrial designs allows designs to be protected in several countries by filing a single
application in a single language with the World Intellectual Property Organization (“WIPO”) or a national office

such as the Benelux Office.

Duration of protection? The term of protection is five years and can be renewed four times for another five
years-period by paying the renewal fee. The maximum term of protection is therefore 25 years.

Costs? As per 2024, application costs for designs amount €150 (exempt from tax). Feesare degressive with
multiple filing. In addition, fees of the legal representative apply.
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INTELLECTUAL PROPERTY, CONT'D

The following IP rights cannot be registered, but are automatically created when certain conditions are met:
Copyright

What is protectable? Original expressions of the intellectual creation in a concrete form of an author are
protectable under the Belgian Code of Economic Law (i.e., literary and artistic works). Copyright protection is
granted immediately with the creation of a work. No registration and no label required.

Duration of protection? Copyright protection ends 70 years after the author has passed away.

Exploitation of copyright protected work? CCopyright owners have the exclusive right to exploitthe work and
the indispensable right to be named as author. The most important property rights are the right to make
reproductions of the work and the right to communicate it to the public. The author may however grant third
parties non-exclusive or exclusiverights to use the work under a license.

Ownership of copyright on software in employment context? The basic principle here is that the employeris
presumed to acquire the property rights to software, unless the employer and the employee have agreed
otherwise. Thus, there is a legal presumption of transferof intellectual propertyrights to the employer.lt is up to
the employee to provide evidence that the presumption does not apply, for example because the work was
not created under the employmentcontract.

Trade Secrets

What is protected? A trade secret refers to know-howand business information that is valuablebecause it is
secret and intended to remain confidential. Appropriate non-disclosure measures must be taken to keep the
information confidential e.g.,, marking information as trade secrets, implementing IT security measures,
particularly access restriction and concluding NDAs. Trade secrets can cover a lot of different types of
information, such as: a customerdatabase, work processes, technical knowledge, a concept, software, etc.

Duration of protection? As long as appropriate measures are in place and information has a commercial value,
trade secret protection applies.

Other specific rights may apply such as those on databases, geographical indications, industrial designs, etc.
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Since 25th May 2018 the General Data Protection Regulation (“GDPR”) applies. The GDPR gives some leeway to
EU Member States to implement a few provisions (implemented through the Belgian Act of 30 July 2018 on
the Protection of natural Persons with Regard to the Processing of Personal Data) such as:

¢ Child consent - Consent from a child in relation to online services will only be valid if authorized by a
parent. Belgium reduced the age from which a child may consent alone to the processing of his/her
personal data in the context of online services from 16 years to 13 years.

e Employees - Belgium has not implemented any specific national rules (through an Act or collective
bargaining agreement) as a result of the entering into force of the GDPR in relation to the processing of
personal data of employees. Such processing is therefore based on legal obligations (such as social security
legislation), the performance of the employment contract or the employer’s legitimate interest. Existing
specific employment rules may also apply to the processing, for example, in relation to camera surveillance,
the introduction of new technologies or the monitoring of electronic communications.

Other relevant data protection legislation includes the Telecommunications Act of 13 June 2005, the Code of
Economic Law and the Royal Decree of 4 April 2003 on the sending of advertising by e-mail. The latter may be
briefly summarized as follows:

e Cookies - cookies are only possible to use if: (i) clear and specific information has been provided to the
individual regarding the purposes of the data processing and their rights, all in accordance with the
general requirements of the GDPR; and (ii) the individual provides consent after receiving this information.
These restrictions do not apply if consent has already been given by existing customers nor to cookies that
are strictly necessary for a service requested by an individual. Lastly, users must be allowed to withdraw
their consent free of charge.

« Direct marketing by mail - The Code of Economic Law prohibits the use of e-mails for advertising purposes
without prior, free, specific, and informed consent of the addressees. Such consent can be revoked at any
time, without any justification or any cost for the addressee. It is permitted to send e-mail for the purposes
of direct marketing if the similar products and services exemption applies. The Code of Economic Law also
prohibits direct marketing e-mails from being sent if: (i) the identity of the sender is disguised or concealed;
or (ii) an opt-out address is not provided. The sender must also include the eCommerce information.

No specific legislation has yet been adopted as regards Al in Belgium (except for certain limited rules on the
use of algorithms by governmental authorities). The proposed Al Act of the European Union aims to regulate
Al systems, prioritizing safety and adherence to fundamental rights. It adopts a risk-based approach,
classifying systems into four categories depending on the level of risk, subjugating the providers, distributors
and users of these systems to specific requirements. A conformity assessment procedure would also be
introduced. GDPR-like penalty systems will be imposed by the supervisory authorities in each country. While a
political compromise text has been reached by the Council of the EU's Committee of Permanent
Representatives, the EU Parliament holds the final vote on 10 or 11 April 2024 before the Al Act is adopted.
Once adopted, the Al Act would enter into force 20 days after publication in the official journal. There are
several application dates, including those for prohibited Al systems, high-risk Al systems, among others.

Navigating the realm of artificial intelligence involves more than just the Al Act. Consider the impact of various
laws like GDPR, amendments to the Product Liability Directive, and intellectual property regulations. While the
Al Act plays a role, it is just one piece of the larger legislative landscape. Companies aiming to enhance their Al
usage should broaden their focus beyond the Al Act, as it may not have a direct impact on your business.
Belgian law that could potentially apply to Al can take many forms. In general, and in the absence of a specific
definition of Al, when applying existing laws and qualifying Al products or services, Al will be considered as a
software or more generally a digital service.
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The use of personal data to train Al systems: Rules governing the use of personal data for Al system training
are not explicitly outlined in Belgium. However, existing legal frameworks, such as the GDPR and sector-
specific laws enshrining the constitutional principle of non-discrimination, could potentially be applicable.

Copyright protection of Al systems: Copyright law is dealing with two main questions with regard to Al:
¢ How can works created by Al be protected?
¢ Who can be held liable if copyright relating to a certain work is violated by an Al system?

Under Belgian law, copyright protection is enjoyed by the physical author who effectively creates the work.
Such work must be in a concrete form (e.g., ideas cannot be protected, but texts or websites can) and it must
constitute an original creation (which is understood as a human creation that is sufficiently original, in which
the author included his personality and intellectual work).

Hence, the (human) author of a work created with the use of Al will enjoy copyright protection if a direct
connection is established between his input (the efforts to create a concrete and original work) and the output
(the work itself). The Al system itself, created by a human, will also enjoy copyright protection.

In principle, the copyrights on works created by employees in fulfilment of their employee obligations are held
by the employee himself and not by the employer. Consequently, the employer cannot use or transfer these
creations without the consent of the employee. To avoid this, the employer can include the transfer of
copyrights in the respective employment agreement of the employee. This must be done expressly and in
writing. Such a transfer can also be included in the work rules of the company, whereby it must be proven for
the transfer to be valid that the employee gained effective knowledge of the transfer under the work rules. All
these agreements must be drafted in clear terms, as, in case of doubt, they will be interpreted to the benefit of
the employee. Moral rights, however, cannot be transferred.

However, the regime applying to copyrights on computer programs (software) and certain databases is
different. For these types of work, unless agreed otherwise, the employer and not the employee will be
presumed automatically to hold the copyrights (at least the patrimonial rights in relation thereto). This
exception is thus important with respect to companies that develop Al and other related systems.

By contrast, a work that is created by a self-learning Al system may not be protected by copyrights in favour of
the creator. After all: (i) it will not be created by a human author; and (ii) it will not show an element of
creativity in the form of an inclusion of the author’s personality in the work.

Trade secrets: Pursuant to Directive 2016/943 of 8 June 2016 on the protection of undisclosed know-how and
business information (trade secrets) against their unlawful acquisition, use and disclosure, a trade secret: (i) is
a secret that is not generally known among or readily accessible to persons within the circles that normally
deal with the kind of information in question; (ii) has commercial value because it is secret; and (iii) has been
subject to reasonable steps under the circumstances, by the person lawfully in control of the information, to
keep it secret (e.g. contractual confidentiality obligations, security measures).

If an Al system or similar technologies are kept secret and are not generally known by other persons dealing
with Al technology, the provisions of this Directive and the transposed provisions of Belgian law may apply.
More specifically, the company that holds the Al technology may act against unlawful acts such as
unauthorised access to the documents or electronic files concerning the Al system, the copy thereof, or the
breach of a confidentiality agreement. The owner of the technology can also act against third-party recipients
of the trade secrets, provided that such third party, at the moment of receipt, uses or discloses a trade secret
which was unlawfully obtained and where the third party had knowledge of or should have had knowledge of
the unlawful character of the trade secret.

The legitimate owner of the trade secret may, amongst others, obtain a cease-and-desist order against the
unlawful user of the trade secret and/or claim damages for all losses caused by the unlawful obtaining, use or
disclosure of the trade secrets.
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Management needs a basic understanding of the opportunities and risks associated with these technologies.
When implementing Al, the board must conduct impact assessments, assess privacy risks, and ensure accurate
data interpretation through sufficient testing.

With the upcoming Al Act, boards of companies using Al systems must ensure compliance. Directors should
anticipate changes and challenges, such as data quality obligations and transparency requirements. Given
GDPR-like sanctions are stipulated in the Al Act, directors must act with due diligence.

Al can assist the board in processing and reviewing complex data. However, the board remains ultimately
responsible for company management, including Al use. Directors could be held liable for Al mistakes due to a
lack of oversight. Delegating decision-making powers to Al, especially in fully automated or autonomous
systems, may complicate the board's monitoring function as the reasoning behind Al decisions may not
always be clear.

The rise of Al systems hinges on the availability of vast datasets. Consequently, data protection regulations like
the GDPR will gain even more significance, attempting to govern the use of the extensive data essential for
these technologies.

This shift introduces new risks for individuals and entities. Al systems, capable of complex data analysis, may
lead to decisions that are challenging for individuals to comprehend or challenge due to unclear reasoning.
Privacy loss, mass surveillance facilitation, and potential discrimination are concerns. Article 22 of the GDPR
grants individuals the right to contest decisions made solely through automated processing.

Despite Al's opaque reasoning, transparency is crucial under GDPR principles. Explainable Al, providing insight
into decision-making processes, is suggested to address the "Black Box" problem. However, the proposed Al
Act may lack transparency obligations for high-risk Al systems.

Ethical considerations surrounding Al, especially when handling sensitive personal data, require oversight in
compliance with the law and evolving ethical guidelines. Boards of directors must supervise Al's use of
personal data, necessitating data protection impact assessments.

Biases: Biases in Al systems have the potential to amplify and institutionalize existing human biases and
inequalities. This can occur through the formalization of rules based on inadequate or outdated data,
especially in hiring processes, leading to unfair employment decisions. Al programs may also contribute to
harassment by making inappropriate comments about a worker's appearance, sex, or race, potentially
resulting in legal consequences.

Autonomy and surveillance: The reliance on Al-informed decision-making in the workplace, particularly in
hiring, can diminish workers' autonomy and representation, possibly standardizing worker profiles.
Additionally, the legitimate control and monitoring of workers by employers using Al must respect the
fundamental rights and well-being of workers, with the risk of discrimination when employing Al systems for
surveillance.

Liability in Al-related dismissals: Liability in Al-related dismissals may be deemed manifestly unreasonable
under Belgian Collective Labor Agreement (CLA) no.109. The use of Al in the workplace, considered a new
technology with significant collective consequences, falls under Belgian CLA no.39. Employers with at least 50
workers must provide information and consult with workers’ representatives on the social consequences
before introducing Al. Failure to do so restricts unilateral termination if Al is employed for assessing worker
performance.
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Legislation that applies to defective Al systems: Belgium currently lacks specific legislation addressing
defective Al systems. However, existing regulations governing defective products or services may be applicable
to Al systems. Notably:

« Privacy and Data Protection: given that Al systems often process personal data, defects in these systems
may lead to privacy breaches or violations of data protection laws. In Belgium, the EU General Data
Protection Regulation (GDPR) applies and imposes obligations on organizations handling personal data. In
cases where a defective Al system results in unauthorized access, data breaches, or other privacy violations,
affected individuals may seek compensation or other remedies under the GDPR.

¢ Product Liability (Law of 25 February 1991): defective Al systems could potentially fall under the
jurisdiction of product liability laws in Belgium. Essentially, manufacturers may be held responsible for
damages resulting from defects in their products. If an Al system qualifies as a product and is deemed
defective, especially when integrated into a tangible item, the manufacturer may be held liable for any
harm or damage inflicted on individuals or property.

« Consumer Protection and Legal Warranty: the handling of defective Al systems may also be approached
from a consumer protection perspective in Belgian law. Specifically, the incorporation of EU Directive
2019/770 and EU Directive 2019/771 within Article 1649bis to 1649octies and Book lll, Title Vlbis of the old
Belgian Civil Code is noteworthy. These provisions assess the conformity of digital content or services,
including Al systems, against both objective criteria (meeting general expectations) and subjective criteria
(compliance with consumer agreements). In instances where an Al system is deemed non-conforming,
consumers have the right to pursue remedies such as bringing the Al system into conformity, obtaining a
price reduction, or terminating the contract.

Civil and criminal liability in case of damages caused by Al systems: In Belgium, the legal landscape
concerning civil and criminal liability for damages caused by Al systems lacks specific rules, relying instead on
general provisions of the law.

« Manufacturer’s Liability: The Law of 25 February 1991, aligning with EU Directive 85/374/CEE, governs
product liability in Belgium. Under this framework, manufacturers of Al systems may be held accountable
for harm or damage caused by defects in their products, covering both tangible goods and software.

« Seller’s Liability and Warranty Regime: Belgian law, articulated in Article 1582 et seq. of the former Civil
Code, imposes an obligation on sellers to provide goods in conformity with the agreement. Sellers can be
held liable for hidden defects and non-conformities, with additional responsibilities in B2C sales where
consumer protection rules may restrict the seller's ability to limit liability (Article 1649bis of the former Civil
Code).

¢ User’s Liability in Contract: General contract law rules, such as Article 5.230 of the New Civil Code, hold the
person using an item to fulfill contractual duties liable for breaches caused by defects in the item used.
This principle gains relevance in scenarios where contractual services involve the use of a (defective) Al
system, such as automated asset management services. Parties may deviate from this principle through
contractual agreements.

e User’s Liability in Tort: Under Article 1384 of the old Civil Code, users of defective items may bear liability
for damages caused by the item’s defect, even without direct wrongdoing. While traditionally applied to
tangible goods, this concept could extend to damages caused by a tangible good incorporating an Al
system (e.g., a robot). Users may also be held liable if they wrongfully employ a (non-defective) Al system to
cause harm (Article 1382 of the former Civil Code).

Concerning criminal liability, there are no specific provisions addressing damages caused by Al systems,
making it challenging to establish accountability. The application of existing criminal legislation in cases
involving Al-induced damages awaits clarification from the Belgian legislator and the courts.
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General - The rights and obligations of employer and employee set forth by mandatory law, collective
bargaining agreements or work agreements must be set forth in a signed employment agreement. Neglecting
to include these provisions must be avoided at all costs since the Belgian legislator has imposed high fines and
sanctions on their infringement. A company may also conclude an independent contractor agreement - a
freelance contract or contract for work and services - instead of an employment agreement. What
fundamentally distinguishes the self-employed worker from an employee is the existence or absence of a
relationship of authority in the performance of his/her professional activity. For these contracts, the protective
provisions of labor law do not apply.

Mandatory rules of Belgian labor law - Posting of workers or secondment

Posting occurs when a company based abroad temporarily employs its employees in another country (here
Belgium). Several formalities are important when employing personnel in Belgium. It is necessary to verify that
the employee has access to the Belgian labor market, which may require a labor card. Checking the conditions
of entry to the territory and residence is also essential, although this is usually not a problem for Dutch and
other EU citizens. In addition to applying for an Al form, a LIMOSA notification must be submitted for
personnel employed in Belgium so that the Belgian authorities are aware of the employment. Furthermore, a
liaison must be appointed as a contact point for questions from the Belgian labor inspectorate regarding
posting. Additional formalities may apply in specific sectors such as construction or meat processing. When
posting within the EU, the principle is that a level playing field applies to prevent unfair competition. The
foreign employer posting workers to Belgium must therefore comply with mandatory Belgian employment
conditions, including regulations on working time, wages, public holidays, vacation, welfare, protection of
pregnant women, non-discrimination, temporary employment, posting of workers, and conditions from
generally binding collective bargaining agreements. Belgian rules should be applied unless conditions in the
Netherlands are more favorable to the posted worker.

Prohibited practices - Hiring out of workers

Hiring out of workers refers to the situation in which an employee is "lent" by his employer to a user, who
employs the employee and exercises over him (part of) the employer's authority that normally belongs to the
actual employer. By employer authority, we broadly understand the exercise of management and supervision
and the giving of instructions. Because such hiring out of workers can lead to abuses, it is prohibited in
Belgium to make personnel available. This means that it is not allowed to give instructions, manage, or
supervise employees of another employer. In practice, the boundaries between employers are sometimes
blurred, for example when (sub)hiring in sectors such as construction, IT projects, or maintenance services.
Exceptions to the prohibition are possible if the instructions relate to welfare at work, or are subject to strict
conditions such as a written agreement with detailed instructions, compliance with the agreement in practice,
and retention of employer authority. It is crucial to make clear agreements with the client and comply with
them. Derogations are also possible in the case of temporary workers through authorized Belgian temporary
employment agencies, or with prior notification to the inspection or permission from the inspection after
agreement between social partners. Breaches of the prohibition may result in indefinite employment contracts
between the user and posted workers, joint and several liability for social security contributions and financial
penalties for the employer.

Prohibited practices - Sham self-employment

Those who adopt the social status of the self-employed, while they carry out their professional activity under
the authority of an employer, can be re-qualified as employees with substantial consequences. The Social
Security Authorities will demand payment of employer contributions and employee contributions. These
contributions can be increased by negligence interest and a one-time contribution surcharge of 10%. It goes
without saying that the client/employer cannot recover these employee contributions from the requalified
employee.

The employee could also claim payment of salary elements - such as end-of-year premiums, holiday pay, salary
increases/indexation in arrears - with retroactive effect since the start of the period of services within the
Company. The deemed employer would also have to pay the double holiday pay and end-of-year premiums,
for which the statute of limitations period is five (5) years. Other aspects of Belgian employment law will also
apply (e.g., legislation concerning the termination of an employment contract). The statute of limitations for
the Social Security Authorities to make a claim (e.g., holding pay) is three years - in the case of fraud even up to
7 years - while the employee has five years to make their claims.



No work for hire regime - it is important to be aware
that there is no general "work for hire" doctrine in
Belgian copyright law. This means that if you
commission someone to create a work for your
startup, such as a logo or website design, the
individual author(s) will automatically hold the
copyright to that work. However, it is possible to
transfer the copyright to your startup if certain
conditions are met. Specifically, if your startup is
active in the non-cultural sector or in advertising, the
commissioned work is intended for such activity, and
the transfer of rights is explicitly agreed upon, then
the copyright to the commissioned work can be
transferred to your startup. It is important to have a
clear and explicit agreement in place to ensure that
your startup has the necessary rights to use and
commercialize the commissioned work.

Intellectual property: employer or employee? -
While the law around intellectual property rights in
software, databases, and topographies on
semiconductors (chips) is based on copyright, the
issue of creations in an employment context is
regulated completely differently. The basic principle
here is that the employer is presumed to acquire the
property rights to software, databases, and
topographies unless the employer and the employee
have agreed otherwise. Thus, there is a legal
presumption of transfer of intellectual property
rights to the employer. It is up to the employee to
provide evidence that the presumption does not
apply, for example, because the work was not
created under the employment contract.

Registration with social security - Every employer
must register employees with a social insurance
carrier, have work accident insurances in place, and
pay a certain monthly amount based on the
employee’s remuneration into the severance pay
system.

Termination of protected workers - The employer
(or the employee) can immediately terminate the
employment relationship without notice or
compensation when there is an urgent reason.
Urgent reason means the serious fault that makes
any further professional cooperation between the
two parties immediately and definitively impossible.
The party invoking the urgent reason must prove its
existence. Certain employees are protected from
being fired except for urgent or economic reasons.
These employees include pregnant women,
employees on career breaks or time credits,
employees who have filed a complaint of violence or
harassment, and union delegates or employees
exercising a politicalmandate.
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Specifically, the pregnant worker may not be
dismissed from the moment the employer was
informed of the pregnancy until one month after
the end of post-natal maternity rest, except for
reasons foreign to the physical condition resulting
from pregnancy or childbirth. Similarly, employees
on certain types of leave, including adoption leave
and leave on the occasion of the birth of a child,
may hot be dismissed except for reasons foreign to
the leave.

In addition, employees who have filed a complaint
or legal action regarding equal treatment, violence,
harassment, discrimination, or other protected
categories may only be dismissed for reasons that
are foreign to the complaint or claim.

If an employer fails to comply with these
protections and dismisses an employee without
proper cause, the termination is unlawful, and the
employer will owe a termination fee in addition to
a lump sum protection fee. These fees are not
cumulative with compensation for manifestly
unfair dismissal. It is important to understand and
comply with these protections to avoid legal and
financial consequences.

Language requirements - Language requirements
in Belgium are a complex matter. As a basic
principle, it must be kept in mind that Belgium is
divided into four language areas: the Dutch-,
French-, German-speaking areas, and bilingual area
of Brussels-Capital region. To determine the
applicable language regime, the area in which the
company's operating headquarters is located is
decisive. In Brussels, the language of the employee
is defining. The operating headquarters was
defined by the Constitutional Court as any
establishment or center of activity with some
constancy and to which the employee is attached.
In principle, it is at the operating headquarters that
social contacts between the parties take place; in
other words, it is usually the place where orders
and instructions are given to the employee, where
communications are made to him, and the place
where the employee addresses his employer. If
certain employment agreements or documents are
not drafted in the required language, the employer
may not be able to use them in relation with his
employees. The employees can only apply these to
their benefit. Nonetheless, an informal English
translation of the contract can always be drafted.
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The core provisions in relation to consumer protection are laid down in the Code of Economic Law and the
Civil Code. Some important themes may be briefly summarized as follows:

Guarantee Rules - The supplier is obliged to provide the consumer with products (including digital content
and services) in conformity with the contract, meeting certain conformity requirements. These are both
subjective conformity requirements (as set out in the contract) and objective conformity requirements.

The guarantee period is in principle two years from the time of delivery of the goods. This period applies to
digital content and services acquired through a single supply transaction (or series of individual supply
transactions), such as e-books, online film purchases, or music downloads. However, the guarantee may be
extended in certain cases, in particular where the contract provides for the continuous supply of digital
content and services over a period of time (e.g. subscription to streaming or cloud services for a period of
several months or years, membership of a social media platform for an indefinite period of time).

Distance selling contracts - The Code of Economic Law foresees various information obligations of the trader
and a right of withdrawal from any contract within 14 days without giving any reason. Consumers’ right of
withdrawal is automatically extended, save for a number of exceptions, for up to one year in case they are not
sufficiently informed.

Before a consumer is bound by a contract, the company must deliver clear and understandable information
about the main characteristics of the product (good or service) that the consumers wishes to purchase, the
total price, the payment methods, consumer rights, etc. and the terms of service. The terms of service are
enforceable if consumers have had the possibility to read, print and store them upfront and (explicitly or
tacitly) agreed to the terms (preferably by ticking a box).

There is no language requirement for general terms and conditions. However, you are required to provide your
general terms and conditions in an understandable language, otherwise they are not legally valid.

Both consumers and businesses are protected against unfair contractual terms that are manifestly to their
disadvantage and impair minimum contractual rights. The Code of Economic Law has a blacklist for
contractual terms with consumers that are null and void in any case. For example, clauses by which the
company grants itself the right to unilaterally increase the price in contracts of fixed or indefinite duration,
without objective criteria and clauses by which the company grants itself the right to unilaterally determine or
change the delivery period.

Contractual terms with another business are subject to a similar blacklist in addition to a grey list presumed to
be unlawful unless proven otherwise and a general standard of unfairness. Examples of the blacklist include
giving the company the unilateral right to interpret certain terms of the contract (e.g., termination rights) or, in
the event of a dispute,to cause the other party to waive any remedy against the company on beforehand.

In any case, the contract remains binding on the parties if it can survive without the unlawful terms.
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Regulatory and procedural requirements of digital versus brick-and-mortar businesses - No particularities
apply to digital companies compared to 'normal' companies, and digital businesses can therefore be
established in the same way. In principle, there is no authorization or permit required to provide digital
content and services, unless the company is operating in a regulated sector (e.g., financial services or
gambling).

Government approach - Belgium is a highly digitalized and modern country with many innovative businesses.
It ranks high in the list of most innovative economies in the world and has one of the best digital
infrastructures in Europe. The federal and regional governments support further growth of the technology
sector with national and regional support strategies and plans on technologies such as artificial intelligence,
Internet of Things, robotics and cybersecurity. There is a wide array of tax incentives and subsidies available for
research and development and investment in innovation. Universities and other educational institutions also
obtain important funding to provide support to digital businesses, train the next generation of technology
specialists and conduct important research on technological developments. Digital business is, therefore, seen
as a positive factor that strongly contributes to the economy and therefore its growth must be stimulated.

Domain name registration procedure - At international level, the non-profit organization Internet Corporation
for Assigned Names and Numbers (ICANN) is responsible for the management of domain names. A domain
name must be requested from an authorized agent. At European level, several regulations govern the legal
framework surrounding domain names with the .eu extension. EURid, a Belgian non-profit association with its
head office in Brussels, takes care of the management. These domain names can only be requested by
European Union (EU) citizens or persons or companies who have their residence or establishment within the
EU. At national level, the Belgian Association for Internet Domain Name Registration (DNS Belgium) is only
responsible for the management of domain names - not for requesting the domain name; that must be done
through an authorized agent or ‘registrar who has entered into an agreement with DNS Belgium. The
nationality of the party requesting the domain name is irrelevant, nor are there any other special restrictions.
Foreign agents can request the registration of a domain name from DNS Belgium. Likewise, Belgian agents can
addressrequests from Belgian and foreign customers to the relevantmanager in anothercountry.

It is interesting to note that the Belgian Data Protection Authority and DNS Belgium have concluded an
agreement, dated 1 December 2020, pursuant to which certain restrictions can be placed on websites with a
Belgian domain name that do not comply with the General Data Protection Regulation (GDPR), even possibly
leading to a cancellation of the domain name. This procedure makes it possible to redirect .be domain names
to a warning page of the government body that has the legal authority to act against serious breaches of
certain rules of law. For instance, if the processing of personal data, via a website linked to the domain name,
constitutes a violation of the GDPR, the Data Protection Authority can issue an order to freeze or stop that
processing. Also, subsequently DNS Belgium can revoke the website linked to the .be domain name.

Funding instruments - Belgian corporate law provides a wide array of instruments to finance a company.
Convertible notes are for instance a type of debt instrument that converts into equity at a later date, usually at
the time of a future financing round. This allows start-ups to raise capital without immediately diluting equity,
and provides investors with the opportunity to convert their investment into ownership of the company at a
later date. Convertible notes have become a popular way for start-ups to raise seed funding and bridge
financing.

Warrants and bonds are another important aspect of start-up financing. A warrant is a promise made by the
company to the investor that certain facts are true, and if they are not true, the company will take steps to
rectify the situation. Bonds, on the other hand, are legally binding commitments that the company makes to
the investor. Both warrants and bonds can be included in the terms of the investment agreement, and are
typically used to provide investors with greater protection and security for their investment.

Start-ups should carefully consider the terms and conditions of each instrument, and work with experienced
legal counsel to ensure that they are properly structured and executed.
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I
LEGAL FOUNDATION

As an introduction it should be noted that Bosnia and Herzegovina (BH) is
complex and decentralized state, and it consists of two entities and one self-
governing administrative unit:
e Federation of Bosnia and Herzegovina (FBH);
¢ Republika Srpska (RS), and
e Brcko District of Bosnia and Herzegovina (BD) (FBH, RS and BD together
referred as Entities).

The Entities constitute separate jurisdictions which in some matters hold
exclusive competence to legislate while some matters are regulated at state
level. A minor part of the competencies is delegated to local governance units
such as cantons, municipalities and cities. For the purpose of this guide, we
have given unified answers where appropriate, whereas we have separately
emphasized any relevant differences in the legislation.

BH legal system relies on sets of codified legal norms in the field of public,
private and criminal law with the BH Constitution at the top.

BH public law covers the relationship between individuals and public
authorities.

BH private law governs the relationship between individuals and is codified in
various laws. The main legislation in this field is the FBH Law of Contracts and
Torts, RS Law on Contracts and Torts and BD Law on Contracts and Torts, with
various laws for each specific field (e.g., family, employment, real estate,
company law, intellectual property).

BH criminal law is codified on state and Entities level. Material provisions are
regulated by (i) BH Criminal Law, (ii) FBH Criminal Law, (iii) RS Criminal Law
and (iv) BD Criminal Law. Criminal procedure is regulated by (i) BH Criminal
Procedure Law, (ii) FBH Criminal Procedure Law, (iii) RS Criminal Procedure
Law and (iv) BD Criminal procedure.

Applicable criminal laws are in the main part aligned. In addition to the
abovementioned, execution of sanctions, treatment of minors in the criminal
procedure, witness protection etc. are regulated by specific legislation.
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Business activities can be performed in several
corporate structures prescribed by applicable
legislation in BH.

The most common corporate structure for startup
companies is the Limited liability company (“LLC”).
The laws regulating the LLC are FBH Companies
Law, RS Companies Law and BD Companies Law.

The main characteristics of LLC:

e it can be established by one or more domestic or
foreign individuals - natural persons or legal
entities;

¢ the minimum share capital is BAM 1,000.00
(approx. EUR 500) in FBH and BAM 1.00 (approx.
EUR 0.50) in RS and BD (the share capital must
be paid before the incorporation of the company
before the court);

e LLC is fully liable with its all asset for its
obligations, and this liability does not transfer to
the shareholders except in the cases of piercing
the corporate veil;

e the sharesin LLC are transferable;

e governing bodies of the LLC include
shareholders assembly, management board and
supervisory board (required if company has
more than 10 shareholder or if the share capital
amounts to BAM 1 million (approx. EUR
500,000).

The incorporation procedure is very straightforward,
and it usually takes up to 10-15 business days. The
cost of the incorporation may vary depending on
the seat of the company.

Entrepreneurs are natural persons registered with
the competent registries in Entities for performance
of business activities that are fully and personally
liable for all obligations incurred in connection with
the performance of their business activities, with all
of their property (personal and accrued through
performance of business activities).

For small businesses this form is very common due
to the straightforward incorporation procedure and
lower costs involved. Usually, after reaching a
certain level of expansion, entrepreneurs change
the corporate structure to limited liability company.

BH offers different incentives for startups under
certain conditions. Incentives for the agriculture
and IT sectors are the most common.
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The BH Law on Foreign Investment Policy governs
foreign investment. Under this law, foreign investors
are granted the right to invest under the same
conditions and in the same manner as domestic
investors. However, there are exceptions in certain
sectors where the involvement of foreign capital is
restricted, and it may not exceed 49% of the
company's share capital (in industries such as sale
of arms, ammunition and explosives).

Foreign investors have the right to transfer abroad,
freely and without delay, in freely convertible
currency, proceeds resulting from their investments
in BH, including but not limited to:

e gain from investments received in the form of
profit, dividends, interest and other forms;

o funds earned after the partial or full liquidation
of the investments in BH or from the sale of
equity or proprietary rights;

¢ compensation received in case of expropriation
or measures with similar consequences.

Aforementioned transactions are carried out
through commercial banks upon fulfilment of all
tax and other statutory liabilities with respect to
public revenues in BH.

Foreign investors are protected against
nationalization, expropriation, requisition, or
measures having similar effect.
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BH law recognizes various intellectual property
rights including (i) trademarks, (ii) patent and (iii)
industrial design as most relevant for start-ups.

What is protectable? Any sign suitable for
distinguishing the goods and/or services of one
participant in the economic circulation from the
same or similar good and/or services of another
participant in the economic circulation.

Where to apply? Trademarks can be filed with the
BH Intellectual Property Institute (BH IPI).
Trademarks granted under the provisions of the BH
legislation are only effective in the territory of BH,
however the same trademark may be
simultaneously protected in several countries in
case the goods and/or services will be marketed in
other countries, provided that it is internationally
registered, for which filing with the World
Intellectual Property Organization (WIPO) through
the BH IPI will be needed.

Duration of protection? Trademark protection lasts
10 years from the date of filing the application. It
can be renewed an unlimited number of times for
10-year periods, with payment of the corresponding
fees.

Costs? The trademark application fee is BAM 50
(approx. EUR 25) for up to three classes.
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What is protectable? Appearance of a product,
meaning the two-dimensional or three-dimensional
appearance of the whole or a part of a product
resulting from its features, in particular the lines,
contours, colors, shape, texture, and/or materials of
the product itself.

Where to apply? Industrial design application is
filed with the BH IPI.

Duration of protection? The validity period for
industrial design is 5 years from the date of filing
the application and it can be renewed 4 more
times.

Costs? The industrial design application fee is BAM
30 (approx. EUR 15).

What is protectable? Any invention in any field of
technology in case it meets the following
requirements: (i) novelty, (ii) inventiveness and (iii)
industrial applicability.

Where to apply? Patent application is filed with the
BH IPI.

Duration of protection? Patent protection lasts 20
years from the date of filing the application, while
for consensual patent the term of protection is 10
years.

Costs? The patent application fee is BAM 60
(approx. EUR 30).
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The main law governing data protection in BH is BH Law on Personal Data Protection (DPL).
Personal data is defined as any information related to the natural person that is identified or identifiable.

In accordance with the DPL the following principles apply:

+ personal data should be processed for specified, explicit and legitimate purposes;

e processing should be carried out lawfully and fairly;

« processing should be limited to data which is necessary for realization of the processing’s purpose/-s;

e processed data should be accurate and, where necessary, kept up to date, and incorrect and incomplete
data must be deleted or corrected;

e processed data should not be retained longer than necessary for the purpose/-s for which they are
processed and

¢ personal data obtained for various purposes may not be combined or merged.

The above-mentioned requirement of carrying out the data processing lawfully means that, among other, it
should be based upon adequate legal ground. Such legal ground is either a data subject's consent (relating to
specified, explicit and legitimate purpose/-s) or one of the remaining grounds explicitly prescribed by the DPL,
including: (i) necessity for compliance with a legal obligation to which the data controller is subject, (ii)
necessity of a particular processing for the performance of a contract to which a data subject is party or in
order to take steps at the request of the data subject prior to entering into a contract, (iii) necessity for
realization of the legitimate interests pursued by the controller or by a third party, except where such interests
are overridden by the interests or fundamental rights and freedoms of the data subject which require
protection of personal data, etc.

In addition to the above, the special categories of personal data under the DPL include data revealing racial,
national or ethnic origin, political opinion or political party's affiliation, religious or philosophical or other
beliefs, trade union membership, genetic code, biometric data, health condition related data, data concerning
a natural person's sex life and personal data related to criminal convictions. The processing of special
categories of personal data is generally prohibited, however, processing is allowed in certain exceptional cases
prescribed by the DPL, such as if a data subject has given explicit consent to the processing of such data, or if
their processing is necessary for the purposes of carrying out the obligations/exercising specific rights of the
data controller in the field of employment, etc.

The state authority competent for data protection matters in BH is the BH Data Protection Agency (“Agency”).
The Agency is seated in Sarajevo and its official website is www.azlp.ba.

The DPL is not GDPR compliant law, however, the new data protection law aligned with the GDPR is expected
to be adopted.

Regulatory framework for artificial intelligence is yet to be discussed and adopted in BH. The local authorities
such as BH Data Protection Agency and the Institute for Intellectual Property are yet to recognize the
importance of the topic and associated risk and issue any form of guidelines. However, in accordance with the
Stabilization and Association Agreement between European Union and BH, BH has taken the obligation to
harmonize all its legislation with EU Acquis Communautaire, therefore it is expected that BH will follow the EU
regulatory approach, once adopted.
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Employer and employee must conclude an employment agreement in written form which defines their rights
and obligations. Employees are entitled to the following rights stipulated by the applicable legislation: (i) right
on minimal salary, (ii) working conditions which ensure health and safety at work, (iii) personal dignity, (iv)
annual leave, (v) sick leave, (vi) rest period during working day, etc.

Employment can be established as indefinite term employment or fixed term employment. In regard to the
fixed term employment, it may be established on one or more consecutive employment agreements with a
maximum duration up to 3 years in FBH and 2 years in RS and BD. In case the term is not stated in the
employment agreement (even though this is one of the mandatory elements of every employment agreement),
the agreement is considered as an indefinite term agreement. If the employee continues working for the
employer after the expiry of a fixed term employment agreement, the employment is considered extended for
an indefinite term.

The employer is obliged to register an employee before the competent tax authority of FBH/RS/BD and to
calculate and pay monthly social contributions.

Employer may terminate the employment relationship unilaterally only due to the limited numbers of reasons:

e due to the technical, economical or organizational reasons of the employer, whereas it cannot be
reasonably expected from the employer to employ the employee on another work post or to educate,
qualify or train the employee for another work post;

¢ due to the personal abilities of the employee (e.g., the employee cannot continue work due to an illness);

e due to a breach of duties by the employee.

Regardless of the specific reason for employment termination, the employer is obliged to render a decision in
writing containing a detailed explanation of the reason as well as information on the employee’s post-
termination rights and obligations such as notice period duration, severance payment (if any), non-compete
obligations (if any) and similar issues.

Consumer protection in BH is regulated by BH Law on Consumer Protection and RS Law on Consumer
Protection (Consumer Protection Laws).

Consumer Protection Laws provide the following set of right of the consumers: (i) right of access to main goods
and services/right to satisfaction of basic needs, (ii) right to consumer education, (iii) right to safety and
protection of life and health, (iv) right to be informed, (v) right to choose, (vi) right to be heard and be
represented, (vii) right to damage compensation, (viii) right healthy environment.

In addition to the abovementioned set of rights, applicable legislation also prohibits unfair commercial
practices, that is deceptive commercial practices containing inaccurate information that deceive or may
deceive the average consumer. Furthermore, advertising cannot contain any statement or Vvisible
representation that would directly or indirectly, by omission, vagueness or exaggeration, mislead consumers,
especially in relation to properties of products or services, value of the product or service and the total price,
delivery, replacement, return or maintenance, warranty conditions etc.

Consumer Protection Laws among other, also regulate distance agreements providing that consumer is
entitled to terminate an agreement within 15 days after receipt of the product without obligation to provide
any reasoning.
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Employer and employee must conclude an employment agreement in written form which defines their rights
and obligations. Employees are entitled to the following rights stipulated by the applicable legislation: (i) right
on minimal salary, (ii) working conditions which ensure health and safety at work, (iii) personal dignity, (iv)
annual leave, (v) sick leave, (vi) rest period during working day, etc.

Employment can be established as indefinite term employment or fixed term employment. In regard to the
fixed term employment, it may be established on one or more consecutive employment agreements with a
maximum duration up to 3 years in FBH and 2 years in RS and BD. In case the term is not stated in the
employment agreement (even though this is one of the mandatory elements of every employment agreement),
the agreement is considered as an indefinite term agreement. If the employee continues working for the
employer after the expiry of a fixed term employment agreement, the employment is considered extended for
an indefinite term.

The employer is obliged to register an employee before the competent tax authority of FBH/RS/BD and to
calculate and pay monthly social contributions.

Employer may terminate the employment relationship unilaterally only due to the limited numbers of reasons:

e due to the technical, economical or organizational reasons of the employer, whereas it cannot be
reasonably expected from the employer to employ the employee on another work post or to educate,
qualify or train the employee for another work post;

e due to the personal abilities of the employee (e.g., the employee cannot continue work due to an illness);

e due to a breach of duties by the employee.

Regardless of the specific reason for employment termination, the employer is obliged to render a decision in
writing containing a detailed explanation of the reason as well as information on the employee’s post-
termination rights and obligations such as notice period duration, severance payment (if any), hon-compete
obligations (if any) and similar issues.

Consumer protection in BH is regulated by BH Law
on Consumer Protection and RS Law on Consumer
Protection (Consumer Protection Laws).

Terms of service oblige the contractual party only if
the content of the terms was made known to the
other party or must have been known to it at the

. . . time of conclusion of the agreement.
Consumer Protection Laws provide the following set 9

of right of the consumers: (i) right of access to main

goods and services/right to satisfaction of basic Terms of service should not contain so called unfair

needs, (ii) right to consumer education, (iii) right to contractual provisions among other including the

safety and protection of life and health, (iv) right to following provisions: . )
be informed, (v) right to choose, (vi) right to be heard + by which the contracting party reserves the right

and be represented, (vii) right to damage
compensation, (viii) right healthy environment.

In addition to the abovementioned set of rights,
applicable legislation also prohibits unfair
commercial practices, that is deceptive commercial
practices containing inaccurate information that
deceive or may deceive the average consumer.
Furthermore, advertising cannot contain any
statement or visible representation that would
directly or indirectly, by omission, vagueness or
exaggeration, mislead consumers, especially in
relation to properties of products or services, value
of the product or service and the total price, delivery,
replacement, return or maintenance, warranty
conditions etc.

Consumer Protection Laws among other, also
regulate distance agreements providing that
consumer is entitled to terminate an agreement
within 15 days after receipt of the product without
obligation to provide any reasoning.

to inappropriately long or insufficiently defined
deadlines for accepting or rejecting an offer or
performing an action;

e by which the contracting party foresees to
release itself from the obligation without justified
reason;

¢ by which the contracting party foresees that the
agreed action can be changed or deviated from it
solely taking into account its interest;

e which excludes or limits the right of the other
contracting party to terminate the contract or to
demand compensation for damages due to non-
fulfillment of the contract;

¢ which excludes the right of the other contracting
party to claim damages due to non-fulfillment of
the contract, etc.

The online terms of service are usually
communicated to the customer via a tick-box
option.
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I
LEGAL FOUNDATION

Brazil has adopted a civil law system.

The main normative source of the Brazilian legal system is the Brazilian
Federal Constitution, which stipulates the core foundations and purposes of
the republic. It presents a comprehensive list of fundamental rights and
guarantees, social rights, and principles to be applied by lawmakers and
enforcers, in addition to stipulating the powers detained by the government.

The Constitution adopts a federative model based on the division of powers
among_the federal government, the states, and the municipalities, all of which
have their competence limited by the constitutional text.

The Brazilian Federal Constitution divides the government functions among
these branches, each one having specific attributions:

e executive

¢ legislative; and

e judiciary

Executive: Responsible for administrative functions and management of
government entities. It needs to observe the roles defined in the Brazilian
Federal Constitution and infra-constitutional law.

Legislative: Responsible for drafting, discussing, and approving laws. The
Legislative Branch is composed by Senate and House of Representatives at the
federal level. The legislative branch is also present at the state and municipal
levels.

Judiciary: Exercises the role of judging conflicts between individuals,
companies, and the government to enforce the Federal Constitution and law in
concrete cases and, thus, mitigate conflicts.
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CORPORATE STRUCTURES

Legal entities that conduct commercial activities in Brazil and do not rely on the so-called shareholders’
intuitu personae aspect, i.e., personal attributes of such shareholders are usually structured as limited liability
companies or corporations. Below is a description of the main aspects of each type of entity and the
advantages and disadvantages usually considered by investors/entrepreneurs:

Limited Liability Companies

Regulated by the Brazilian Civil Code (Law n. 10,406/02), the Brazilian Limited Liability company is the most
common type of legal entity incorporated under Brazilian Legislation. Differently from joint stock corporations
(which have their capital stock divided into shares), such entities have their capital stock divided into quotas.
The main characteristic of this type is the responsibility of each quota holder, which is limited to the value of
the quotas subscribed by such quota holder, although all of them are jointly liable for the payment of the
corporate capital. In general, this corporate structure has some significant differences when compared with a
corporation; for example, there is less formal obligations, as in connection with publicity, as limited liabilities
companies have no obligation to publish their financial statements in official gazettes or major private
newspapers, there is no obligation to have corporate books, the possibility of disproportionate distribution of
profits, possibility of leaving the company without justifiable reason, among other differences.

Below are some of the usually considered advantages and disadvantages of this type of structure:

ADVANTAGES DISADVANTAGES

between the company's assets and the assets of
each partner.

Each quota holder’'s liability is related to the
value of the quotas subscribed within the capital
stock. The distribution of profits is facilitated
since each partner is entitled to profit according
to their stake in the company. Withdrawal or
distribution of profits to the partners is forbidden
if there are solely losses in a fiscal year (which is
also a mechanism to protect the stability of the
business).

The legislation does not stipulate a maximum
limit of quota holders.

Partners cannot use company’s assets for private
matters.

A partner can be excluded when they are remiss,
that is, when they do not pay up their part of the
capital within the determined period or when
they jeopardize the functioning and/or existence
of the company.

e Reduced personal risk establishing a distinction ¢ No requirement to create a fiscal council.

There is no minimum amount to start a
company.

Naming formalities must be considered, as to
have such an entity registered before the Board
of Trade, its company name must include the
abbreviation Ltda. (from Limitada)

According to the law, although liability is
limited to the value of each subscribed quota,
partners are jointly liable for the company's
capital.
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The Brazilian joint-stock company is the type of
entity that most closely resembles the US
subchapter C corporation. Such entities are
regulated by the so-called Brazilian Corporations
Law (Law n. 6,404/76).As previously mentioned,the
Corporations have their capital stock divided into
shares, which can be issued into different classes,
such as voting and non-voting shares. Shareholder’s
liability is limited to the payment of the shares
subscribed. In other words, once the issue price of
the shares is paid, the shareholder’s liability for
company debts ceases, both towards the company
and its creditors. Therefore, differently from limited
liability companies, such entities have no joint
liability between shareholders. Foreign shareholders
must have legal representatives in Brazil to act on
their behalf. It is important to highlight that
corporations’ shareholders general meetings are the
highest deliberative body of the entity and is the
forum where the most relevant matters to the
business may be addressed and decided. A board of
officers shall also be mandatorily appointed by
shareholders with officers that are fiscal residents in
Brazil or have a permanent visa, while the creation
and appointment of a board of directors is optional
for non-public corporations. When created, the
Board of Directors can be composed of foreign
members, not necessarily residents in Brazil.

Brazilian Corporations Law, even though it is older
than the Brazilian Civil Code - which was amended
and renewed in the year 2002 - is generally
considered more technical and effective. It explicitly
embraces, for example, the existence and
enforceability of shareholders’ agreements, which is
generally accepted within the sphere of limited
liability companies but not provided for in the
applicable law. Indeed, the Brazilian Civil Code
leaves quota holders free to provide in the
company’s articles of association that Corporations
Law shall apply whenever the Brazilian Civil Code or
respective articles of association are silent regarding
any given matter.

This  structure has both advantages and
disadvantages which should be considered by
entrepreneurs:
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Shareholders liability is confined to the value
of their stake, and they are not jointly liable to
other shareholders contribution to the
corporation capital stock.

There is greater ease to assignhing securities,
whether by private or public subscription.
Shareholders are not |liable to other
shareholders obligations towards the
corporation in connection with the capital
stock contribution.

Brazilian Corporations Law provides for
mandatory distribution of dividends to
shareholders, giving greater certainty to the
distribution of dividends in return to a
successful investment.

An additional layer of corporate governance,
with the obligations to keep records of certain
documentation and books in connection with
the conduct of the business, and based on
them, at the end of each fiscal year, financial
statements must also be prepared: balance
sheet, statement of accumulated profits and
losses, result for the year, cash flow.

Easier fundraising since it has at its disposal
the possibility of creating debentures (credit
title) and going public on the stock exchange
market.

A corporation is not entitled to opt for the
Simples Nacional, a differentiated, lower and
simplified tax regime, authorized to a Brazilian
Limited Liability Company with annual incomes
lower than R$ 8,700,000.

Corporate restructurings may entail additional
costs due to the necessary to present an
appraisal report in the payment of capital with
corporations’ assets.

Corporations are prevented to distribute
disproportionate profits to shareholders’
interest in the capital, except for preferred
shares, which may have certain privileges
concerning common shares. However, this
must be previously determined in the bylaws.
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While the above structures are most commonly used, especially from a business perspective, there isa variety
of other structures available within the Brazilian Law.

The Brazilian Civil Code provides for other types of entities, such as sociedade em nome coletivo,sociedade em
comandita simples or sociedade em comandita por a¢cdes. Both the so-called sociedades em comandita
permit a system where stockholders directly involved in the conduct of the company matters are unlimitedly
liable to companies’ obligations, while members with an investor profile (not involved in the administration)
have limited liability up the value invested in their shares. None of such forms of entities is currently widely
used.

Sociedades simples, on the other hand, are nonentrepreneurial companies, where the shareholders’ intuitu
personae aspect (personal skills or attributes) are more relevant than the perpetuity of the business activities.

The Brazilian government regulates some industries in such a way as to restrict or prohibit foreign capital.
Foreign capital is prohibited in activities relating to nuclear power, mail and telegraph services, and the
aerospace industry (launching satellites and placing them in orbit, vehicles, aircraft, and other activities).

Foreign capital is also restricted in the following activities:

« Mineral resource prospecting and mining in border areas (a band stretching 150 kilometers from Brazil's
international borders): The exploitation and use of mineral resources in Brazil can only take place under a
specific federal authorization or concession, and only Brazilian citizens or companies organized under
Brazilian laws with headquarters and an administrative body located in the country can engage in these
activities.

« Telecommunications: Companies with licenses to provide telecommunications services must be organized
under Brazilian law and have their principal place of business and administration in Brazil. The majority
capital of the company's parent company must be owned by an entity domiciled in Brazil.

¢ Healthcare: Direct or indirect participation of foreign companies or capital in health assistance in the
country is forbidden, except in the following cases: (i) donations of international bodies associated with the
UN; (ii) technical cooperation entities; and (iii)credit and loans.

¢ Rural land: The acquisition of rural land by Brazilian entities controlled by a non-citizen, a non-citizen
residing in Brazil, or a foreign entity authorized to operate in Brazil is subject to specific legal requirements.
These restrictions also apply to corporate transactions resulting in the direct or indirect transfer of rural
land.

« Financial institutions: Participation of foreign capital in financial institutions is limited to specific
situations, such as a presidential decree attesting to the importance of foreign capital for the national
financial system or non-voting stock.
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What is protectable? Any sigh or combination of
signhs and words that are visually perceptible, used,
or proposed to be used to distinguish the goods
and services and not otherwise included within the
legal prohibitions can be registered as a
trademark. Trademarks are commonly divided into
three categories: nominative, figurative, or mixed.
If, due to any distinctive sign of a product or service
that, for whatever reason, cannot be classified into
one of the categories above, the trademark may be
defined as a "non-traditional trademark".

Where to apply? Trademarks can be filed with the
Brazilian Patent and Trademark Office (Instituto
Nacional da Propriedade Industrial - "INPI", in
Portuguese) for trademark protection within Brazil.
If the goods or services will be marketed in other
countries, Brazil is also part of the World
Intellectual Property Organization (WIPO) under
the Madrid System since 2019, which allows
international applications. An application for
trademark registration can be filed with the INPI
Trademarks e-Filing service. Once the application is
received, INPI will conduct its own searches, ensure
compliance with legislation, and publish the
application in a Trademarks Journal ("RPI") to allow
the public to oppose the application. The
trademark will be registered if no one opposes the
application or if an opposition has been decided in
the applicant's favor.

Duration of protection? The trademark registration
remains valid for 10 years from the date that its
registration is granted. It can be renewed every 10
years after that for a fee.

Costs? Application costs for Brazilian trademarks
submitted online through INPI's website are R$
355.00. In addition to the filing fee, when the INPI
grants the registration, the holder still needs to pay
a fee of R$ 298.00 or R$ 745.00 for companies that
do not benefit from the discount granted by the
government.
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What is protectable? Patent protection in Brazil is
provided for in the Federal Constitution and the
National Industrial Property Law (Law n°® 9.279/2016),
which ensures the right to prevent third parties from
producing, using, offering for sale, selling, or
importing with such purposes a particular invention.
This protection may be granted to (i) inventions that
present a novelty, inventive activity, and industrial
use and (ii) utility models if the objects (in whole or
in part) are for practical use, have industrial use,
present a new format or pattern that involve an
inventive act and results in a functional upgrade its
use of manufacture.

Where to apply? The applicant for patent
registration is the creator of the invention, and he
may be granted the rights to patents in whole or in
part. Recognition of joint ownership is also possible.
The Intellectual Property Law also allows the patent
holder or applicant to enter a license agreement for
exploitation. Patent licensing consists of the
authorization granted to companies to manufacture
and market a patented product. Mandatory licenses
can be granted to ensure free competition or to
prevent abuse of rights or economic power by the
holder of the right if the object of the patent is not
being exploited or if the market needs are not being
met. Records and contracts must always be
registered with the National Institute of Industrial
Property (INPI).

Duration of protection? The duration depends on
the type of patent. For cases of inventions, the
duration of protection is 20 years from the date of
application, provided that the concession period is
not less than 10 years; for utility model cases, the
duration of protection is 15 years from the date of
application, provided that the grant period is not
less than 7 years.

Costs? Application costs for Brazilian trademarks
submitted online through INPI's website are R$
355.00.
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What is protectable? It is registerable as an
industrial design, the ornamental plastic form of an
object or ornamental set of lines and colors that
can be applied to a product, providing a new and
original look in its external configuration, and
serving as a type of industrial manufacture.
Industrial designs that are contrary to morality and
good customs that offend the honor or image of
people or violate freedom of conscience, belief,
religious worship, or ideas and feelings worthy of
respect and veneration are excluded from any
protection. Purely artistic objects or patterns are
also exempt from industrial design registration,
that is, objects that cannot be reproduced on an
industrial scale.

Where to apply? Any natural or legal person who
has legitimacy can apply for registration, which will
only be valid in the national territory. The owner of
the industrial design has the right to prevent third
parties from producing, selling, using, or importing
the industrial design object of the registration
without his consent. The request can be made
through the INPI website, electronic petition, or at
one of the Institute's units throughout Brazil.

Duration of protection? The protection is granted
for 10 years and can be renewed 3 times for 5 years.

Costs? The cost of the initial deposit of the
registration request made through the INPI
website is R$ 170.00. Throughout the process, other
fees may apply.

INTERNATIONAL TECHNOLOGY LAW ASSOCIATION

STARTUP LEGAL PLAYBOOK

What is protectable? Copyright protection is
available under Brazil's Copyright Act for "creations
of the spirit," expressed by any means or fixed in any
medium, tangible, or intangible, now known or
invented in the future, such as original literary,
artistic, dramatic, or musical works. Copyright
protection arises immediately upon the creation of
a work. No registration is required to assure
copyright protection, but registration is available to
provide evidence that the copyright exists, and that
the person registered is the owner.

Where to apply? Applications can be filed in
different places depending on the work registered.

Duration of protection? In general, economic rights
in copyrighted works remain valid for 70 years,
counted from January 1st of the year following the
year of the author's death. For software, protection
of the copyrights remains valid for 50 years,
counted from January 1st of the year following the
year of the software's publication or, if unpublished,
of its creation.

Costs? The registration fee can vary from R$ 20.00
to R$ 80.00, in addition to possible costs for
sending the physical copy of the work and
documentation.

What is protected? Although trade secrets are not protected as property, Brazilian law rebukes any breach of
trade secrets. When dealing with unfair competition, the Brazilian Industrial Property Law criminalizes

conduct involving the unauthorized use of trade secrets.

Duration of protection? Not applicable to this jurisdiction.

How to keep trade secrets secret? In case of violation of trade secrets, holders may hold those responsible
liable in the criminal sphere (i.e., arrest and monetary fine) and civil (i.e., injunction to prevent further

infringements and damages).


https://dictionary.cambridge.org/pt/dicionario/ingles-portugues/and
https://dictionary.cambridge.org/pt/dicionario/ingles-portugues/can
https://dictionary.cambridge.org/pt/dicionario/ingles-portugues/be
https://dictionary.cambridge.org/pt/dicionario/ingles-portugues/times
https://dictionary.cambridge.org/pt/dicionario/ingles-portugues/for

BRAZIL

Law n° 13.709/2018, known as the General Law for
Personal Data Protection ("LGPD" in Portuguese),
was enacted to unify the laws and regulations that
provide for the use of personal data and strengthen
the protection of the fundamental rights of
freedom and privacy.

This legislation was drafted under the strong
influence of the General Data Protection
Regulation (GDPR) of the European Union (EU). The
LGPD provides for the data subjects' rights and
obligations for companies that process data,
establish legal bases for the collection and
processing of data, and requires a high degree of
preparation, adequacy, and compliance for
companies.

The law defines "personal data" as any information
related to "an identified or identifiable natural
person." The most important distinction is
identifiable data that can be aggregated with other
data to identify a person.

In addition to this category, the LGPD defines a
more specific category that cannot be subject to
any treatment: sensitive data. This refers to
personal data whose treatment may give rise to
discrimination against its holder.

Due to its distinctiveness compared to the GDPR, is
that the LGPD applies to all legal entities - public or
private - and individuals who process personal data
for commercial purposes, whether in the digital or
physical medium. Any company that collects, uses,
transfers, stores, or otherwise processes the
personal data of a Brazilian customer or employee
is subject to the LGPD unlimitedly.

Regarding the application in the territory, the LGPD
has extraterritorial jurisdiction, which means that it
must be observed by the company or organization
regardless of its location. In this sense, the
legislation provides that it should be applied when
(@) data collection or processing takes place in
Brazil; (b) data is processed to offer goods or
services to individuals in Brazil; or (c) data collected
in Brazil is processed.
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The legislation was also concerned with pointing
out the cases in which it should not be complied
with. It should not be applied to the processing of
personal data (i) carried out by a natural person for
exclusively private and non-economic purposes; (ii)
carried out exclusively for journalistic, artistic, or
academic purposes; (iii) carried out for only
government purposes (such as public security and
national defense); or (d) performed for private, non-
commercial purposes.

Another point of attention in applying the LGPD is
the legal bases, which determines the
circumstances in which data processing can be
carried out. The legislation provides for 10 legal
bases that include consent, the legal or regulatory
obligation of the controller, the execution of a
contract, and the protection of the life or safety of
data subjects.

After its publication, the legislation suffered some
changes, including an article on the creation of the
National Data Protection Authority (ANPD) - the
public administration body responsible for
overseeing, implementing, and supervising
compliance with this law throughout the national
territory.

The ANPD is an independent government entity
endowed with technical and decision-making
autonomy, its assets, and headquarters and
jurisdiction in the Federal District. The ANPD is
responsible for enforcing the LGPD and guiding
compliance and interpretation. It has available
several enforcement mechanisms outlined in the
LGPD, including fines up to 2% of a company's gross
revenue, with a maximum fine of R$50 million per
violation, public disclosure of the violation,
prohibition of data processing activities, suspension
of the database operations or processing activity
involved in the violation

Although the work and enforcement by the ANPD is
recent, several court cases involving data protection
matters have already been filed. In addition to
ANPD, regulatory agencies and public prosecutors
have been active in enforcing the law.
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Since 2019 the National Congress has been discussing certain bills of law to regulate Artificial Intelligence
(“Al”). In March 2022, the Federal Senate proposed Bill of Law No. 2,338/2023 (“PL 2338/2023"), consolidating
previous bills of law in one.

The purpose of Bill No. 2,338/2023 is to establish a regulatory framework for the development and offering of
Artificial Intelligence (Al) in Brazil. Among the different proposals on the final wording, the following aspects
are under discussion:

¢« New principles for the development and use of Al systems.

e Criteria and system for risk assessment to be used in the development, operation, and use of Al, based on
the probability and negative impact classification criteria, and resulting in limitations to develop and
operate specific Al systems.

¢ Specific rights for affected individuals.

e Obligation to notify the start of development of Al systems and share assessment reports with the
competent authority.

¢ Obligation to include watermarks in content generated by Al systems.

o Civil liability regime to developers, operators, and users based on the risk of the Al system.

¢ Regulation on the use of works protected by copyright, for training Al and operating Al systems.

e Creation of the National Council on Artificial Intelligence (CNIA), desighed to guide and supervise the
development and application of Al.

Congress and the executive branch are undergoing a discussion to choose and appoint a specific authority to
be designated by the federal government as responsible for overseeing compliance with this upcoming Al Law
throughout the national territory.

PL 2338/2023 establishes sanctions for noncompliance with of Al regulation such as warnings, simple or daily
fines, partial or total suspension of activities, publication of the violation, and prohibition of participation in the
regulatory sandbox.

In addition to PL 2338/2023, consumer protection authorities, public prosecutors, and regulatory agencies from
different sectors (particularly the Central Bank and health-related agencies) will continue to have jurisdiction
to regulate Al-specific applications and enforce existing laws such as consumer protection laws, sectorial
ordinances, data protection and other laws on companies that offer Al systems.

Companies doing business in Brazil have started to establish Al governance programs to mitigate risks
associated to the use of Al in their business and compliance with existing and upcoming legislation.



BRAZIL

General: In general terms, Brazilian labor law is set
out in the Consolidation of Labour Laws ("CLT"), The
Federal Constitution, and Collective bargaining
agreements. Startups are also subject to the labor
rules applicable to any other company (CLT).

Employee/worker: A worker is a naturalperson who
regularly works for compensation, is subordinate to
someone, and work is undertaken personally. A
written contract is highly recommended for an
employee and a service provider (legal entity). The
contract stipulates certain conditions, such as
compensation and benefits, job description, working
hours and work regime (remote, in-person, hybrid),
place of work, and duties (confidentiality, non-
disclosure, and non-competition obligations, etc.).
The legislation directs working hours to be eight
hours per day and 44 hours per week. Brazilian labor
law describes any hours worked more than eight
hours a day as overtime. Overtime is paid at the rate
of adding at least 50% of an employee's regular
hourly compensation. Some positions are exempt
from overtime and working day compensation
control. These include positions of trust, such as
managers and executives, and employees who
usuallywork outside the office, such as workingfrom
home or in the field. Employees are liable for
personal income tax (IRPF) and social security
deductions (Source Deductions).

Some employee rights: Holiday entitlement (30 paid
days per year plus one-third of the monthly
remuneration paid), 13th salary (one extra monthly
salary per year)—a remunerated weekly day off. There
is a requirement to pay social security. Legal benefits
are often provided for in collective bargaining
agreements and with trade unions. Pregnant
employees are entitled to 120 days (up to 180 days) of
paid maternity leave in Brazil. The employer directly
pays the employee, but Brazil's social security system
reimburses employers. Employees are entitled to five
days (up to 15) of paternity leave, fully paid by the
employer. The Brazilian Social Security regime (INSS)
maintains old-age retirement pensions, death
pensions, illness and injury benefits, disability
benefits, and parental leave. Monthly deposits of 8%
of an employee's gross compensation made by the
employer into an escrow account with a
governmental bank (Brazilian Government
Severance Indemnity Fund Law - FGTS)
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Contractors/Other forms of employment/hiring: A
company may also offer a contractor agreement
(freelance contract or contract for work and
services, independent contractor/self-employed)
instead of an employment agreement (worker). It is
also possible to hire a legal entity whose partner
will provide service. For these contracts, some
protective provisions of labor law do not apply. In
contracting, taxes, labor charges and social security
are much lower for the company and the employee.
The distinction between an "employee/worker" and
a "contractor" is a question of fact and not solely
determined by what the parties agree to call
themselves. In these contracts, the requirements for
the configuration of "worker" (employee, properly
speaking) and subject to the labor legislation (CLT)
cannot be present, especially subordination,
personality, control of working hours, and
habituality. These modalities require more
attention so as not to configure a labor relationship
and not to generate fines and inspections from the
ministry of labor and labor lawsuits. These other
contracts, as a rule, are governed by the Brazilian
Civil Code. Although this risk exists, in the case of
startups, considering the possibility of business
instability and labor costs, hiring in the form of
partnerships can be evaluated, such as vesting
contracts, service contracts, and stock options,
among others, according to interest.

Termination: Workers are very well protected by
the CLT (Consolidation of Labour Laws). Notice
periods for resignations in Brazil are 30 days which
can be reduced by mutual consent from both the
employer and employee. Notice periods for
dismissals in Brazil must be at least 30 days, with
three days added per year of service, limited to 90
days. The employer may provide pay instead of
notice and release the employee from working. If an
employee is dismissed without cause, the employer
must pay 40% of the accumulated balance inside
the employee's Unemployment Compensation
Fund (FGTS). Additionally, 10% must be paid on
behalf of the government as a tax. For all other
types of contracting, the conditions for termination
must be agreed upon in advance by the parties and
provided for in the contract.
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The Consumer Defense Code, enacted by Law No. 8078 of September 11th, 1990, ensures and reinforces the
need for consumer protection and regulation of consumer relations, as provided for in the Constitution of the
Federative Republic of Brazil.

The Brazilian legal system enshrines consumer protection not only as a fundamental right but also as one of
the basic principles of the economic order, which must be observed as a legitimate limitation to free
enterprise.

The special legislation defines the consumer as the end user of products and services. On the other hand, the
supplier is every natural or legal person, public or private, national or foreign, that produces, assembles,
creates, builds, transforms, imports, exports, distributes, or sells products or services - terms also
conceptualized by the law.

Thus, any business model in which a company, for example, sells its product or service to the consumer must
comply with the various obligations imposed on suppliers, according to the Consumer Protection Code.
Otherwise, in cases where the product or service is contracted to implement an economic activity, the
legislation will not be applied since the final recipient of the consumption relationship would not be
configured.

Suppliers have strict liability based on the risk of the activity carried out and earned by verifying two criteria: (i)
actual damage and (ii) a causal link between the damage and the product or service. Therefore, the duty and
obligation to respond to the damage arise regardless of fault. The legislation also provides, for cases involving a
production chain, the joint and several liabilities of all parties involved in the stages of production or provision
of the service. Suppliers may not be liable for damages if the consumer or a third party is held solely
responsible.

For the hypotheses of non-compliance with obligations, the legislation provides for the repair of damages
resulting from unlawful acts, breach of contract, and violation of rules related to consumer rights, also
providing for the possibility of applying the "disregard of legal personality" to protect consumers from abusive
and fraudulent acts.

Brazilian courts are very strict in applying this law to promote balance among supply market participants. In
addition to the judicial system, consumer rights are protected by consumer bodies or associations and the
Public Ministry.

The provisions and rules in the Brazilian Consumer Protection Code are similar to those in other countries.
Brazilian courts are pro-consumer and, consequently, are very strict in applying this law to ensure that it fulfills
its main objective.
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"General Terms and Conditions": the document that establishes rules and conditions for a given service,
focusing on transparency. Once the user has read and accepted the terms and conditions provided, he is
bound by the clauses. The "General Terms and Conditions" must inform the user about the service provided by
the body or entity and the ways of accessing these services: formation of the contract, compensation,
obligations, and covenants, among other service characteristics.

"Privacy Policy": the document that the service provider makes available to the user with information on how
the service processes personal data and how users' privacy is guaranteed. Privacy Policies are legally required
in most countries, including Brazil.

Portuguese Language Requirements: It is generally acceptable to enter into contracts in another language
(e.g.. English); however, if the contract is to be taken to any Brazilian authority, including courts, only versions
in Portuguese or sworn translations will be accepted. It is also important to mention that both the Consumer
Defense Code and the General Data Protection Law require that any information be presented in Portuguese
and a precise and clear manner.

Strict jurisdiction: Brazilian courts are rather strict regarding protecting consumers, employees, and data
subjects. The risk of non-compliance in these fields of law is rather high for businesses. It is thus
recommendable to focus on these topics first when rolling out a business in Brazil.

E-Commerce: E-Commerce Law No. 7962/2013 regulates e-commerce activities in Brazil. In this context, every
online store, marketplace, and other similar formats that sell products or some type of service over the web
need to follow the terms of the legislation to avoid headaches strictly. This law is an extension of the Consumer
Defense Code but more focused on the digital universe.

Software: Law No. 9,609/98 guarantees the software creator the same protection of intellectual property
endorsed to authors of literary works. The device deals with software protection and its ballot and stipulates
rights and duties about use. Software protection in Brazil does not result from registration and lasts 50 years
from January 1st of the year after its creation. Infringement of software rights is subject to sanctions ranging
from fines to imprisonment. The law also regulates software ownership created during an employment or
contractual relationship. If the employee or contractor has created the software during contractual and
employment relationships, commercial exploitation will be the responsibility of the employer/contractor.
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Bulgaria follows the civil law system. It relies on the written statutes and other
legal codes in the field of public, private and criminal law that are constantly
updated.

Bulgarian public law covers the relationship between individuals and the
Bulgarian state and is enforced by administrative bodies (eg. trade license
requirements, taxation) which are subject to judicial review by the
administrative courts.

Private law governs the relationship between individuals (eg. contracts,
warranty, liability, etc.) and is partially codified in various codes and laws.
Some important sources of law in this context are the Obligations and
Contracts Act, the Property Act, the Commercial Act, the Labour Code etc.
There are many more laws for each specific field (eg. family relations,
inheritance, e-commerce, copyright etc.).

Criminal law is codified in the Criminal Code and the Criminal Procedural
Code.

However, final decisions, such as of the Supreme Cassation Court and the
Supreme Administrative Court are often used as supporting arguments and
must be generally considered by lower courts. The legal structure is thus also
further developed by case law.

Bulgarian Law provides the following forms of companies:

The Bulgarian limited liability company (OOD, [lpy>kecTBoO c orpaHu4yeHa
OTroBOopHOCT) is the most preferred form of company in Bulgaria. Its core
characteristics may be summarized in the following manner:

e It requires at least one shareholder (individual or legal entity) for its

incorporation.

o Further, the shareholders have to draw up and sign articles of association

and minutes/decision for its incorporation which require an ordinary
written form. Then, the director(s) or their attorney/proxy have to file an
application with the Bulgarian commercial register together with a
notarized specimen of their signature and certain declarations.

The OOD has a minimum statutory capital of BGN 2 (circa EUR 1). The
shareholders must pay in at least 70% of the capital for the company to be
registered. The capital can be “paid in” in the form of kind contribution of
tangible or intangible assets (equipment, real estate, transferable
intellectual property, receivables, etc.)

The founders can start the commercial activities even before the company
is registered but will be jointly liable for any obligations until the company
is registered.




BULGARIA ITECHLAW .

STARTUP LEGAL PLAYBOOK

CORPORATE STRUCTURES, CONT'D

Capital Companies, CONT'D

ADVANTAGES DISADVANTAGES

— s e Shares are transferred with a written
¢ Limited liability of the shareholders

. . . . contract with notarized signatures.
« Director(s) is/are bound by the instructions of

¢ A shareholder can be expelled from the
the shareholders.

.. . company by the other shareholders.
¢ Very low minimum statutory capital.

Further, there is a possibility to establish a Bulgarian joint stock company (AD, AKLLMOHEepPHO ApYy>KecTBO) by one
or more shareholders (individual or legal entity). This requires a capital of BGN 50,000 (circa EUR 25,600) of
which at least 25% has to be paid in at the time of filing the application for registration and the rest not later
than 2 years thereafter. The AD must form a Management Board which consists of at least three members (can
be individuals or legal entities) and if the company decides, a supervisory board can be established with at
least three members.

ADVANTAGES DISADVANTAGES
e Limited liability of the shareholders e Requires at least three members of the
¢ Board members are bound by the instructions management board.
of the shareholders. ¢ Relatively higher costs for setting up and
¢ Relatively low minimum statutory capital maintaining the company compared to the
¢ Allows easier funding by investors and greater OOD.
flexibility in the balancing of the interests of
founders and investors

In 2023 a new type of company- the variable capital company (DPK, [lpyxecTBo ¢ NnpoMeHANB KanuTan) was
introduced, although due the still pending adoption of certain secondary legislation governing the DPK it will
not be possible to establish such a company before the second half of 2024. A DPK can be established by one
or more shareholders (individual or legal entity). It may have up to 50 employees and up to BGN 4,000,000
(circa EUR 2,045,000) of annual turnover and/or the value of its assets does not exceed BGN 4,000,000 (circa
EUR 2,045,000). Once these thresholds are exceeded the DPK must be transformed either in a OOD or AD or
otherwise it will be winded up. The capital does not need to be paid in to register the company. The DPK can
be managed either by a single director (individual or legal entity) or a board of directors (individuals or legal
entities).

ADVANTAGES DISADVANTAGES
e Limited liability of the shareholders ¢ Must be transformed into an AD or OOD
¢ No minimal capital is required to set up the once certain thresholds of number
company. employees and relatively low turnover/asset
o Allows easiest funding by investors and value are reached.
greatest flexibility in the balancing of the
interests of founders and investors.

It is expected that the DPK will be become the most preferred option by start-ups.
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Partnerships

Apart from the OOD and AD, the most common forms of partnerships for businesses are the general
partnerships (SD, Cb6bupaTtenHo gpyxxectBo) and the limited partnerships (KD, KomaHanTHO apy>xecTBo) and
limited partnership with shares (KDA KomaHAUTHO Apy>XecTBO ¢ akumun). As to the requirements:
e For both the SD and the KD the establishment requires a partnership agreement with notarized signatures
between at least two partners (individuals or legal entities).
e For its incorporation a SD, a KD and a KDA must both be entered into the commercial register.
e The partners in the SD are jointly and personally liable with their personal assets and property.
¢ In the KD and the KDA there are two types of participants: (i) general partners, who have unlimited liability,
and (ii) limited partners in the KD or shareholders in the KDA, whose liability is limited to the investment
they have made in the KD respectively the KDA.
¢ The founders can start the commercial activities even before the partnership is registered but will be joinly
liable for any obligations until the partnership is registered.

ADVANTAGES DISADVANTAGES

e Certain benefits from tax law perspective ¢ Unlimited liability; this applies to all

partners in an SD and only to the general
partners in a KD and KDA

in a very limited number of cases

Another form of a partnership is the civil law partnership (DZZD- [lpy>kecTBo no 3aKoH 3a 3aAb/DKEeHUATa u
porosopuTe). Its establishment requires at least 2 persons who have common resources and who pursue a
common business purpose. The partners are fully and personally liable with their personal assets. Due to the
lack of legal personality, the DZZD cannot be registered with the commercial register. In sum, it is thus also not
very attractive for start-ups.

Sole Trader (ET, EgHONINYEH Tbprosey,)

The sole trader is also a possible legal form to do business in Bulgaria. The owner of the business is a single
natural person. A natural person becomes a sole trader upon registration in the commercial register. The sole
trader is fully and personally liable with his or her private and business assets.
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Bulgaria has recently adopted a foreign direct investments screening mechanism implementing the EU’s
Foreign Direct Investment Regulation. Under the new rules any investments (i) coming from investors from
countries which are not members of the European Union (ii) which exceed EUR 2 million or represent an
indirect acquisition of an interest of 10% or more in (iii) undertakings active in certain critical sectors (utilities,
tech, defence, supply of critical resources, etc.) are subject to preliminary approval. The investment screening
authority may prohibit the transaction if there is a threat to national security or public safety. Such risk will be
evaluated in review proceedings, which may last up to 75 days. If the investment screening authority does not
issue a decision within the set deadline the investment will be considered approved. By way of exception
from the above general rules, investments coming from the following countries are treated in the same
manner as investments coming from EU Member States: USA, UK, Canada, Australia, New Zealand, Japan,
Korea, UAE and Saudi Arabia.

There are also certain limitations for investments coming from companies registered in offshore jurisdictions.
Such companies are in general prevented from applying for access to public resources such as certain types
of licenses, concessions, public procurement procedures, etc. unless they meet certain transparency and
ultimate beneficial ownership requirements.

If incorrect, applicants are given a period to correct
their application. The second check relates to the
sign itself. The BPO verifies that none of the
absolute grounds for refusal are applicable. This
check is carried out within 2 months of the

is protectable? Any sign which can be completion of the formal check. With publication in

represented graphically and is able to distinguish the
goods and services from other companies can be
registered as a trademark.

Where to apply? Trademarks can be filed either with (i)
the Patent Office of the Republic of Bulgaria (BPO), (ii)
the European Union Intellectual Property Office
(EUIPO) or (iii) the World Intellectual Property
Organization (WIPO) under the Madrid System,
depending on the territories in which trademark
protection is sought. The application to the BPO can
be filed online (https://portal.bpo.bg/tm-e-filing). The
BPO then reviews the application. The application goes
through two checks. The first check relates to whether
all the formal legal requirements for the proper
processing of the application have been met.

the Trademark Gazette, a three month opposition
period begins. Within this time period third parties
can easily and at low costs oppose the trademark.

Duration of protection? Trademarks are registered
for a period of 10 years from the date of filing the
application for registration. Registration may be
renewed an unlimited number of times for
consecutive 10 years eperiod.

Costs? In Bulgaria a trademark may be registered
for Good and Services in each of the 45 classes from
the Nice Classification, established by the Nice
Agreement. Depending on the number of classes
the costs differ. The range of the costs is between
BGN 570 and BGN 1830. In addition, fees of the legal
representative apply.
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What is protectable? linventions in the field of technology are patentable. This requires that the invention is
novel, not obvious to a skilled professional and can be applied in industry.

Where to apply? Patent protection will be granted only per country, meaning that applicant must register the
patent in each country where protection is sought. The only exception is the Unitary European Patent - the
new system is expected to enter into force on 1Ist of June 2023. Bulgaria is one of the 17 Member states that
have ratified the European Patent Convention, i.e., a Unitary European Patent will have an effect on its territory.
Patent applications can be filed with either the BPO, European Patent Office (EPO) or WIPO. The registration
procedures before these offices slightly differ from each other, particularly as to costs. (Expected on 1st of June
2023)

Duration of protection? The term of protection is in any case a maximum of 20 years from application and
must be maintained by annual fees.

Costs? Application costs for Bulgarian patents may differ depending on many factors such as the number of
the inventions, the number of pages of the description of the invention, Priority claimed from a previous
request etc. The Bulgarian law also provides for various financial reliefs in certain circumstances (ex..50%
discount for individual inventers, micro- and small enterprises, etc.), the costs varies broadly. The price for an
application with up to 10 pages and up to 10 claims without any discounts would amount to approx. BGN 250.
The cost for maintaining the validity of the patent grows significantly through the years starting at BGN 40 for
the 1Ist year and ending at BGN 1700 for the 20th. In addition, fees for the legal and technical representative

apply.

Employee invention and inventor bonus? According to the Bulgarian Patent legislation, employers are
entitled to file patent applications for all inventions made in connection with the employee’s work for a 3-
month term as of the received notification for the invention from the employee. After the 3-month term has
expired the right of application is transferred by operation of law to the employee. If the employer makes use
of the right during the 3-month period, the employee is entitled to an appropriate inventor bonus. The bonus is
determined primarily by the value of the invention and is thus subject to adjustments in the course of the
patent lifetime.

What is protectable? The legal protection granted by utility model registration applies to inventions in all
fields of industry and technology A major difference and advantage is the 12-month novelty grace period for
own publications.

Where to apply? See comments on patent applications above.

Duration of protection? The term of the utility model registration is four years from the date of filing of the
application. It may be extended for two successive periods of three years each, i.e., a total term of protection
not exceeding ten years from the date of filing of the application.

Costs? Application costs may vary depending on who the applicant is and the number of pages of the
description of the utility model. The lowest application cost is BGN 200. In addition, fees of the legal and
technical representatives apply.
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What is protectable? The visible appearance of a product or part of a product determined by the
characteristics of its shape, lines, design, ornamentation, colour or combination of all of the above.

Where to apply? Applications for registration of a Bulgarian industrial design may be filed with the BPO
directly, by mail, by fax or electronically. The Application may also be filed with either the European Patent

Office (EPO) or WIPO.

Duration of protection? The validity of the Bulgarian registration of an industrial design is 10 years from the
date of filing of the application for a Bulgarian design. The registration may be renewed for 3 consecutive
periods of 5 years, up to a maximum of 25 years from the date of application.

Costs? ? Application costs for designs amount BGN 40.- plus an additional fee of BGN 20 per class for a single
design application. In addition, fees of the legal representative apply.

What is protectable? Any literary, artistic and
scientific work resulting from a creative endeavor
and expressed by any mode and in any objective
form is the object of copyright according to the
Bulgarian Copyright and Related Rights Act.
Copyright protection is granted immediately with
the creation of a work. No registration and no label
required.

Duration of protection? Copyright protection ends
70 years after the author has passed away.

Exploitation of copyright protected work?
Typically, the copyright in a work created in the
course of an employment or service relationship
belongs to the author. The employer may, however,
benefit from the creation without the need to
compensate the author and/or may be considered a
copyright holder, depending on the contract. By
Exception the copyright holder of computer
programs and databases, created under an
employment relationship, is the employer. The
author may grant third parties non-exclusive or
exclusive rights to use the work.

What is protected? Trade secrets as such are not
recoghized as an intellectual property asset.
However, the Competition Protection Act and the
Trade Secret Protection Act protect know-how and
business information of commercial or
technological value that is kept secret. Examples
for such information are formulas, practices,
processes, designs, patterns, method of marketing,
or combination of similar information that is not
publicly known or available with reasonable effort
and by which a business enterprise can obtain an
economic advantage over competitors or
customers.

Duration of protection? As long as appropriate
measures are in place and information has a
commercial value, trade secret protection applies.
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Since 25th May 2018 the GDPR applies. Following the adoption of the GDPR, the Bulgarian law plays the role of
complementing and specifying the main regulation at European level. Of practical relevance for business are
the rules of the Data Protection Act, which are related to data protection in the context of employment
relationships. They aim to limit the amount of sensitive data that employers collect and the time for which the
data of unsuccessful job applicants is processed. The legislator also focuses on the drafting of written rules and
policies on the processing of personal data both in the workplace context and in any case of large-scale and
systematic collection of information.

e The age for child's consent in relation to information society services has been lowered from 16 years to 14
years.

e« An important rule is that the copying of identity cards or driving licenses is not allowed unless provided for
by law.

e Special rules are also foreseen for the processing of personal data for journalistic, scientific, and literary
purposes. The main rule provides that processing in these cases must be done after balancing freedom of
expression with the right to information and the right to protection of personal data.

e If an employer uses breach reporting systems or access control systems to monitor working time and
discipline, and if it has restrictions on the use of internal resources, it must adopt specific rules and
procedures for the data processed and make them known to its employees.

¢ Employers must set a retention period for job applicants' personal data. According to the law, it must be a
maximum of 6 months, unless consent is given for a longer period.

o There is a fine for violation of the Personal Data Protection Act in the amount of BGN 5,000 and in case of
repeated violation the fine is double. The main difference with GDPR is the different time limit for the
controller to respond to the data subject upon request and exercise of his rights. According to the GDPR
this period is 1 month, while the PDPA extends it to 2 months.

e Phone calls and electronic messages for advertising purposes require the data subject's prior consent.
Consent for electronic messages is not required, if the controller has received the personal data in
connection with a transaction, the marketing communication concerns similar products and services, and
the data subject has been given the opportunity to opt-out when data has been collected for this purpose
as well as with every communication (soft-opt-in).

e Prior consent is required for setting cookies which are not necessary for the provision of the service,
irrespective whether personal data is processed or not. Thus, opt-in is required for all marketing cookies.

The Commission for Personal Data Protection (CPDP) is the competent supervisory authority. The commission
deals with all kinds of violations connected to personal data in all areas. It provides additional advice relating
to the processing of personal data, and in certain cases this advice is mandatory. It regulates processing
operations carried out by competent authorities for the purposes of the prevention, investigation, detection or
prosecution of criminal offences or the execution of criminal penalties, and it also specifies the types of
processing activities that the Commission may consider posing a high risk to the rights and freedoms of data
subjects.
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There is no specific national regulatory regime for Al in Bulgara. However, the general restrictions, particularly
under data protection and copyright law apply. In the future, a national Al-agency will apply the upcoming
Al-Act in Bulgaria:

e The principles of data protection law - in particular Art 22 GDPR for automated individual decision-making
- must be observed in relation to the development, testing and operation of Al. Thus, the use of Al must not
lead to any legal or similarly serious effects to the data subject, without any human intervention. An
automated decision-making process is for example assumed, if a company uses results of an Al-application
without any further quality-check and assessment.

+ National copyright restrictions are particularly relevant for generative Al. This applies to both (i) the input
data (especially web scraping) and (ii) the output of the specific Al application: The retrieval of data from
the internet into set of training_data is considered exploiting the content in a way subject to the Bulgarian
Copyright and Neighboring Rights Act which in general allows such retrieval unless forbidden by the right
owner in an appropriate way. The output of Al may infringe the rights of the author of the original if the
output is identical to or resembles an original source.

General: The relationship in the provision of labour should be governed only as an employment relationship.
An employment contract should be concluded in writing between an employee and an employer. The law
requires that the employment contract be concluded before the work commences, i.e. before the actual
performance of the work commences. Nevertheless, if this requirement is not met and there is no concluded
employment contract before the work commences, the individual is still considered an employee and there is
a valid employment relationship. The employer however will face an administrative sanction for not complying
with mandatory legal norms. A company may also offer a contractor agreement (freelance contract) but only
for a particular piece of work or certain service for a relatively limited time. If it is found that the freelance
contract is used to hide an employment relationship these contracts will be treated as employment
agreements and the employer will be sanctioned.

No work for hire regime: There is ho work for hire regime in Bulgaria. Bulgarian Law explicitly distinguishes the
figures of author and copyright holder. Copyright in a work created in the course of an employment belongs to
the author. However, the employer has the economic rights to use the work without paying further
remuneration to the employee. In case however the economic benefits for the employer for utilizing the works
(other than computer programs) of the author is manifestly disproportionate to the remuneration paid to the
employee/author for creating such works, the latter can request additional remuneration. However, generally
the law does not allow the employer to obtain the moral right of copyright, namely, to be called the author of
the work. In the case of a freelance contract there should be a clause covering the rules for allocating the
copyrights and licensing of works created by the contractual partners. Such clause should be as specific as
possible, as otherwise courts will usually interpret the grant of rights in a quite restrictive manner and there is
significant risk that the created IP (including the economic rights) is vested in the contractor/freelancer.

Registration with social security: Every employer must register employees with the government social
security scheme plus a private mandatory social insurance carrier. Further, each employer has to pay a certain
monthly amount based on the employee's remuneration into the social security system.

Termination: Employees are very well protected. The employer can terminate a contract only in certain
circumstances listed in the Labour Code which are quite strict must be clearly evidence by the employer (for
example continued reduction of the volume of work of the company, closing down of the employees’ position,
persistent inability of the worker to perform its duties, etc.). In addition, the employment contract of a female
factory or office worker, who is the mother of a child, an occupational-rehabilitee factory or office worker, a
factory or office worker suffering from a disease designated in an ordinance of the Minister of Health etc. can
be terminated only after the permission of the Labour Inspection. In all cases of an illegal termination of a
contract the employee can seek legal redress and be restored to work and compensated.
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The consumer protection in Bulgaria is regulated in various laws which are mostly based on the latest EU
legislation, such as the Consumer Protection Act, the Provision of Digital Content and Digital Services and for
the Sale of Goods Act, the Electronic Commerce Act, Commerce Act, Civil Procedure Code etc. and some sector
specific legislation - Insurance Code, Electronic Communications Act, Provision of Financial Services from a
Distance Act, Consumer Lending Act, etc.

The core provisions are laid down in the Consumer Protection Act. They include:
« Right to information about goods and services.
e The right to protection against risks from the acquisition of goods and services that may endanger
consumers’ life, health, or property.
e The right to compensation for damage caused by defective goods.
¢ Right to protection of economic interests.
e The right of access to judicial and non-judicial procedures for the resolution of consumer disputes.
¢ Right to compensation for damage caused by defective goods.

All consumers have the right to cancel a contract concluded at a distance (over the phone, on the Internet,
etc.). The right of withdrawal may be exercised within 14 days without giving any reason for the consumer's
decision and without the consumer being liable for damages or penalties. This period starts to run (1) from the
date of conclusion of the contract, where the subject matter of the contract is the provision of services, or (2)
from reception of the goods by the consumer. The trader must inform the consumer of his right of withdrawal,
including the time limit and the form in which he may exercise it. If the trader has not complied with this
obligation, the period for exercising the right of withdrawal extends by one year.

The enforcement of consumer protection legislation is done by the Consumer Protection Commission and a
number of sectorial regulators which have quite broad powers for example to resolve consumer related
disputes, impose sanctions, block the sale of harmful goods, ask for amendment of the terms and conditions of
the merchants, make inspections, file class claims etc.

There are some consumer protection associations in Bulgaria which however are not very active compared to
similar organizations in other EU member states. These associations are not-for-profit entities. Their main
function is to alert the relevant public authorities - usually the Consumer Protection Commission and sectorial
regulators in the event of breaches of consumer rights, to propose to all inspection bodies the carrying out of
checks, analyses and tests of goods and services, to assist in the resolution of disputes arising between
consumers and traders, to conclude collective agreements with traders' associations, to file class actions for
suspension of violations of consumer protection legislations and class actions for compensations on behalf of
consumers, etc.
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TERMS OF SERVICE

Yes. Terms of services become enforceable only if consumers have explicitly agreed to the terms (preferably via
a tick-box) and had the possibility to read, print and store them upfront. Further, clauses must be in
compliance with stringent consumer protection laws. According to the Consumer Protection Act, particularly
the following clauses in terms and conditions or other contracts are held invalid:

for unilateral amendment of the contract by the merchant in cases which have not been explicitly agreed
in the contract

for automatic renewal of the contracts in case the consumer does not object before an unreasonably early
moment in time before the renewal date;

for discharging the merchant from liability for death or injury of the consumer;

for demanding excessive penalties from the consumer

for excluding or restricting the statutory rights of consumers in case of breach by the merchant

for forcing consumers to accept clauses which have not been made known to them in advance

for allowing the price to be determined when the goods/service are received and not when they are
ordered without the right of the consumer to terminate the contract in case of significant price increase

for obliging the consumer to fulfil its obligations under the contract even if the trader has not fulfilled his
for allowing the trader to transfer its rights and obligations under the contract without the consumer's
consent,

for effectively excluding the consumer's ability to sue, etc.

WHAT ELSE?

Taxes: Bulgaria has very business-friendly tax levels:

10% Flat Corporate Profit Tax

10% Personal Income Tax

0 or 5% Dividends Tax

Double Taxation avoidance treaties with 80 countries

Social security contributions are also relatively low compared to EU levels
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LEGAL FOUNDATIONS

The two orders of legal governance in Canada are Federal and Provincial. The
Federal laws of Canada have national application, and are enacted by the
Federal Parliament, while the Provincial are enacted by legislatures in each of
Canada’s 10 provinces(west to east, British Columbia, Alberta, Saskatchewan,
Manitoba, Ontario, Québec, New Brunswick, Newfoundland and Labrador,
Nova Scotia, and Prince Edward Island) and only applicable within those
jurisdictions. Canada is a common law jurisdiction at all levels, with the
exception of the Province of Québec, which maintains a civil code system.

The Federal jurisdiction includes matters of criminal law, banking,
immigration, inter-provincial trade and commerce, as well as transportation
such as rail, air and marine transport, and delegation of powers to Canada’s
three Territories (Yukon, Northwest Territories, and Nunavut). The Provincial
domain is focused on property and civil rights, which includes various forms of
property law, contract law, natural resources, education, municipal and
healthcare matters.

Canada’s constitutional doctrine of paramountcy provides that where there is
necessary overlap between Federal and Provincial laws, the Federal laws
prevail to the extent necessary to resolve conflict between such laws.

CORPORATE STRUCTURES

Entities may be formed at either the Federal level, or at any Provincial or
Territorial level. The rules and requirements for formation vary in each
jurisdiction, and a company must be registered in any Province or Territory in
which it does business (which will generally be any jurisdiction in which it has
a boots-on-the-ground presence, or into which it has directed sales).
Extraprovincial registration can be done with relative ease for any Canadian-
formed entity.

Some jurisdictions (including Federal corporations) require a minimum of 25%
of directors (at least 1) be Canadian residents. British Columbia has long had no
such residency requirement for directors, and residency requirements have
been recently removed by Alberta and Ontario as well.
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CORPORATE STRUCTURES, CONT'D

Typical structures for Canadian entities are as
follows:

Corporations

The most common form of entity which you will
find in Canada is the limited liability corporation,
identified by the synonymous extensions Ltd., Inc.
or Corp. A corporation in any jurisdiction may be
formed by at least one shareholder, and must
have at least one director. Governance is set out
in the Articles of Incorporation or the By-Laws,
depending on jurisdiction, and shareholders may
enter into additional agreements to regulate
issues such as the election of directors,
management of the business, and other matters
related to share ownership. In some jurisdictions,
these shareholder agreements must be
unanimous in order to be in compliance with
legislation.

There are no minimum capital investment
amounts, and the share structures within
corporations can be customized in many ways,
depending on the plans and needs of the
company.

Sole Proprietorship

A sole proprietorship is any single nature person
engaged in business. While an individual does not
need to register in order to conduct business as
an individual, a sole proprietorship is generally
where the individual registers a name in
connection with their business. A sole proprietor
remains fully and personally liable with all of their
private and business assets. Unsurprisingly, the
sole proprietorship is generally only favoured at a
very early startup stage, or for low liability risk
small business endeavours.
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Partnerships

Partnerships are quite common in Canada as well
and take a few different forms:

¢ General Partnerships in which all partners
share a common purpose and have unlimited
liability.

¢ Limited Partnerships in which typically one
partner (the general partner) holds all liability,
while the remaining partners (the limited
partners) have limited liability.

e Limited Liability Partnerships in which all of
the partners have a limited liability.

All forms of partnership are governed by
applicable legislation, and are formed by entering
into partnership agreements (and in certain
cases, require registration).

Partnerships are most typically used in real estate
investments, investment funds (such as a typical
venture capital fund), and professional
organizations (such as law firms or accounting
firms).

Other common structures

While the above structures are most commonly
used, there are a variety of other structures
available within Canadian corporate law.

British Columbia has Community Contribution
Corporations, similar in some ways to the UK
Community Interest Company, and the Benefit
Corporation, similar in most ways to the US B
Corp model, however neither form of entity is
currently widely used.

Alberta, British Columbia and Nova Scotia all
provide for an Unlimited Liability Company. This
form of entity is specifically useful for cross-
border ownership, particularly with US LLCs, as
they allow for certain tax flow-through treatment.
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The Investment Canada Act (ICA) requires notification where there is investment by non-Canadians to (a)
establish a new business in Canada, or (b) acquire control of a Canadian business (whether or not currently
controlled by Canadians prior to acquisition). Notification involves filing a form with Innovation, Science, and
Economic Development Canada (ISED) within 30 days following the investment.

A direct acquisition may require pre-closing review by ISED if the enterprise value of the Canadian business
hits an annually indexed financial threshold (in 2024 this threshold ran from CAD$1.326 billion to CAD$1.989
billion, for WTO member states and free trade partners).

Review may also be required where the Canadian business being acquired is a “cultural business”, including by
way of an indirect acquisition. A cultural business is defined in the ICA, and generally includes publication,
distribution, sale or exhibition of various forms of media. Additional review may also be required where there
are national security concerns, such as aerospace, defence, network and data security, telecommunications
and sensitive technology.

The Competition Act require pre-closing notification or review where (a) the parties to the transaction have an
aggregate book value of assets in Canada or gross revenues from sales in, from or into Canada, in excess of
CAD$400 million, and (b) the transaction value is greater than CAD$93 million (subject to various
qualifications based on the transaction type).

What is protectable? Any sigh or combination of signs and words, used or proposed to be used to distinguish
the goods and services from other companies, can be registered as a trademark.

Where to apply? Trademarks can be filed with the Canadian Intellectual Property Office (CIPO) for trademark
protection within Canada. If the goods or services will be marketed in other countries, a filing with the World
Intellectual Property Organization (WIPO) under the Madrid System may also be required. An application for
trademark registration can be filed with the CIPO Trademarks e-Filing service. Once the application is received,
CIPO will conduct its own searches, ensure compliance with legislation, and publish the application in a
Trademarks Journal to provide the public with an opportunity to oppose the application. The trademark will
be registered if no one opposes the application or if an opposition has been decided in the applicant’s favour.

Duration of protection? If no oppositions are filed, the trademark registration remains valid for 10 years from
the date of registration. It can be renewed every 10 years after that for a fee.

Costs? Application costs for Canadian trademarks submitted online through CIPO’s website is $336.60 (2021)
for the first class of goods or services and $102.00 (2021) for each additional class of goods or services.
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What is protectable? Inventions that are new (first in
the world), useful (functional and operative), and
inventive (showing ingenuity and not obvious to
someone of average skill who works in the field of
the invention) are patentable. The invention must
also be a product, a composition, a machine, a
process, or an improvement on any of those. A
computer code by itself is not something physical
and therefore is not patentable by law. A computer
program may be patentable if it offers a new and
inventive solution to a problem by modifying how
the computer works.

Where to apply? The services of a registered patent
agent should be used to register a patent in Canada.
Applications require use of clear and specific terms
to describe the patent and protection could be
voided if it is not properly described.

Duration of protection? The term of protection is, in
any case, a maximum of 20 years from the
application and must be maintained by annual fees.

Costs? The application fee for Canadian patents is
$408.00 (2021). The fee for entities qualifying as a
“small entity” under the Patent Rules is $204.00
(2021). A “small entity” is defined as one that employs
50 or fewer employees or an entity that is a
university.
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What is protectable? Aesthetic features of
commercial designs can be registered as an
industrial design. If the design has never been
published, there is no time Ilimit for filing an
application. However, if the design has been
published, then a filing must be made within 12
months of publications or exclusive right to the
design will be lost.

Where to apply? Industrial design rights are only
valid in the country or region where they are
registered. If protection is required in multiple
jurisdictions, the industrial design will need to be
registered in each jurisdiction’s intellectual property
office. In Canada, an application can be submitted
through CIPO. An application can also be submitted
through the Hague System, which may protect the
design in multiple countries at the same time.

Duration of protection? The term of protection
begins on the date of registration and ends on the
later of the end of 10 years after registration and 15
years from the Canadian filing date. After the initial
five years, a maintenance fee of $364.85 (2021) is
required to maintain the exclusive right to the
design.

Costs? The application fee for registration of an
industrial design is $416.98 (2021).

What is protectable? Original literary, artistic, dramatic, or musical works are protectable under Canada’s
Copyright Act. Copyright protection is granted immediately with the creation of a work. No registration is
required but registration is available to provide evidence that the copyright exists and that the person

registered is the owner.

Where to apply? Applications can be filed electronically, by mail or by facsimile to the CIPO Copyright Office.

Duration of protection? Copyright protection ends 70 years after the author has passed away for literary,

dramatic, musical or artistic works.

Costs? The application fee for registration of a copyright is $50 (2021). If the application and fee are not
submitted online through the Copyright Office, via the CIPO website, an additional fee of $15 is required.
Various other fees may also be required during the copyright application process. A complete list of fees can

be found on the CIPO website.
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What is protectable? Trade secrets include any business information that has commercial value derived from
its secrecy. At a minimum, the information must have commercial value, the information must be secret, and
the information must have been subject to reasonable measures by the business to maintain secrecy. In
Canada, there is no federal trade secrets act or equivalent statute. Instead, trade secrets are protected under
common law principles enforced in the courts.

Duration of protection? Trade secrets protection can last as long as the information actually remains a secret.

How to keep trade secrets secret? Some methods to protect trade secrets include having anyone you
disclose your business information to sigh a non-disclosure agreement, including confidentiality clauses in
employment agreements, encrypting any valuable business information, using passwords to protect valuable
business information, and storing valuable business information in a secure location.

In Canada there are 28 federal, provincial and territorial privacy statutes (excluding statutory torts, privacy
requirements under other legislation, federal anti-spam legislation, criminal code provisions etc.) that govern
the protection of personal information in the private, public and health sectors. Although each statute varies
in scope, substantive requirements, remedies and enforcement provisions, they all set out a comprehensive
regime for the collection, use and disclosure of personal information.

Privacy and data protection in the private sector is governed by the federal Personal Information Protection
and Electronic Documents Act (“PIPEDA”) unless substantially similar provincial private sector legislation
exists. As of writing, only British Columbia (British Columbia Personal Information Protection Act), Alberta
(Alberta Personal Information Protection Act), and Québec (An Act Respecting the Protection of Personal
Information in the Private Sector) have such private sector privacy law (collectively including PIPEDA, the
“Canadian Privacy Statutes”.

The Canadian Privacy Statutes set out the overriding obligation that organizations only collect, use and
disclose personal information for purposes that a reasonable person would consider appropriate in the
circumstances.

Subject to certain limited exceptions prescribed in the Canadian Privacy Statutes, consent is required for the
collection, use and disclosure of personal information. Depending on the sensitivity of the personal
information, consent may be opt in or opt out. Organizations must limit the collection of personal
information to that which is necessary to fulfil the identified purposes and only retain such personal
information for as long as necessary to fulfil the purposes for which it was collected.
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Each of the Canadian Privacy Statutes have both notice and transparency requirements. With respect to
notice, organizations are generally required to identify the purposes for which personal information is
collected at or before the time the information is collected. With respect to transparency, generally Canadian
Privacy Statutes require organizations make information about their personal information practices readily
available. This is generally done through a privacy policy.

Each of the Canadian Privacy Statutes also provide individuals with the following:
¢ Aright of access to personal information held by an organization, subject to limited exceptions
« Aright to correct inaccuracies infupdate their personal information records.

In 2020, the Canadian federal government introduced Bill C-11 as a comprehensive reform to Canada’s private
sector privacy legislation. The Bill proposed to replace Part 1 of PIPEDA with the new Consumer Privacy
Protection Act, enact the Personal Information and Data Protection Tribunal Act and make consequential and
related amendments to other Acts. However, in 2021, Parliament was dissolved in advance of a Federal
Election and Bill C-11 died on the order paper. A new Bill C-27 was introduced in 2023 which resurrected these
privacy reforms, and notably included the addition of the Artificial Intelligence and Data Act (AIDA).

Bill C-27, better known as the Digital Charter Implementation Act (DCIA), proposes to put forward some key
changes:
e new administrative monetary penalties imposed up to 3% of global revenue or $10 million for non-
compliance, and 5% of global revenue or $25 million for the CPPA contravention;
e a new administrative tribunal to hear appeals of Commissioner’s orders;
e a private right of action for consumers to sue organizations for the CPPA contravention;
¢ new data mobility rights allowing individuals to transfer their personal information from one organization
to another and a right of erasure;
¢ requirement for service providers to provide the same protection to personal information transferred;
o disclosure requirement for automated decision systems;
¢ de-identified Information requirement; and
¢ confirmations of the consent-based model and new exceptions.

Québec has passed amendments to its provincial laws, similar to Bill C-27, but without the AIDA components.
British Columbia and Alberta are currently reviewing in light of the originally proposed Bill C-11, and there are
proposals in Ontario (which does not currently have its own provincial private sector privacy law) to enact a
similar consumer privacy regime.
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As in many jurisdictions around the world, as of early 2024 the regulation of Artificial Intelligence and the
systems in which it may be operated remains unsettled. Currently, the Canadian Federal government is in the
process of adopting the DCIA, and through it the AIDA, however there may still be amendments made prior to
any adoption, and the necessary regulations in support of the legislation must still follow.

AIDA introduces the notion of “high-impact systems” where these systems are subjected to significantly more
restrictive requirements, particularly relating to harm reduction and transparency. Currently proposed
amendments to AIDA would see these high-impact systems classified by intended use, which enumerated list
would be amended by regulation. The current list includes:

o for employment and hiring decisions;

e to determine (a) whether to provide services to an individual; (b) the type or cost of services to be provided

to an individual; or (c) the prioritization of the services;

o for the use of an artificial intelligence system to process biometric information in various matters

e to moderate or prioritize content in online communication platforms;

o for health care and emergency services;

¢ when used by courts or administrative bodies to make decisions; and

o to assist law enforcement.

Generally, AIDA is intended to align with the European Union’s Artificial Intelligence Act and frameworks
under the Organization for Economic Co-operation and Development. This is aimed at ensuring that Canada's
legislation is interoperable and consistent with international best practices. The changes lay out the
responsibilities of and accountability frameworks required to be created by personnel involved in the various
stages of the Al system.

Given that it may be some time before a final form of AIDA becomes enforceable law, Innovation, Science and
Economic Development Canada (a department of the Federal government) haa issued a Voluntary Code of
Conduct on the Responsible Development and Management of Advanced Generative Al Systems. Signatories
to the code commit to achieving the outcomes of accountability, safety, fairness and equity, transparency,
human oversight and monitoring, validity and robustness. Signatories also commit to develop and deploy Al
systems in a manner that will drive inclusive and sustainable growth in Canada, “including by prioritizing
human rights, accessibility and environmental sustainability”.
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General: With the exception of those employed
within Federally regulated industries, employment
is generally regulated at a provincial level, in the
jurisdiction where the employee primarily provides
their services. Employment laws will generally
cover minimum employment standards,
occupational health and safety, human rights and
privacy legislation. While there is no legislated
requirement that employees have written
employment agreements, it is highly advisable that
all employment terms be in writing in order to
avoid future confusion and ambiguity.

Work Made in the Course of Employment: There is
a deeming provision in the Copyright Act which
provides that copyright ownership of a work
created by an employee in the course of their
employment belongs by default to the employer.
While this is a rough equivalent to other work for
hire regimes, best practice in Canada is to ensure
that employment agreements contain fulsome
assignment of intellectual property language. This
is in part to ensure certainty around copyright
ownership, and also because there is no such
similar deeming provision with respect patents or
other intellectual property rights.

Source Deductions: Every employer must deduct
and remit income tax installments to the Canada
Revenue Agency on behalf of their employees.
Employers must also make deduct and remit
contributions for Canada Pension Plan and
Employment Insurance.

Termination: Canada is not an “at will” jurisdiction,
and all employees will generally have a right notice
or payment in lieu of notice in the event of
termination, unless they are terminated for “just
cause”, which is a very high bar. It is crucial to
understand that this right to notice arises from two
distinct sources: employment standards legislation
and the common law.

Employment standards legislation provides for a
minimum notice of termination which may be
provided to an employee, based generally upon
their tenure with the employer. Employees cannot
contract out of this minimum notice.
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Common law provides for reasonable notice, which
may take into account various factors determined
to be relevant in the specific circumstance,
commonly including tenure, age, seniority,
availability of similar employment in the local
market and enticement. Employees can contract
out of this reasonable notice if it their written
employment agreement specifically provides,
however this must be done with care

Contractors: Companies may also engage
independent contractors to perform services. The
distinction between an employee and a contractor
is a question of fact, and not solely determined by
what the parties agree to call themselves. Factors
taken into account in this determination will
generally include control over the time, place and
manner in which services are performed,
ownership over tools and equipment, ability to
subcontract/hire assistants, degree of financial risk
the worker takes, responsibility for the project,
opportunity for profit. These factors may vary from
province to province, and depending on who is
making the determination (i.e. the Canada Revenue
Agency and a provincial employment standards
branch could make different determinations).

Dependent contractors are also recognized in
Canada, and fall somewhere in between employees
and independent contractors. A dependent
contractor will generally be more economically
dependent on a single contracting company, and
may also be afforded reasonable notice in the
event of termination, unless a contract expressly
provides otherwise.
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Canada’s provincial, territorial, and federal consumer protection laws are quite strict. At the provincial and
territorial level, each jurisdiction has its own consumer protection legislation. While these acts differ, they address
common matters, including prohibiting engaging in unfair practices and making false representations regarding
goods or services, as well as voiding consumer contracts that do not comply with the legislative requirements.
Some of the acts also provide consumers with certain deemed warranties (e.g., that services are of a reasonably
acceptable quality).

Businesses selling directly to consumers in Québec will be subject to additional requirements. These include
identifying where certain standard terms and conditions would not apply to consumers in Québec (e.g.
mandatory arbitration) and providing all contractual documents in French (e.g., order confirmation emails and
receipts). Contractual documents can be provided in a language other than French if the consumer expressly
requests it.

While the provinces and territories set out many key consumer protection requirements, there are also a humber
of federal statutes. These include: the Competition Act, which has both criminal and civil provisions targeted at
preventing anti-competitive practices, such as price fixing and misleading advertising; the Canada Consumer
Product Safety Act, which imposes a variety of obligations on manufacturers, importers, vendors, testers,
packagers, and advertisers of consumer products, most notably with respect to human health and safety; and the
Consumer Packaging and Labelling Act, which addresses packaging and labelling requirements for prepackaged
non-food consumer products.

As in other jurisdictions, sales contracts entered into over the Internet have specific requirements and offer unique
protections. For example, in British Columbia and Ontario, in addition to other cancellation and rescission rights, a
consumer may cancel a distance sales contract within: (a) 30 days after the date that the contract is entered into if
they are not provided with a copy of the contract within 15 days after the contract is entered into; and (b) 7 days
after they receive a copy of the contract if the contract does not contain certain prescribed information (e.g., the
supplier's address, a detailed description of the goods or services to be supplied, delivery arrangements, etc.).

There are myriad consumer protection councils and associations in Canada. These organizations often assume a
variety of roles, including educating and advocating for consumers.

Terms of services are generally enforceable in Canada whether as “click-wrap” or “browse-wrap” style terms,
noting however that where a sale is involved, consumer protection laws discussed in question 7 come into

play.

In order to be enforceable, a user must have notice of the terms of service. Depending on context, this can
include conspicuous posting of the terms on a website or app being used, or specific linking and reference to
the terms when working through a check out process.

Terms of service must also incorporate some sort of agreement or incorporation language (i.e. by continuing to
use this website, you agree to be bound). Where possible, it is best practice to obtain actual agreement
through an affirmative action (i.e. a checkbox or button), particularly where consumer protection,
indemnification, liquidated damages, or other issues critical to a company are included in such terms of
service.



=S ®
I =
|
INTERNATIONAL TECHNOLOGY LAW ASSOCIATION

STARTUP LEGAL PLAYBOOK

Aggressive Anti-Spam/Malware Law: Canada has one of the world’s most aggressive, punitive laws addressing
unwanted communications (colloquially, “spam”), malicious software and other electronic interactions.
Unfortunately, the law is not limited to “spam” or “malware”, and instead regulates all commercial electronic
interactions. In Canada, when engaging in any commercial purpose (even if not the only purpose), a person
must first have express, opt-in consent before (1) electronically communicating with a person, (2) installing
software (including updates) on their computing device (anything that can process instructions), or (3) altering
any transmission data. Because asking someone for that permission electronically would also require such
advance consent, it can be very complicated to collect consent outside of commercial interactions: as such,
express consent should be separately collected during an interaction if one intends to communicate with a
person or their computing device as part of commercial messages or software installs. That consent must
comply with specific content and implementation rules. Additional rules apply to ensure that people can
withdraw consent (unsubscribe), and that businesses handle these consents appropriately. These rules should
be taken very seriously: violations of this law can include administrative fines up to C$10 million and personal
director and officer liability. Businesses should seek specific advice on engaging in any of these electronic
interactions.

Limited Intermediary Liability Shields: While Canada shares many cultural technologies (streaming services,
social media, app stores, video games, and other Internet technologies) with the United States, it does not offer
US-like, broad-based protections from liability to intermediaries like online/internet services or similar
providers. Canada’s Charter of Rights and Freedoms and Criminal Code, for example, draw a line between
acceptable and unacceptable expressions that are far less permissive than the United States Constitution’s
First Amendment (for example, forbidding grossly indecent discussions and hate speech). Canada does not
have an analogue to the United States’ Communications Decency Act protections, and so intermediaries like
online services providers can, in fact, be found to be publishers of defamatory, hateful, or other illegal content
even when that content is only posted by users. While the common law may provide some defences or
protections, this results in Canadian service providers being much more willing to pull down content when any
controversy arises, and to closely monitor and filter user content. Last, Canada’s Copyright Act does not have
broad intermediary liability protections for copyright infringements, instead providing protections only for the
specific acts of providing means of telecommunications, providing digital memory storage, or caching—thus,
these shields potentially do not apply to many services that do more than those limited acts.

Promotional Contests and Gaming: Canada’s laws prohibit or regulate offering promotional contests, betting,
or anything involving the distribution of prizes by way of chance, and are in serious need of an overhaul in the
Internet era. Because of this, businesses need to carefully consider and navigate these laws, a mixture of
competition law, consumer protection law and criminal law (including potential jail sentences), before
offering any service that offers an opportunity for people to obtain valuable results using any mechanism of
random chance (i.e.,, games or contests with any chance element) or external contingencies (i.e., betting). For
many years, it was typical for many national contests to exclude residents of Québec based on heightened
requirements in that province, however recent legislative changes have aligned Québec’s contest laws,
opening the door for simplified national contests.
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French Language Requirements: Generally speaking, companies operating in Canada are not required to serve
customers in any particular language, except in the province of Québec. Companies that offer goods or
services to consumers in Québec must respect their right to be informed and served in French. In addition,
companies that offer goods or services to a public other than consumers (i.e. a business to business context)
must inform and serve that other public in French. Consequently, companies must be able to provide
customer service to individual consumers and companies in Québec to whom they provide goods and services
in French. Under risk of being declared null and void, contracts of adhesion, contracts containing standard
clauses, and their related documents must be presented to the adhering party in French first. Similar
requirements exist for employment agreements, which must be presented in French first. Only after the
adhering party has had the opportunity to examine the French version can the parties then jointly choose to
be bound by a version drawn up in a language other than French. For software, where a French-language
version exists, it must be made available to Québec users. Even if nho French version exists, the associated
documentation (including instructions, catalogues and brochures) and any advertising of the game in Québec
(including a website and social media) would have to be made available in French on terms that are at least as
favourable. While the Charter creates an exception for news media, there is no similar exception for software or
online services. We note two things: (1) the Office québecois de la langue frangaise’s ability to enforce the
Charter against foreign businesses with no Québec establishment is extremely limited—however, consumers
have a private right of action that would allow them to institute an action before the civil courts (usually by
way of a class action); and (2) Canadian courts have acknowledged that applying Québec law, simply by virtue
of a service being available online including to Québec people, is functionally unworkable, requiring instead a
“real and substantive connection” that requires complex analysis. Before offering English services into Québec,
a business is well-advised to seek specific advice on this topic.
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LEGAL FOUNDATIONS

Chile follows the civil law system. It can be structured in three main branches
of law:

Public law: its purpose is the creation, organization, operation, and
suppression of public services, as well as the regulation of the legal activity of
the State Administration and the determination of the powers and duties of
the State towards its inhabitants. In Chile, this area of law is regulated mainly
by the Constitution, special laws and their regulations.

Private Law: This includes the set of legal principles and norms that regulate,
among other matters, the general requirements of legal acts and obligations,
private property, and the regime of property in terms of its ownership, use,
possession, and usufruct. Within private law, we can also include commercial
law, which is that area of law whose purpose is to regulate the relationships
that arise from the performance of commercial acts, as well as to prescribe and
apply to those who perform them (the merchants) the rules governing their
capacity, rights, and obligations. Among the most important norms that
regulate this branch are the Civil Code and the Commercial Code, which are
constantly modified or complemented through the reform of said codes or
special laws.

Procedure Law: It regulates the organization, attributions, and operation of the
courts of justice, and the most or least solemn form in which they propose to
discuss and resolve the issues, which according to the law are subject to their
knowledge. Procedural law in Chile can be subclassified into: (i) civil
procedural law, which is mainly regulated by the Code of Civil Procedure, and
(ii) criminal procedural law, regulated by the Code of Criminal Procedure and
procedural law regulated by special laws such as labor procedural law.

As Chile follows the civil law system, the rulings of the courts of justice,
including the superior courts (Court of Appeals and Supreme Court) do not
constitute precedent and are not binding for third parties outside the trial.
However, the jurisprudence of the Courts of Appeals and Supreme Court may
be considered to resolve a similar conflict.
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CORPORATE STRUCTURES

Stock Company (“Sociedad por Acciones”)

In Chile, the most common type of company is a Stock
Company (“SpA”). SpAs are considered the simplest of
all types of companies in Chile, and largely used for
StartUp businesses. The flexibility is offered by its
structure, including its administration, number of
shareholders, segmentation of activities, entry of new
shareholders, capital increase, etc. As so its
requirements:

e It only requires a minimum of one shareholder
(individual or legal identity, Chilean or foreigner,
resident or not) for its incorporation.

e The shareholders' liability is limited to the amount
of their contribution in the shares.

¢ The articles of incorporation must be signed by all
Shareholders, before a Public Notary, or by private
deed, in which case the signatures must be
authorized by a Public Notary.

¢ An excerpt of the Articles of Association must be
recorded in the Registry of Commerce and
published in the Official Gazette.

e The capital is divided into shares.

Limited Liability Company (“Sociedad de
Responsabilidad Limitada”)

Besides the SpAs, one of the most commoun forms of
partnership are the Limited Liability Company (“SRL").
The liability of the members of an SLR is limited to the
amount of their contributions or the higher amount
established in the bylwas. Equity rights can only be
transferred with the unanimous approval of the
partners. As so its requirements:
e The Articles of Assosiation must be granted by
public deed before a Public Notary.
¢ It requires two or more partners.
e An exceprt of the public deed of the Articles
Association must be recorded at the Registry of
Commerce and published in the Official Gazzette.
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ADVANTAGES

e Structural flexibility.

e Because of its flexibility and ease of
incorporation SpAs are considered the simplest
of all types of companies in Chile.

¢ Ease to amend the Company, either to increase
or decrease its capital, change its corporate
purpose, etc. This usually caried out by a General
Shareholders Meetings, minutes of which are
reduced to public deed.

o Fast Registration Process.

e There is no obligation of a minimum capital.

DISADVANTAGES

e By not having the obligations of formalities in
the administration (unlike in a Corporation),
there is some risk of controversy amongst the
shareholders relating to the management of the
company.

ADVANTAGES

e The partners of a SRL have limited liability to the
contributed capital, protecting their personal
assets.

¢ Management Flexibility. The SRLs may be
managed by and individuals or Companies.

¢ There is no obligation of a minimum capital

DISADVANTAGES

o The SRL have a limit on the number of partners
(50).

e Lower Financing Capacity, as they cannot issue
shares, SRLs may face limitation in obtaining
external financing.

¢ Any change to the bylaws must be unanimously
agreed upon by the partners, which may result
in immovability if there is no agreement.
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It is a type of business entity characterized by having a capital divided into shares, and the liability of the
shareholders is limited to the capital contributed. In other words, the shareholders are not personally liable for
the debts of the corporation beyond the amount invested in the purchase of shares. The requirements of its
incoporation are:

¢ The Articles of Assosiation must be granted by public deed before a Public Notary.

¢ An except of the public deed must be registerd in the Registry of Commerce and published in the Official

Gazzette.
e It requires at least two or more shareholders.

¢ Limited liability. The shareholders have limited e It requires two or more shareholders for its
liability, meaning their responsibility is limited incorporation.
to the amount of their investment in shares. « Lack of flexibility in terms of management, since

« Ease of share transfer. The shares of an S.A. are they must be managed by a board of directors
essentially transferable, representing for the and holding at least one annual shareholders'
shareholder the right to participate in the funds. meeting.

e Access to Financing: S.A.'s have greater access to
financing due to their ability to issue shares.

e There is no obligation of a minimum capital

Since 2013, the One-Day Business Registration (“Sistema de Empresa en un Dia”) has been in effect. This is a
governmental platform designed to facilitate the creation of companies in a quick and simple manner,
coordinating different governmental entities to facilitate the incorporation of companies. The three types of
companies mentioned above can also be incorporated in this platform, aside of the traditional notarial
registries. Although it is a very quick system to establish a company, since it is not assisted by an attorney nor
registered by a Notary Public, legal issues are nhot uncommon when companies start operating using the
platform, especially with the powers structures and bylaws approval by banks and other financial institutions.

Law No. 20,848 of 2016 is the main regulatory body
governing foreign direct investment in Chile (the
"Foreign Investment Law") and which provides
several benefits for investments in the country that
complies with the requirements set forth in it. In
addition to the benefits established by the Foreign
Investment Law, Chile has signed a series of
agreements, treaties and conventions that grant
additional benefits to foreign investors, such as
Double Taxation Avoidance Agreements, Free Trade
Agreements, among others.

In general terms, prior authorization is not required
for foreign direct investment in Chile, except in the
specific case of certain strategic sectors.

Investments contemplated in Chapter XIV of the
Summary of Foreign Exchange Regulations of the
Central Bank of Chile do not require further
authorization and are only reported to the Central
Bank. Thus, transfers of foreign capital entering the
country in the context of credit operations,
deposits, investments or capital contributions, the
amount of which exceeds USD 10,000 or its
equivalent in other currencies, must be made
through the formal exchange market and reported
by such entities to the Central Bank of Chile.

There are certain formal obligations that foreign
investors must comply with in order to invest in
Chile, relating to obtaining a tax identification
number (“RUT”) before the Chilean tax authority
and appointing a local representative before the
same authority.
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What is protectable? Any sigh which is able to distinguish goods or services on the market can be registered
as a trademark. Thus, our system admits protection for both traditional and non-traditional trademarks.

Where to apply? The process of registering a trademark in Chile consists of three fundamental stages. First,
the application is submitted, which can be filed via . The application can also be submitted
in person at our TMO. Next, a formal examination is conducted to verify compliance with legal and regulatory
requirements. Once this examination is approved, the application is published in the Official Gazette, allowing
third parties to oppose if they believe there is a ground for refusal. The opposition term is of 30 business days
and no extension of this term is allowed. Once the opposition term is closed, the substantive examination is
performed. Finally, after passing the substantive examination, the National Director of our Trademark Office
(INAPI) issues the administrative resolution that accepts or denies the trademark registration. In case of
rejection, there is the possibility to appeal to the Industrial Property Court.

Duration of protection? The trademark registration remains valid for a ten-years-period. Therefore, the
renewal period is of 10 years.

Cost? Registering new trademarks in Chile involves fees of 3 Monthly Tax Units[1] (UTM) per requested class.
These fees are split into two stages: an initial payment together with the filing of the application and a final
payment once the application is accepted to registration. The initial payment is of 1 UTM[2], and the final
payment amounts to 2 UTM[3]. If the trademark is rejected, the initial payment is non-refundable.

[1] Approximate amount: USD 198. [2] Approximate amount: USD 66. [3] Approximate amount: USD 132.

What is protectable? A patent of invention is granted when an invention is novel, involves an inventive step
and is capable of industrial application. The novelty requires that the solution provided by the invention must
be new to the world’s body of technical knowledge. The inventive step requires that the invention is not
obvious to a person of ordinary skill in the relevant area. Industrial applicability is satisfied when the invention
can be manufactured or incorporated into practice in the respective industry.

Where to apply? -First, the application is submitted, which can be filed via . The application
can also be submitted in person at our TMO. Then follows with a preliminary exam, publication of the
application at the Official Gazette, the payment of the expert fee, appointment of the expert, issuance of the
expert report, report of the examiner and then the final resolution in the first instance. The application must
include the complete particulars of the applicant, the complete particulars of the inventor and its
representative (if any), the title of the invention, the priority right details if it is claimed, an affidavit of novelty,
property and utility of the invention, and the signature of the applicant and its representative (if any).

The application must be submitted together with the claims, a complete description of the invention with a
drawing and proof of payment of the government application fee. If the application has more than 80 pages,
an extra fee must be paid.

Duration of protection? The protection granted by a patent is territorial and temporary. The protection is valid
for a period of twenty (20) years for a patent of invention.

Cost? The filing fee is 1 UTM[4]. There is also a charge for each additional page exceeding 80 pages,
corresponding to 1 UTM[5] for each 20 pages or fraction thereof. In addition, there is a relatively low fee for the
publication of the patent and a fee for the expert opinion, the latter corresponding to 697.000[6] Chilean
pesos at the date of issue of this report. After acceptance for registration, an amount of 3 UTM[7] must be paid,
which operates for the first period of validity -corresponding to 10 years. Once the first decade has elapsed, an
amount of 4 UTM[8] must be paid to ensure the second period of validity of another 10 years.

[4] Approximate amount: USD 66. [5] Approximate amount: USD 66.
[6] Approximate amount: USD 718. [7] Approximate amount: USD 198. [8] Approximate amount: USD 256.


https://tramites.inapi.cl/Trademark/TrademarkApplication/IndexTrademark
https://tramites.inapi.cl/Patent/PatentApplication/IndexUtilityModelOrPatent
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What is protectable? A utility model protects inventions, but with less creative value or less radical innovation
than a patent. Under utility models, commonly, are protected apply to inventions with less technical
complexity, for which reason they are also known as “petty patents”, as the requirement of inventive level does
not apply to them. Utility Models can only be products, processes cannot be protected under this category.

Where to apply? See comments on patent applications above.

Duration of protection? In contrast to patents, the term of protection is only 10 years. The protection is not
renewable.

Cost? The filing fee is 1 UTM[1]. The additional charge for each additional page over 80 pages also applies to
this matter, however, it is unlikely that an utility model application exceeds such extension. In addition, there
is a relatively low fee for the publication of the patent and a fee for the expert opinion, the latter
corresponding to 532.000[2] Chilean pesos at the date of issue of this report. After acceptance for registration,
an amount of 1 UTM[3] must be paid, which operates for the first period of validity -corresponding to 5 years-.
Once the first decade has elapsed, an amount of 2 UTM[4] must be paid to ensure the second period of
validity, of another 5 years.

[1] Approximate amount: USD 66. [2] Approximate amount: USD 548.
[3] Approximate amount: USD 66. [4] Approximate amount: USD 132.

What is protectable? This category includes industrial designs and industrial drawings. The difference
between an industrial designh and an industrial drawing is that the latter is two-dimensional, while designs are
three-dimensional.

An industrial design (ID) refers to any three-dimensional form, colored or not, and any industrial or craft
product that serves as a pattern for the manufacture of others like it and is distinguished from similar products
either by its form, geometrical shape or decoration, or a combination of these, insofar as those characteristics
give it a special appearance perceptible to the eye in such a way that a new character result.

An industrial drawing (IDr) refers to all arrangements, collections or combinations of figures, lines or colors
developed on a plan or diagram for incorporation in an industrial product for the purpose of decoration and to
give said product a new appearance. IDr is two dimensional.

ID and IDr are required to be novel, without prejudice the others common requirements applicable to all
industrial property rights. ID and IDr are considered novel if no identical or similar design has been made
public before the filing date of the design’s application.

Where to apply? Regarding the ID and IDr, the registration system consists of depositing the design in the
INAPI. It can also be filed via . It is the mere deposit of an application, which is submitted
only to a formal examination (there is no substantive examination).

Duration of protection? The term of protection is 15 years. The protection is not renewable.

Cost? The filing fee is 1 UTM[1]. The additional charge for each additional page over 80 pages also applies to
this matter, however, it is unlikely that an industrial design or industrial drawing application exceeds such
extension. In addition, there is a relatively low fee for the publication of the patent and a fee for the expert
opinion, the latter corresponding to 444.000[2] Chilean pesos at the date of issue of this report. After
acceptance for registration, an amount of 1 UTM[3] must be paid, which operates for the first period of validity
-corresponding to 5 years-. Once the first decade has elapsed, an amount of 4 UTM[4] must be paid to ensure
the second period of validity, of another 10 years.

[1] Approximate amount: USD 66. [2] Approximate amount: USD 457.
[3]1 Approximate amount: USD 66. [4] Approximate amount: USD 265.


https://tramites.inapi.cl/Patent/PatentApplication/IndexDesignOrIndustrialDrawing
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What is protectable? Copyright protects in Chile all
intellectual works that are creations of literary,
artistic, and scientific works, whatever their form of
expression is. Only concrete expressions are
protectable and not ideas. Copyright protection
includes artistic, literary, and scientific expressions,
text, music, works of art, such as paintings and
sculptures, videogames, magazines, films, as well as
technological works, for example, computer
programs and electronic databases.

There are two types of rights granted by our
copyright system:

e “patrimonial rights”, which provide to the holder
the right to obtain financial return from the use
and exploitation of the work and

e “moral rights”, which emphasize the existing
personal link between the author and the work.

According to our local law, “patrimonial rights” can
be transferred to third parties. “Moral rights” cannot
be transferred to third parties.

Where to apply? Registration is not mandatory. If
the work is original, it will be afforded copyright
protection regardless the registration. The Chilean
Copyright Law protects the rights of the author by
the mere fact of the creation of the work.

National and foreign authors can register their
work. The institution in charge of the registry is the
Department of Intellectual Property Rights.

Although it is not required to register copyright
material, copyright registration is recommendable
as a way to evidence authorship.

Duration of protection? The protection granted by
the Chilean Copyright Law lasts for the life of the
author and is extended up to 70 years from the
date of his death.
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What is protectable? Any creator of a new plant
variety, whether in Chile or abroad, wishing to
protect it in Chile can enter it into the Register of
Protected Varieties. Current legislation recognizes
the right that the creator has over the variety
created, granting the exclusivity to propagate and
commercialize the seed or plant of the protected
variety throughout the duration of the protection.

According to PVP Law, plant variety consists in a
set of plants of a single botanical taxon, that is, the
distinctive element, of the lowest known rank that,
regardless of whether it fully meets the conditions
of the granting of a breeder’s right, can:

e Be defined by the expression of the
characteristics resulting from a certain
genotype or from a certain combination of
genotypes.

* Be distinguished from any other group of plants
by the expression of at least one of said
characters.

* Be considered as a unit, considering its ability to
spread without alteration.

To be subject of protection, the plant variety must
be new, distinct, homogeneous, and stable:

e New: a plant variety that has not been
commercialized in Chile; those that has been
commercialized without the consent of the
breeder; those that has been commercialized in
Chile with the consent of the breeder for not
more than a year prior to the date of the
application for protection; and those that has
been commercialized in other jurisdiction with
the consent of the breeder for the following
period of time prior to the date of the filing
application: not more than 6 year for protection
for forest trees, fruit trees and ornamental trees,
and for not more than four years for other
species.

e Distinct: a plant variety that can be
distinguished by one or more important
characteristics from any other variety with a
well-known character at the time of requesting
the protection.

¢ Homogeneous: a plant variety that is uniform
enough in its relevant characteristics.

e Stable: a plant variety which essential
characteristics remain unaltered after
successive reproductions or multiplication, or
after the final of the cycle defined by the
breeder for reproductions or multiplication
purposes.
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Where to apply? To protect a new plant variety, an application must be submitted before the Department of
Seeds of the SAG, depending on the Agriculture Ministry. This application should include background
information and documents proving that the variety meets protection requirements. Additionally, a
representative sample of the plant variety must be provided, and the applicant commits to maintaining
control specimens during the registration’s validity period.

Each plant variety requires a unique denomination that serves as its generic name. This name must differ from
existing varieties of the same or similar botanical species. It cannot consist solely of numbers and should
accurately represent the variety’s characteristics.

Accepted applications are published in the Official Gazette, initiating a 60 business days term for potential
oppositions. If opposition arises, the applicant has additional time to respond, especially if parties are in
different jurisdictions. This process safeguards breeder rights and encourages plant variety development in
Chile.

If no opposition is filed or if it is resolved in favor of the applicant, the Qualifying Committee will issue orders
for inspections, tests, and trials related to the plant variety.

Upon determining that the variety meets legal requirements, the Qualifying Committee instructs the
Department to register the variety in the Registry of Protected Varieties and grants the corresponding title.
This is done upon payment of the required fee.

Duration of protection? The protection of the plant variety shall be effective for a period of fifteen (15) years
counted from the date of grant of the breeder’s protection, except for vines and trees, for which the term shall
be eighteen (18) years.

The breeder’s right will remain in force as long as the breeder pays the fees and costs for the registration and
validity of the right, in the opportunity indicated by regulations.

Cost? The cost of protecting a plant
variety in Chile is divided into two

parts:  registration and  annual Type of DHE (distinction,

maintenance. homogeneity and RATE (UTM - approximate value in USD /
stability) test according variety)

The registration fee is paid only once, to location

at the time of application and it has a
cost of 6.9 UTM[11] per variety.
Subsequently, Distinctness,

Homogeneity, and Stability Tests (DHS) Execution of DHE test at Base test (2 years) | 11 UTM/ $731 USD
are conducted on plant samples to SAG facilities Additional Year | 5,5 UTM/ $365 USD
verify compliance with physical

requirements. These tests span the

first 2 years, with additional costs for Execution of DHE test in

subsel-:n)quegt yearli. Th?:pfc'?c values the interested party's Base test (2 years) | 23,5 UTM/ $1,562 USD
vary based on where the tests occur facilities for fruit and Additional Year | 11,75 UTM/ $781 USD

(either at the Agricultural and
Livestock Service or the applicant’s
facilities) and the plant species (fruit,
forestry, or others)[2 Tablel.

The annual maintenance fee is payable Execution of DHE test in

from the date of definitive registration the interested party's Base test (2 years) | 23,5 UTM/ $1,562 USD

of the variety and is charged every facilities for fruit and Additional Year | 11,75 UTM/ $781 USD
year, corresponding to 3.1 UTMI[3] per forestry species

variety to keep the registration active.

forestry species.

[1] Approximate amount: USD 617.
[3] Approximate amount: USD 199.
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What is protected? Trade secrets include all knowledge of products or industrial procedures that, by being
kept secret, gives to their possessor a competitive advantage, enhancement, or breakthrough.

The knowledge that may be subject of protection is usually defined in broad terms including supplier lists,
client lists, distributor lists, marketing strategies, consumers’ profiles, manufacturing processes, among others.

Chilean law does not establish any specific requirements for the protection of trade secrets. Therefore, article
39.2 of the TRIPS Agreement should be attended: (a) the information must be secret; (b) the information must
be valuable; and (c) the holder must take reasonable precautions to keep the information secret.

The illegitimate acquisition of a trade secret, its disclosure or exploitation without authorization from the
holder and its disclosure or exploitation of trade secrets to which there has been legitimate access but under a
confidentiality obligation, shall constitute a violation of the trade secret, provided its violation was intended to
obtain advantage for one’s own benefit or that of a third party or to injure its holder.

The violation of trade secrets is considered an unfair competition behavior. Moreover, in addition to the
corresponding criminal liability, the IPL grants civil actions in case of violation.

Duration of protection? As long as appropriate measures are in place and information has a commercial
value, trade secret protection applies without a specific term.

In Chile data privacy is regulated by Privacy Protection Law N° 19.628 (1999) which among other matters

regulates the following:

¢ Legal basis for processing of personal data: Both the law and data subjects’ explicit consent are the main
legal basis for data processing. This regulation also sates several exceptions regarding consent, such as, the
processing of personal data collected from sources accessible to the public.

o Data subjects’ rights: information, cancellation, opposition or blocking and rectification rights. The data
controller has a term of two working days to respond to these types of requests by the personal data
titleholder.

o Authority: currently there is no specific authority specialized in data privacy. Claims must be filed before
civil courts.

e Penalties: current fines are limited to 50 UTM (each “monthly tax unit” is equivalent to app. US$70) and
data subjects may file claims demanding compensation for pecuniary and moral damages caused by the
improper data processing, notwithstanding the request delete, modify, or block the data as ordered by the
corresponding civil court.

In 2018, data privacy was incorporated as a fundamental right in the Chilean Constitution. Therefore,
constitutional actions are currently available for Data Privacy-related arbitrary acts or illegal privacy rights
affectation.

On December 24, 2021, the so-called Pro-Consumer Law (Law 21.398) was published, which amends Law 19.
496 on Consumer Protection, incorporating among its provisions Article 15 bis, which gives supervisory powers
to the National Consumer Service (SERNAC) regarding the personal data of consumers in a consumer
relationship, according to the following text: "Articles 2 bis, 58 and 58 bis of the consumer protection law shall
be applicable to the personal data of consumers, within the framework of consumer relationships, unless the
powers contained in those articles are within the scope of legal powers of another body".

Article 2 bis of the consumer protection law contemplates class actions and diffuse interests. Articles 58 and
58 bis of the same law provide for the supervisory powers of SERNAC. Therefore, in the case of personal data in
the context of a consumer relationship, SERNAC may supervise compliance with Law 19.628 and may exercise
collective actions for diffuse interests.

Moreover, there is a Bill of Law that increases the regulatory standard of the current law approaching the
European GDPR, incorporating a personal data authority. Is expected to be approved during 2024 and
considers the enforcement of a new Chilean Data Privacy Agency, higher penalties depending on the
infringers’ profits and two years of transition for local entities to adapt to the new standards.
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There is no specific national regulatory regime for Al in Chile, yet.

However, the Ministry of Science in December 2021 published a National Artificial Intelligence Policy, which
contains the strategic guidelines to be followed by our country in the next ten years with the aim of
empowering people in the use and development of artificial intelligence (Al) tools and to participate in the
debate on their legal, ethical, social and economic consequences. Since Chat GPT launch, the government has
been working to adjust this policy regarding risk related to generative Al and particularly with a focus in
consumers.

Moreover, there is a bill (Bill 15869-19) currently being discussed in the Chilean Congress that regulates
artificial intelligence systems, robotics, and related technologies, in their different fields of application. The
Bill of Law aims to establish a legal framework regarding the development, commercialization, distribution,
and use of artificial intelligence systems, ensuring the protection of fundamental rights guaranteed by the
State.

The main requirement for foreign entities to be able to hire personnel in Chile is that they must be domiciled
in Chile in order to allow the government entity that oversee the correct application of labor regulations to
supervise them. The government entity who is responsible for this supervision and also interpreting and
applying labour law is the Labour Directorate (Direccién del Trabajo), which has regional bodies all over the
country, called Labour Inspectorates (Inspecciones del Trabajo).

Regarding the hire of employees, all companies need to know that the employment contract must be in
writing. Under Article 10 of the Labour Code, there are several essential elements which must be included in
every contract. These include the name and nationality of all parties, and the employee’s address and e-mail,
date of birth, duties, place of work, work hours, remuneration and starting date. The employer must put the
contract in writing within 15 days of the worker’s hiring date or within five days if the job involves a specific
project or service or if the contract will last for less than 30 days. Failure to do so may result in a fine payable to
the Public Treasury.

All workers have the right to receive remuneration that may be fixed, variable or mixed. In the case of fixed
remuneration, the base salary cannot be less than the Minimum Monthly Income determined by Law on an
annual basis. Additionally, provided a company has profits, Chilean Law establishes a mandatory annual profit-
sharing bonus (Gratificacién Legal). The general rule is that the employer must distribute 30% of its profits to
its employees, prorated to the remunerations of the employees during the respective year. However, there is an
alternative way of complying with this obligation, by means of paying the workers 25% of their remuneration,
with a cap of 4.75 minimum monthly income. Most companies opt for the alternative system.

The components of the Socia Security System in Chile are:

e Pension System: for the purposes of financing old age, disability and survival pension, a percentage of each
employee’s remuneration must be withheld, declared and paid by the employer to the employee’s Pension
Fund Administrator (AFP).

e Health insurance: employees must contribute 7% of their monthly remuneration, in the same way that the
pension is withheld form the employee’s remuneration.

¢ Unemployment insurance: This insurance is a system based on creating individual savings accounts to
cover the risk of unemployment. It has three-way financing: by the employees, employers and the State.
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Law 19,039 stipulates that the right to apply for the registration of, and property rights pertaining to, the
inventive or creative product of works performed under labour and service contracts, belongs exclusively to
the employer or the person who ordered the service, except when expressly stated otherwise.

This also applies to software, which in Chile is protected under the Copyright Statute Law 17,336.

An employee who, according to his or her labour contract is not obliged to perform an inventive or creative
function, is entitled to apply for this type of registration, and all industrial property rights arising from any
inventions belong exclusively to the employee. However, if in order to accomplish the invention, the employee
evidently benefited from knowledge acquired at the company, using means provided by the company, the
aforementioned rights will belong to the employer and the employer must give the employee additional
retribution to be mutually agreed upon. The above also applies to a person who makes an invention by
exceeding the task required of him.

Chapter Il of Law 17,336 deals particularly with software intellectual property rights created in the context of a
labour relationship. Specifically, this law stipulates that the intellectual property rights of software created by
employees while performing their labour tasks belong to the employer, except when expressly stated
otherwise.

Dismissal is treated on a case-by-case basis, even in cases where many employees are dismissed at the same
time. Chilean Law has no special rules in the case of mass dismissal.

An employer may validly dismiss an employee because of “company needs” (redundancy dismissal). Article 161
of the Labour Code authorises the employer to terminate the work contract on “company, establishment or
service needs” grounds, such as those resulting from streamlining or modernisation, drops in productivity, or
changes in market or economic conditions which make it necessary to dismiss one or more employees.
Executives with management authority - with at least general powers of administration - may be dismissed by
means of a notice (Desahucio), without justification. Also, this applies to employees of exclusive trust that arise
from the nature of the hired services.

In this case, the employee is entitled to a severance for years of service which amounts to one month’s worth
of remuneration per year of service with a cap of 90 UF per year and a cap of 11 yeatrs.

Should an employee challenge such decision in court, and a labour court find that a dismissal for “company
needs” was not justified, the company will be required to pay an additional 30% over the years of service
compensation.

Furthermore, the contract can end by mutual agreement, resignation, death of the employee, expiry of the
period agreed in the contract, completion of the work or service which gave rise to the contract, or due to
force majeure. It can also end on several grounds that relate ultimately to faults by the employee. In all of the
above cases the employee will have no right to compensation.

However, if an employee challenge one of these grounds of dismissal “by fault of the employee” before the
Labour Courts and is successful, severance for years of service must be paid with an 80% surcharge to the
employee. If the dismissal was based on grounds that do not entail “fault of the employee” (e.g. expiry of the
period agreed in the contract or completion of the work or services which gave rise to the contract or force
majeure) and is declared unjustified, the employer will have to pay the severance of years of service with a
50% surcharge for any of the other reasons mentioned above.

The law provides that the employer, in the case of dismissal because of “company needs” or Desahucio, must
give the employee a 30-day advance termination notice. If the employer does not wish to give such notice, it
must make a payment, in lieu of notice, equal to the last monthly salary, with a 90 UF cap.
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Chilean Law contains the following established administrative procedure for putting an end to an
employment contract:

e The employer must give the dismissal notice and reasons in writing, delivered either personally or by
means of a letter sent by registered mail. This notice must be sent within three days of the employee’s
dismissal date. At the date of dismissal, all social security payments must have been made (with certain
minor exceptions). If the company owes any social security payments in relation to the employee, the
dismissal can be validated by paying the amounts due plus the wages and the social security obligations
accrued up to the date that the debt is paid.

¢ In order for the dismissal to be valid, the company must attach to the letter either a certificate from the
relevant social security institutions stating that the employer is up to date on social security payments in
relation to the employee, or a copy of all the relevant social security payment receipts.

¢ In addition, the company must advise the corresponding labour authority in writing about the employee’s
dismissal.

¢ Finally, the employer must provide the employee with a release document (Finiquito) stating the reason for
terminating the employment contract, the amounts paid upon severance and a statement indicating that
the employer has no further monetary obligations towards the employee with respect to the employment
relationship.

For the release document to be valid for the employer, the employee must ratify it with his or her signature
before an authorized witness (a notary public, a Labour Inspectorate Inspector, the labour union president,
etc.). This is usually done before a notary public.

Dismissal does not require prior approval from any government agency.

In Chile, Consumer Law (Law 19,496), regulates
relations between suppliers and consumers,
states infringements, sanctions and creates a
consumer body called SERNAC (National

Yes. Terms of services become enforceable only, if
consumers have given explicit and inform consent,
and must be in compliance with the Chilean
Consumer Protection Law. Particularly the
consumer service) its mission is to educate, following clauses are held invalid (if written they
inform, supervise, dictate rules (only applicable will not produce any effect):

to its officials), protect Chilean consumers, and e Grant the provider the power to cancel or

encourage citizen participation through Law
19.496. This authority is also responsible for
mediating in consumer disputes between
companies and consumers.

The following is a summary of the main
provisions of this law:

o Establishes consumer’s rights and duties.

o Existence of consumer associations that
watch over the interests of consumers.

¢ Obligations of suppliers.

e Abusive clauses in adhesion contracts.

e Complaints may be filed before the
corresponding local police court.

e SERNAC and consumer associations may file
class actions when there are more than 50
consumers affected by law infringement.

e Failure to comply with the law results in
fines ranging from 50 to 2,250 Monthly Tax
Units.

modify the contract at its sole discretion or to
unilaterally suspend its performance.

Unilateral price increases for services,
accessories, financing, or surcharges, unless
such increases correspond to additional
services that may be accepted or rejected in
each case and are specifically stated separately.
Charge the consumer for the effects of
deficiencies, omissions, or administrative errors,
when they are not attributable to the
consumer.

Reverse the burden of proof to the detriment of
the consumer.

Contain absolute limitations of liability, that
may deprive the consumer of his right for
compensation for the product or service
deficiencies.

Include blank spaces.

Contrary to good faith.

Among others regulated for specific services,
such as, financial services.

For additional information or assistance in Chile, please contact ITechLaw’s member partner:
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LEGAL FOUNDATIONS

Colombia is organized as a unitary republic, decentralized and with autonomy
of its territorial entities. Although it is divided into 32 territorial entities called
departments, there is only one legislative body, which is responsible for issuing
rules that apply throughout the territory.

Colombia follows the civil law system. It relies on a codified system of written
law which regulates different areas, such as civilL, commercial, criminal,
procedural, labor law, among others.

The main codifications are the followings:

Colombian Civil Law is responsible for regulating the rights and obligations
of individuals, which includes regulating the personal and property
relationships that arise between them. The main source of law in this
matter is the Colombian Civil Code (Law 57 of 1887).

Colombian commercial law regulates commercial acts, the rights and
obligations of merchants, the commercial registry, the commercial
authorities, among other related matters. The main source of law is the
Commercial Code (Decree 410 of 1971). In corporate matters, the regulations
issued by the Superintendence of Corporations have also an important role.
Criminal Law is codified through two major codes: the Criminal Code and
the Code of Criminal Procedure. In the first one (Law 599 of 2000), all the
behaviors contrary to law are collected, as well as the sanctions established
for them. The second code (Law 906 of 2004) regulates the rules and
principles that guide the criminalprocess.

Colombian procedural law regulates the procedural activity in civil,
commercial, family and agrarian matters. The main norm in this matter is
the General Code of Procedure.

Colombian labor law regulates the relationship between employers and
workers and is codified in the substantive labor code.

Jurisdictions: A recent amendment to the Colombian Constitution,
Legislative Act No. 03 of 2023, recently created the Agrarian jurisdiction, the
sixth jurisdiction. The other jurisdictions are the civil or ordinary, the labor,
the constitutional, the administrative and the administrative contentious,
and the special jurisdiction for Peace. The new jurisdiction is related to
disputes about land and related agrarian conflicts.
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Owning interests or having investments in Colombia does not create the obligation to be legally established in
the country. However, if the investor intends to conduct permanent activities in Colombia, they will be required
to establish a local branch or Colombian company. The Colombian Commerce Code provides for a number of
corporate forms, ranging from partnerships to stock corporations. The principal corporate structures are the

following:

These companies, known as Sociedades de
Responsabilidad Limitada in Spanish, are identified
with the abbreviation “Ltda.”, which must be included
in the corporate name. The partners’ liability is limited
to the amount of their respective capital contributions,
except for labor and tax liabilities. Partners will be held
responsible in a subsidiary manner, albeit jointly, with
the company for such liabilities A minimum of 2
partners and a maximum of 25 are required for its
incorporation. There is no minimum capital
requirement, but it must be paid in full at the time of
incorporation.

It must be incorporated by means of a public deed, or
private document for small companies, and then be
registered in the commercial registry of the Chamber
of Commerce. Likewise, the corporate purpose must
be determined, which means that it can only carry out
those activities established in the bylaws.

In Stock Corporations, known as Sociedades Anénimas,
shareholders’ liability is limited to the face value of
their stockholdings. While Stock Corporations may
negotiate their shares on local capital markets, the
bylaws may establish preemptive rights for the
subscription or negotiation of shares issued by the
corporation. Preemptive rights for the negotiation of
shares will be deemed suspended if the company’s
shares are negotiated in any stock exchange.

Stock Corporations may be formed by at least 5
shareholders, there is no minimum capital
requirement, unless the purpose of the company is to
engage in financial activities.

Its incorporation is made by means of a public deed
(unless its assets are less than 500 minimum wages, or
it has a maximum of 10 employees) and must be
registered in the commercial registry at the chamber of
commerce of the place where it was incorporated.

¢ Itis not mandatory to have a board of directors
¢ Only two partners are required for
incorporation.

¢ Quotas are not freely negotiable since any
transfer requires a public deed and
registration.

o There is no limitation of full liability since
partners are jointly and severally liable when
the company’s resources are insufficient to
satisfy the payment of tax and labor debts.
Unlimited liability; this applies to all partners
in an OG and only to the general partners in a
KG.

A term of duration of the company and a specific
corporate purpose must be established.

Corporations are required to have: a board of
directors, a legal representative, and a statutory
auditor.

e Limitation of shareholder liability.
e Shares are freely tradable.

¢ A minimum of 5 shareholders is required for its
incorporation, as well as a board of directors
and statutory auditor.

¢ A term of duration of the company and a
specific corporate purpose must be established.
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CORPORATE STRUCTURES, CONT'D

Simplified stock company ADVANTAGES
Known as Sociedades por Acciones Simplificadas, or * Can be incorporated with a single shareholder.

“SAS”, this type of corporation is known for being the * No public deed is required to incorporate this

most flexible type of vehicle, allowing shareholders to type of company.

freely agree on the terms of the company’s bylaws. » Shareholders are only liable up to the amount
The liability of shareholders is limited to the amount of their contributions.

of their capital contribution and the corporate veil is « It is not necessary to establish a term of
especially protected. This is currently the most duration of the company and the corporate

popular type of Corporation in Colombia. purpose should not be determined.

. . . . o Is the most flexible corporate structure. No
Only one shareholder is required for incorporation P

and there is no maximum number of shareholders
that may participate. It can be incorporated by means

minimum share capital.
¢ No formal requirements for the establishment.

of a private document or through a public deed, « No obligation to disclose the articles of
which must be registered in the commercial registry association.

of the chamber of commerce of the company's

domicile.

DISADVANTAGES
There is no minimum capital requirement and

shareholders have no personal liability. e The shares cannot be registered in the Registro
Nacional de valores y Emisores or traded on the

The corporate purpose may be undetermined. stock exchange.

Although there must be a legal representative, it is up

to the shareholders to decide whether or not to have

a board of directors.

Branch Offices of Foreign Companies

Foreign entities conducting permanent activities within Colombian territory, who do not wish to incorporate a
Colombian company, may incorporate a branch office in Colombia. Branch offices are considered as
commercial establishment of the parent company and not as an independent legal person.

The parent company is directly liable for all liabilities incurred in connection with activities undertaken by the
Branch Office in Colombia.

To open a branch, a public deed needs to be executed before a public notary with the following information:
(i) the by-laws of the parent company, (ii) a copy of the decision issued by the parent company to open a
branch in Colombia, and (iii) evidence that the directors have the authority to represent the company. The
deed must then be registered before the local Chamber of Commerce.

Once the branch is established, all the assighed capital must be paid. Additional contributions may be made
through supplementary investment to the assigned capital, which does not require any formality other than
registration as foreign investment with the Central Bank.
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ENTERING THE COUNTRY

The cornerstone of foreign investment regulations in Colombia is the principle that foreign investors will
receive the same treatmentas national investors(and vice-versa).

Foreign investment is generally permitted in all economic sectors except for (i) national defense, and (ii) the
processing or disposal of hazardous waste not produced in Colombia. There are also limitations applicable to
the oil and gas, financial, public television, private security and surveillance sectors.

There are 2 types of foreigh investment: foreign direct investment and portfolio foreign investment.

Foreign direct investment is defined as: (i) equity contributions made to the capital of local companies or
branches with non-Colombian head offices, (ii) the acquisition of real estate by foreign investors, or (iii) the
investment in private equity funds. Foreign direct investment may be made via currency and/or assets.

Portfolio foreign investment is investment made through local capital markets, which must be made through
specially designated managers who hold portfolio foreign investment funds composed of investments made by
individuals or legal persons. Permitted portfolio investment managers are stock brokerage entities, trust
companies and any investment management company regulated by the CFS.

With very few exceptions, direct foreign investment is automatically registered with the Central Bank (Banco de
la Republica) when the corresponding foreign exchange form is filed with a local bank or financial entity.

Registration of foreign investment grants the investor a legal right to remit proceeds and other returns (i.e.,
dividends) from the investment outside of Colombia.

Additional rights include the reinvestment of all proceeds, if desired by the investor. o capitalization of
investment proceeds, the remittance of investment sale proceeds or remaining funds after the local company is
wound up or liquidated.

Generally, there are no limits to the percentages of foreign investment. However, there are exceptions to this
rule, such as investment in television services, where it may not exceed 40% of the total capital stock of the
service concessionaire.
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INTELLECTUAL PROPERTY

Intellectual property rights are divided into two main categories: (i) Industrial Property right (IP) and (ii)
copyrights.

Intellectual Property protection grant their owner the exclusive right to use industrial property rights, such as
distinctive signs and new creations. Regulations for industrial property rights are unified for all Andean
Community Countries (Bolivia, Colombia, Ecuador and Peru).

Distinctive signs

Protection over a distinctive sign is obtained, generally, by means of its registration before the national
regulator: in Colombia, the Superintendence of Industry and Commerce (SIC). The registration of a distinctive
sign grants its owner an exclusive right of use and the ability to prevent others from using and/or registering
similar or identical signs which cover identical or related goods or services. The most common types of
distinctive signs that can be legally protected in Colombia are:

Trademarks

What is protectable? Trademarks are signs that are capable of distinguishing goods and services of one
manufacturer from those of another. In Colombia they are classified according to the Nice International
Classification of Goods and Services which has 45 classes, and it is possible to apply for the registration of multi-
class applications.

Where to apply? Trademarks may be registered with the Superintendence of Industry and Commerce (SIC),
either in person at the offices of the SIC, or digitally through the SIC website. If the goods or services are to be
marketed in other countries and, therefore, the trademark wants to be protected in those regions, it may also
be necessary to register the trademark under the Madrid system guidelines.

Duration of protection? The exclusive right to use a trademark is granted for an initial period of 10 years,
renewable indefinitely for subsequent 10-year periods.

Cost? The value of a trademark application filed online is approximately COP$1,222,500 (Approx USD$314)

(2024), for those of first or single class. For each additional class there is a fee of approximately COP $611,500
(Approx. USD $157.00) (2024).

Slogans

These consist of a word or phrase used together with a trademark. Slogans are subject to the same provisions
as trademarks, except that a trademark must be associated to the slogan.
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INTELLECTUAL PROPERTY, CONT'D

Patents

What is protectable? There are two types of patents: invention patents and utility model patents. The invention
patent protects new products or procedures that improve existing techniques or establish a new way of
executing the technique.

On the other hand, the utility model patent protects any newform/configuration/improvements on already
existing inventions, which allow a better performance of the existing one or which provide an advantage or
effect that was not previously available.

For an invention to be patentable, it must meet the following requirements: (a)novelty: that it is not in the
knowledge base of mankind; (b) creative potential: the invention cannot be only a product of knowledge, it
requires that the inventor has made an intellectual effort; (c)industrial application: the invention must really
solve a technicalproblem.

Where to apply? Protection is held on a territorial basis, which means that it is only valid in Colombian national
territory.

In Colombia, the national patent office is the Superintendency of Industry and Commerce; therefore, patent
applications are filed before this entity. In the case of wanting to obtain a patent in other countries, you can file
an application through the Patent Cooperation Treaty (PCT), where, by means of a single patent application,
you can initiate the process in any of the countries that are part of the treaty.

Duration of protection? Invention patents are protected for 20 years. On the other hand, utility model patents
are protected for 10 years.

Cost? The invention patent application has an approximate value of COP $107,000 (Approx. USD $28) (2024)
Additionally, the Patentability Examination of a Patent of Invention application has a cost of COP $1,660,500
(Approx. USD$ 427) (2024).

In the case of utility model patents, the application costs approximately COP $95,500 (Approx. USD $25) (2024).
The Patentability Examination of a Utility Model Patent application has a cost of COP $938.500 (Approx. USD
$241) (2024).
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What is protectable? Copyright protection is granted to creators of scientific, literary and artistic works
(including software which is not patentable in Colombia).lt protects the way ideas are expressed, not the ideas
themselves. Copyright protection arises automatically when the work is created. Although it is not necessary to
acquire the right, we advise registering works with the National Direction of Copyright,as this provides a legal
presumption of authorship and evidence of the date of creation. Authors acquire individual moral rights and
economic rights. Copyright should not be registered, but it is advisable to do so for evidentiary and protection
purposes.

Moral Rights: These protect the author's right to be mentioned as the author of the work, of deciding whether
or not to publish it and of preserving its integrity. They are perpetual, nonnegotiable, and non- transferrable.

Economic Rights: These are the author’s exclusive right to use, authorize or forbid the use or exploitation of the
work, and receive payment for its use.

Where to apply? The administration of the National Copyright Registry is in charge of the registration process.
Registration can be done in person or online. In both cases, the author must go to
and download the corresponding forms according to the category of the work.

Duration of protection? Economic rights are granted throughout the author’s life and for 80 years after his or
her death.

Where the owner of economic rights is a legal entity, protection is granted for 70 years from the final day of the
calendar year of the first authorized publication of the work. If an authorized publication has not been made
after 50 years of the work’s creation, the protection will be granted for 70 years from the final day of the
calendar year of the creation of the work.

Cost? There is no processing fee.

What is protectable? Trade secrets are regulated by
Decision 486 of 2000 of the Andean Community.
According to the regulation, trade secrets protect
all undisclosed information that may be used in a
productive, industrial or commercial activity, and
that may be transmitted to third parties.

In order for information to be protected through
trade secret, it must meet three requirements: (i) it
is neither known to third parties nor easily
accessible by the persons who normally have
access to this type of information. (ii) being secret,
the information has a commercial value. (iii) the
holder of the information must have taken
reasonable measures to keep the information
secret.

Duration of protection? The period of protection
depends on how long the company is able to keep the
information secret.

How to keep trade secrets secret? Some ways of
keeping trade secrets secret are signing nondisclosure
agreements and trade secret protection contracts
with those who may have access to the information,
restricting the number of people who may have access
to it and even set up passwords for employees or third
parties who have access to the information.

In Colombia the disclosure or exploitation of a trade
secret without the authorization of its owner is
considered an act of unfair competition and can be
sanctioned by the Superintendence of Industry and
Commerce.
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The Protection of Personal Data is a system designed so that natural persons can have access and control over
the use given to the information that distinguishes them directly or potentially as individuals. Since the
issuance of Laws 1266 of 2008 (financial habeas data) and 1581 of 2012; Decree 1074 of 2015; and External
Circular 02 of 2015 ("Data Protection Regulation" or” DPR") Colombia has embarked on the development of a
comprehensive protection system, which provides adequate levels of Personal Data protection, in accordance
with international standards on the matter.

The Colombian regime distinguishes different types of personal data, which, according to their classification,
receive adifferent level of protection, such classification is as follows:

« Public Data: Is Data that the law or the Political Constitution have determined as such. The consent of the
owner of the information is not required for its collection and processing.

« Semi-private data: Is Data that are not of an intimate, reserved, or public nature. The disclosure of such data
may be of interest not only to its owner but also to a certain group of people.

« Private Data: Data whose nature is intimate or reserved, therefore, it is only relevant to the owner of the
information; for its disclosure and processing, authorization of the owner is required.

¢ Sensitive Data: Data that affect the privacy of the owner, which is why they enjoy special protection. An
improper use of this information can generate discrimination; therefore, they can only be processed if it is
necessary to safeguard a vital interest of the holder or, being this incapacitated, has expressly authorized its
collection.

Data Subjects have the following rights in relation to Data Controllers and Data Processors: (i) to know, update
and rectify their Personal Data; (ii) to request proof of the authorization that they rendered to Data Controllers;
(iii) to be informed about the use that has been given to their Personal Data; (iv) to file claims before the
Superintendence of Industry and Commerce ("SIC"); (v) to revoke the authorization or ask for the suppression of
their Personal Data; and (vi) to freely access their Personal Data which is subject to processing.

The entity in charge of supervising compliance with the regulations related to personal data protection is the
Superintendence of Industry and Commerce ("SIC"). It is also empowered to exercise vigilance in this matter
and impose sanctions for non-compliance with the regulation.

In accordance with the DPR, Controllers (Natural or legal person, public or private, who by himself or in
association with others decides over determined database and / or Data processing) have, among others, the
following responsibilities: (i) request and keep the Authorization given by the Data Holder; (ii) maintain Data
under security measures that prevent its loss, adulteration or unauthorized use; (iii) rectify information that is
incorrect; (iv) adopt an internal manual for the correct processing of Personal Data; (v) provide the Processor
with allthe information required for the processing in acomplete and accurate manner; (vi) ensure that the
Processor maintains the security and integrity of the Personal Data entrusted to it; and, (vii) report to the SIC
any Personal Data related security incident.



COLOMBIA

ITE LAW’

INTERNATIONAL TECHNOLOGY LAW ASSOCIATION

STARTUP LEGAL PLAYBOOK

On its turn, Processors (Natural or legal person, public or private, that by itself or in association with others,
carries out the Processing of Personal Data on behalf of the Controller) have, among others, the following
responsibilities: (i) keep the information under security conditions that prevent its loss, adulteration or
unauthorized use; (ii) update the information when so requested by the Controller; (iii) address queries,
complaints and claims made by the Data Controllers; (iv) adopt an internal manual for the correct processing of
Personal Data; (v) adopt the necessary measures to prevent the circulation of Data disputedin a judicial process
or whose blocking has been ordered by the SIC; and (vi) report to the SIC any Personal Data related security

incident.

There are regulations and obligations with respect to the national and international transfer of personal data,
the registration of databases in the National Data Base Registry and with data bases containing information
related to national security and defense, intelligence and counterintelligence information, journalistic
information and editorial content, credit history information (financial habeas data) and State census.

Bills to regulate Al presented to Congress and in
process:

Bill No. 59 of 2023 - Senate

This bill emphasizes public policies for the
development of Al, as well as its use. The creation
of an international commission for Al in Colombia
is proposed, as well as certain parameters that Al
developments must have, such as inclusion,
climate change and protection of personal data.

Bill 91 of 2023 - Senate

This bill wants to establish ethical criteria in the
creation of Al, the obligation of transparency and
information about the projects, as well as the
guarantee of security, equality and equity in them.
It proposes creating a duty of information for those
who use Al for economic activities, ordering the
national government to create an ethical
framework for the development of Al systems,
creating an action plan to regulate the responsible
use of Al and encouraging international
cooperation to close the technological gap.

Bill 130 of 2023 - Senate

This project seeks to protect the rights of workers
against the impact that Al can generate in some
jobs. The project is based on the constitutional
rights of employees, such as stability and the right
to work. It regulates, among others, issues such as
the use of robotics, algorithms for the selection of
employees and their promotions, the control,
management and evaluation of performance, the
training of employees in Al and the harmonization
of Al with the right to job.

Statutory Law Bill No. 156 of 2023 - Chamber

This bill deals with the personal data protection
regime and the rules on data circulation, in order to
protect fundamental rights and guarantees of
natural persons in a context of |A.

Bill No. 200 of 2023 - Chamber

The main motivation of this bill is to adjust the uses
of Al to respect and guarantee human rights.
Likewise, promote its development and establish
limits on its use.

This bill adopts, although modified, the system of
the European Union Al Law (Artificial Intelligence
Act). For Colombia the risk classification system of
unacceptable, high, low or minimum of European
law was slightly amended to unacceptable, high,
limited and null. The risks that affects security,
subsistence and human and fundamental rights
are unacceptable, therefore, prohibited. The risks of
automation activities that could eventually limit
some human or fundamental rights are high. The
risks resulting from the use of chatbots or robots
are limited in accordance with the principles of
article 4 of the project. And there is zero risk
derived from the use of Al that does not affect the
rights and safety of users. The project contains a
long list of activities excluded from Al, such as
behavior manipulation, police prediction of
criminal behavior, extraction of facial images from
the Internet, biometric identification, definition of
judicial sentences and limitations on certain
fundamental rights, such as freedom expression.
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In Europe, uses of Al that violate EU values or violate fundamental rights are classified as unacceptable. Other
prohibited uses are police tools to predict crime. The uses considered high risk are, among others, those
intended for critical infrastructure, educational environments, employment and management of workers,
access to public services, administration of justice, electoral processes. These uses require quality management
systems and careful risk matrices. The Colombian project is not as detailed as the European one.

The aforementioned bills built on previous policies and legal regulations, such as Law 1712 of 2014 on open data
strategy, to allow the use of data from the state and state entities. This involves allowing the use of data by
regulating access, exchange, reuse and exploitation of data. All this within a Digital Government project, in a
context of transparency. This law was mainly regulated by Resolution 1519 of 2020, on publication and
dissemination of public information.

In 2018, the National Council for Economic and Social Policy published document CONPES 3920, which
established the national data exploitation policy (Big Data), to increase the use of data to generate social and
economic value. Subsequently, in 2019, CONPES 3975 was issued, on digital transformation and artificial
intelligence, in order to promote the strategic use of digital technologies in the public sector and the private
sector, in the context of the 4th industrial revolution.

These policy documents were followed in 2021 by the CONPES document 4023 on reactivation and sustainable
and inclusive growth and then in 2022 Resolution 460 of the Ministry of Information and Communications
Technologies (MinTIC), creating the National Data Infrastructure Plan, to promote the digital transformation of
the state and the development of a data-based economy. As a complement, Decree 1389 of 2022 on the Data
Infrastructure governance model was issued, establishing three levels of governance: strategic, tactical and
operational.

Regarding Al, in March 2022 the UNESCO Recommendation on the Ethics of Artificial Intelligence was adopted,
promoting the adoption of the principles for the development of Al: Transparency, Human Control of the
decisions of an Al system, Responsibility, Explanation, Privacy, Security, Non-discrimination, Inclusion,
Prevalence of the rights of children and adolescents, Social benefit.

These recommendations were adopted for Colombia in the document “Ethical Framework for Artificial
Intelligence”, dated August 2020.

General: The applicable labor regime in Colombia is the one established in the Substantive Labor Code. Under
this regime, the employer and the employee must enter an employment agreement, which can be entered into
verbally or in writing and are classified mainly according to their duration. In Colombian law there are the
following types of contracts:

¢ Indefinite term contract: Any contract that is not a fixed-term or does not refer to an occasional or
transitory job, will be an indefinite term contract. In this type of contracts there is no obligation to give prior
notice for termination, except when the termination is based in certain causes provided for in the labor law.

o Fixed term contract: It must be in writing and cannot exceed 3 years. It can be renewed indefinitely if the
initial term is equal to, or more than, 1 year. If the initial term is less than 1 year, the contract may only be
successively extended for up to 3 equal or shorter periods, after which the renewals are indefinite for terms
that cannot be shorter than 1 year and so on.

¢ Contract for work or labor: It must be in writing; it is subject to the specific work and ends at the time the
work is completed.

¢ Occasional, accidental, or temporary contract: It cannot last more than a month and are designed to meet
extraordinary, temporary, or other special needs of the employer.

The ordinary salary consists in a fixed ordinary compensation monthly paid; and in extraordinary
compensations represented by overtime work, percentage on sales and commissions, additional salaries,
regular bonuses, and permanent travel expenses intended to provide meals and lodging to the employee. The
parties are free to agree any salary amount, as long as it is above the legal minimum wage, which for 2024 is
COP$1.300.000 (approx. USD 334) for full-time employees.
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The ordinary week in Colombia consists of a maximum of 48 working hours, with a daily maximum of 8 working
hours, which will be decreased gradually from 2023 (47) to 2026 (42). The daytime working day goes from 6:00
a.m. to 9:00 p.m. The work done between 9:00 p.m. and six 6:00 a.m. is considered night work.

Hours worked in addition to normal workday are compensated as overtime. Overtime may not exceed 2 hours
per day and 12 hours per week. For the employees to be able to work overtime, the company will have to obtain
an authorization from the Ministry of Labor, unless an exception applies, such as force majeure situations,
domestic employees, or those in positions of direction, trust or management.

Social Security: In the case of workers who are bound by an employment contract, the employer is responsible
for the affiliation to the social security system.

Employers are obliged to make the payment of social security contributions on a monthly basis, as follows:

e Pensions: It is a monthly contribution equivalent to 16% of the monthly salary earned by the employee. 12%
is paid by the employer, and the rest 4% is assumed by the employee.

« Fellowship fund: Employees who earn more than 4 MMLW are required to make an additional contribution,
which ranges between 1% and 2% of their average income.

e Health: It is a monthly contribution equivalent to 12.5% of the monthly salary earned by the employee. 8.5%
is paid by the employer, and the rest 4% is assumed by the employee.

e Labor risks: Employers must make a monthly contribution to a Labor Risk Administrator (“Administradora
de Riesgos Laborales”), intended to cover the risk of work accidents/illnesses. The payments depend on the
company’s level of risk and the activities performed by the employees.

There are additional charges to employers regarding the payment of payroll taxes and fringe benefits to the
employees.

Termination: The employment contract can be terminated by several factors: the employer can terminate it
unilaterally either for just cause, where there will be no payment of compensation, or without just cause by
paying the corresponding indemnity.

Likewise, the employee may decide to resign from his position for any reason, thus constituting a unilateral
resignation on the part of the employee or there is also the possibility of termination by mutual agreement.

However, there are a series of limitations at the time of termination of the contract with respect to certain
subjects, such as the following:

« Pregnant or on maternity leave: There is a constitutional protection related to pregnancy and maternity
leave. In these cases, although the worker may resign or the contract may be terminated by mutual
agreement, the contract may not be terminated without just cause and, if there is just cause, the employer
must request authorization from the Ministry of Labor.

e Union rights: For certain workers with union privileges, there is a restriction to terminate the contract
without just cause. If there is a just cause, it must be authorized by an ordinary labor judge.

« Harassment: Workers who file claims for harassment at work may not be dismissed without just cause for a
period of 6 months from the filing of the claim.
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CONSUMER PROTECTION

The regulatory provisions relating to consumer protection are included in the Colombian Constitution and
other several regulations, the most important being the Law 1480 of 2011 (Consumer Protection Statute).

This body of law seeks to regulate consumer relations that arise within the chain of marketing of goods and
services, as well as the exercise of consumer rights in areas such as legal guarantees, right to repair of goods
and services, information, protection against abusive clauses or misleading advertising, among others.

Consumer protection and, therefore, the application of the Statute extends to several areas, such as:
telecommunications, breach of warranties, product failure or low quality, misleading information and more.

Some of the most important provisions regulated in the aforementioned regulation are:

¢ Joint and several liability of the producer and the retailer for the payment of damages caused by defects of
the product.

¢ The liability of the producer or supplier for the quality, safety, and suitability of the good.

e The possibility of reversing the payment when the purchase is made online or remotely through electronic
payment instruments, in cases where the consumer has not received the product or is delivered a product
different from the one ordered, or in cases of fraud or unsolicited transactions.

¢ The full ineffectiveness of unfair terms. This category includes clauses limiting the producer's or supplier's
liability imposed by law, implying the waiver of the right of the consumer to receive the product or the
delivery of a product different from the one ordered, or in cases of fraud or unsolicited transactions, among
others.

In case the producers or retailers do not comply with the established provisions, they may be sanctioned by the
Superintendence of Industry and Commerce.

Consumers, in order to protect their rights, may resort to both judicial and administrative proceedings and
have several types of actions: popular and group actions to defend collective or individual homogeneous rights
of a group of persons; product liability action for defective products and consumer protection action, which
proceeds in cases where consumer rights are violated.
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The terms and conditions of web pages or online services are the general contractual relationship existing
between the consumers and the producers or owners of the online services.

In order for the terms of serviceto be binding, the consumermust accept them. Tacit or impliedacceptance is
not sufficient, there must be an expressacceptance, although it can be expressed by a click. Theseterms must
comply with the duty of information, as well as include the description of the productor service, the method of
payment, the conditions of the purchase or service, the identification of the company.the rates, the limitations
to the service, the provisions on intellectual property and the legislation applicable in cases of dispute. It goes
without saying that, in these cases, the consumer protection statute is stillapplicable.

Regarding foreign investments: All of the foreignh investment must be registered with the central bank of
Colombia (Banco de la Republica) and must be updated according to the deadlines established by the entity.
Investment operations must be carried out through an intermediary in the foreign exchange market.

In financial matters: the preparation of annual financial statements as of December 31 of each year is
mandatory.

Tax: Key taxes in Colombia for 2024include: (i) Income and Capital Gains Tax; (ii) Wealth Tax (iii) Value Added
Tax (VAT) (iv) Consumption Tax; (v) Financial Transactions Tax (GMF); (vi) Industry and Commerce Tax (ICA); (vii)
Real Estate Tax.

Entrepreneurship: In 2020, a law to support entrepreneurship was passed. Through this, the creation and
development of small and medium-sized companies is encouraged through several benefits. Among these
benefits are differentiated rates, and more access to public procurement processes and the financing of
projects. The law has a special interest on social, green and sports companies, as well as those that favor clean
energies or belong to the agricultural sector. Creative industries, such as artistic, literary, musical and related
activities are given certain tax benefits, as well as other creative activities such as software development under
the special provisions issued under the concept of ‘orange economy’.

Bank account: A corporate bank account must be opened, for which the following documents must be
submitted to the bank: the certificate of existence of the company issued by the Chamber of Commerce, tax
certificate (NIT), the identification number of the legal representative and the initial balance of the company's
account.



ITECHLAW"®

INTERNATIONAL TECHNOLOGY LAW ASSOCIATION

STARTUP LEGAL PLAYBOOK

COSTA RICA

CONTRIBUTORS

COSTA RICA
Eproint

Carlos Corrales
Karla Corrales

Aaron Montero




<
v
oZ
<
—
7y
,
VU

ITECHLAW®

INTERNATIONAL TECHNOLOGY LAW ASSOCIATION

STARTUP LEGAL PLAYBOOK

LEGAL FOUNDATIONS

Costa Rica is a Republic, with division of powers and follows a Civil Legal
System. It has a Constitution and follows a pyramidal system of regulations:
International Treaties, Laws and Codes, Regulations and judicial rulings for
certain cases.

CORPORATE STRUCTURES

In Costa Rica, we have two common usually incorporated types of companies,
which are:

1.Sociedad Andénima, en adelante S.A.
2.Sociedad de Responsabilidad Limitada (Limited Liability Company, SRL).

For both of them, there are some general requirements to meet.

GENERAL INFORMATION

Companies in Costa Rica must be registered before the Mercantile Registry, a
section of the Public Registry. The company’s hame must be different from any
other company’s name, and its identification card nhumber can also be its
name. The aforementioned section is in charge of registering the articles of
incorporation of all companies in Costa Rica, as well as future corporate
amendments. Once the company is duly registered, it may begin its operation.

According to the Costa Rican laws, a minimum of two persons, who will be the
initial shareholders, must grant the articles of incorporation of a company.
Once the company is duly registered, there will be no restrictions on the
number of shareholders of the company (e.g. sole shareholder).

All companies must have duly authorized corporate books. Said authorization
shall be granted with the authorization of the company. The corporate books
consist of a Shareholders Registry Book, Shareholders Meeting Minutes Book,
companies will also require a Board of Directors Meeting Minutes Book. Please
be informed that these Books are needed in order to amend the articles of
incorporation or in order to transfer the corporate shares or any other
important matter or authorization to be granted by the shareholders.

Costa Rican companies shall have a determined Management Structure, which
will vary depending if it is a Sociedad Andnima or a Limited Liability Company,
as indicated below. The directors will be empowered with the faculties
granted through the articles of incorporation. However, the company may also
grant powers of attorney or administrative capacities to additional persons
who are not part of the Management Structure, such as employees or
counselors.
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COSTA RICA

If the company’s representatives do not have a domicile in Costa Rica, a Resident Agent must be appointed.
Said Agent shall have enough faculties to receive judicial and administrative notices on behalf of the company,
and who must be a duly incorporated lawyer in Costa Rica. Its appointment and revocation shall be agreed at
the Stockholders Meeting.

If the company will conduct a business activity in Costa Rica, its dividends shall only be distributed if an
approved Profits and Losses Statement, determines that the company’s activity has generated profits. The
Statement must be approved by a Stockholders Meeting. For such purpose, the company’s fiscal year normally
ends on December 3lst, as ordered by law. Please take note that the bankruptcy of an S.A. or a S.R.L does not
imply the bankruptcy of its shareholders, since their responsibility is limited to the payment of their initial
contribution to the corporate stock.

Since January 2019, a new law entered into force for all companies, which is to yearly declare the stockholders
of the Company. The legal representative, which must have a local electronic sighature, or by means of a power
of attorney to a third party, must register the Company before Ministry of Finance and make a sworn
declaration of the stockholders of the company, owned percentages, and personal information.

Companies must also pay, on a yearly basis, a legal entity tax, which must be paid every year on January. The
final tax amount will depend on the company if it is commercially active or not, and the tax amount will be

published every year.

The following aspects shall be useful in order to differentiate an S.A. and a S.R.L.:

Corporate Stock: The corporate stock shall be
composed of a determined amount of common
stock shares, with voting rights. Preferential shares
may be also issued, with limited or additional rights.
Shares in an S.A. may be transferred by endorsement
or any other binding documents. Such transfer shall
also be registered on the Shareholders Registry
Book.

Administration: The Stockholders Meeting is the
maximum corporate authority. Representation for
said Meeting may be authorized through proxy
letters.

The Board of Directors acts as the Board of the
company and also performs the duties of a
corporate Executive Committee as it would in a U.S
corporations. Said Board must have a minimum of
three members, which are President, Secretary and
Treasurer; their faculties shall be established in the
articles of incorporation.

A comptroller must be appointed to oversee the
adequate management of the company.

Corporate Stock: The corporate stock shall be
composed of a determined amount of nominative
shares. Shares in a S.R.L. shall not be transferred by
simple endorsement. Transfer is performed by
means of a Share Transfer Agreement, which is
subject to the approval of the remaining
shareholders. Such transfer shall also be registered
on the Shareholders Registry Book. Please take note
that the remaining shareholders have the right of
first to buy or to refuse over an eventual share
transfer.

Administration: The Shareholders Meeting is the
maximum corporate authority. Representation for
said Meeting may be authorized through proxy
letters. S.R.L. are managed by a one or more
managers or vice-managers. Said representatives
shall be empowered with the faculties granted
through the articles of incorporation, but they are
not authorized to delegate their faculties. In
addition, Costa Rican law prohibits such managers
or vice managers to represent other companies with
similar economic activities, or to carry out such
activities on their personal behalf.
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CORPORATE STRUCTURES, CONT'D

INCORPORATION REQUIREMENTS

Stockholders and percentage of shares complete
name, address, occupation, marital status (if married
or divorce how many times), nationality, passport
number, complete address.

Company’s hame. Previous availability search must
be done (please note that identification card
number can also be the company’s name)

Commercial address. The commercial address mut
be in Costa Rica.

Legal representation. Who or whom are going to be
the legal representatives and if they will have full or
limited representation

Board of Directors (President, Secretary and
Treaurer) and Comprtroller (for S.A.): (complete
name, address, occupation, marital status (if married
or divorce how many times), nationality, passport
number, complete address.

Managers or Vice Managers (for SRL) (complete
name, address, occupation, marital status (if married
or divorce how many times), nationality, passport
number, complete address.

If the stockholders and/or legal representatives lives
abroad, a Resident Agent must be appointed.
Passport or identity card copies are required.

BASIC OBLIGATIONS

Legal entities annual tax payment: Due on January
every year.

Final Beneficiaries annual declaration: A declaration
of the shareholder of the company must be done
every year.

Annual taxes sales and income declaration: Fiscal
period ends on December every year and payments
and declarations must be done on or before March
15th, of every year

Monthly taxes - valued added tax (IVA for its initials
in Spanish) declaration and payment, due on or
before the 15th day of each month.
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ENTERING THE COUNTRY

Pursuant to the Costa Rican Constitution, all
people within Costa Rica, nationals or
foreigners, are treated equal before the Law.
Thereby, there is no restrictions to be applied
to foreigners, except for Maritime Zone.

The Immigration and Foreigners Law Act, Law
N°7033 is the legal body that regulates the
different forms of residing in Costa Rica. The
main categories are:

e Parents with born child in Costa Rica.

e« Temporary Labor permit.

o Executive labour permit.

e Investment in Costa Rica.

e Retirement in Costa Rica.

e« Enough personal income.

All of these categories are regulated, and
different requirements must be met to obtain
the Costa Rican Residence.

Main requirements:

 Notarized with Apostille of the birth
certificate.

e Notarized with Apostille of the criminal
record.

 Requirements may vary depending on the
category of residence to apply.
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INTELLECTUAL PROPERTY

Costa Rican legal regulations begins with article 47
of the Constitution, and thereof according to
International Treaties, Law, Regulations decrees, and
certain administrative and judicial rulings.

Thereby, Costa Rica has an Intellectual Property
Registry where, Patents, Industrial Designs,
Trademark and other distinctive signs, Copyrights
are registered pursuant to the Law.
o Patents are protected for 20 years.
e Trademarks are protected for 10 years and can be
renewed indefinitely for periods of 10 years.
e Copyrights are protected for lifetime and 70
years after death.

Costa Rica, besides its regulatory IP Laws, it also has
enacted its Intellectual Property Enforcement Act,
called “Ley de los Procedimientos de Observancia de
los Derechos de Propiedad Intelectual”, Law N°8039.

This Law establishes the procedures and sanctions

for any Intellectual Property violation. Mainly, it

establishes:

e Border Measures granted by the Customs
Authorities.

e Civil procedures, including sanctions as
compensation and destruction of merchandise.

¢ Criminal sanctions. These cases are filed before
the prosecutor’s office

Costa Rican enacted the “Ley de Informacién No
Divulgada” Trade Secrets Act, Law #7975.

Costa Rica is not a signatory member of the Madrid
Protocol.

ARTIFICIAL INTELLIGENCE

No, there is no specific regime for Al regulation in
Costa Rica.
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DATA PROTECTION/PRIVACY

Ley de Protecciéon de la Persona frente al
Tratamiento de los Datos Personales, Ley
#8968; Data Protection Act. This law has the
objetive to guarantee each person, national or
foreigner, regardless of the nationality,
domicile, the respect of their fundamental
rights; particularly their rights of data self
determination regarding is private life,
personality rights, and the management of
their personal data.

This law is based in several principles of law:
¢ Self determination of the personal data
information.
¢ Information consent.
o To be informed
requested.
o The right to grant or not the consent.
¢ Quality of the information.
o Recent
o True
o Exact

about the data

It also develops certain rights of the right
holders, such as:

e Access to the data information

e Right to rectify the personal data.

The law also regulates the type of personal
data:

e Sensible data.

¢ Restricted access to personal data.

¢ Unrestricted access to personal data.

It is particularly important to mention that the
Law establishes the duty of confidentiality and
security of the data protection, and therefore,
data base management needs to comply with
enforcing protocols of security.

It is not very well developed under local law
due to the usage of the directives of GDPR.
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EMPLOYEES/CONTRACTORS

Any company must register itself before the Social
Securities authorities, called, “Caja Costarricense de
Seguro Social ) (Caja or CCSS). This regime applies to
regular employees and independent professionals.

All employers must pay the dues to the CAJA:

e 26.67% corresponds to the employer.

¢ 10.67% is paid by the employee, but retained by
the employer.

e The employer must pay a 13 salary, without
deductions every end of the year for every 12
months of labor or the proportion part.

o If severance applies in favour of the employee,
the employer must pay approximately about 1
month of salary for every year of work, up to 8
years.

e Vacations are granted, 12 days per year, 1 day per
month worked.

e The daily shift of work is 8 hours, up to 48 hours a
week.

It is strongly recommended that employers comply
with all labor regulations, otherwise, it may
constitute a serious legal inconvenient between the
company and government institutions.

There is a special regime for work for hire in Costa
Rica which is regulated in the Labor Law Act and
Copyright Act.

CONSUMER PROTECTION

Costa Rica has a Consumer Law Act, law “Ley
de Promocién de la Competencia y Defensa
Efectiva del Consumidor”; Ley 7472. This Law
regulates both Competition and the Protection
to the consumers.

There is a sophisticated entity to protect the
Consumers when there is a complaint about
consuming products. The companies must
discharge the complaint in an administrative
procedure.
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TERMS OF SERVICE

The same law above establishes the regulation in
favor of the consumers, thereby Terms and
Conditions T&C must be complied with according to
the law.

WHAT ELSE?

There is no particular or specific regulation, unless
the kind of company to be settle needs certain kind
of permit, such as Municipal permits, Health
authorities permits, among others.
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LEGAL FOUNDATIONS

Croatia is a civil law country. Thus, its legal system is based on written statutes
and other legal codes in the field of public, private and criminal law, which are
constantly amended.

Croatian public law covers the relationship between natural and/ or legal
persons and the Croatian state, while enforced by various governmental
agencies and competent administrative bodies including (e.g., tax
administration).

Private law governs the relationship between individuals (including legal
persons) in matters such as contracts or liability and is codified in various laws.
The most important source of law in this context is the Croatian Civil
Obligations Act. In addition, forspecific areas, additional laws and regulations
are applicable (employment relation, insurance agreements etc.).

Criminal law is mainly codified in the Croatian Criminal Act. In addition,
certain laws (e.g., Croatian Commercial Companies Act) set out specific
infringements as criminal deeds. In addition, misdemeanour liability is
governed by the Croatian Misdemeanour Act on the procedural side, whereas
specific infringements are envisaged within various acts (e.g., Employment
Act).

Nevertheless, final judgements of the Croatian Courts (especially adopted by
the Croatian Supreme Court) are often used as supporting arguments in court
cases and in general should be considered by lower courts.

CORPORATE STRUCTURES

In Croatia there are several types of commercial companies.

The most common vehicle for launching business in Croatia is alimited liability
company. Joint stock company is also an option but is used in practice only if
there are imperative reasons of legal (where law allows only joint stock
companies to carry out certain activities, for instance credit institutions) or
other nature (e.g., public offerings, crowdfunding, complex vesting
programmes). Unless there are specific reasons for opting for a joint stock
company, start-ups generally opt for setting up a limited liability company.
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Limited liability company (LLC) is a most common type of company in Croatia and has the most flexible
structure. For its setting up, generally:

It requires at least one shareholder (natural or legal person) who has to prepare Incorporation Deed (or Articles
of Association if there is more than one shareholder) in a form of a notarial deed.

As for the company’s bodies, nhormally, there is ageneral assembly and the company’s management (board of
directors). Limited liability companies can also have a supervisory board, but this the case only where there are
specific practical reasons for having one (e.g., hnumber of shareholders, trusts related schemes); Auditors are
required by the law if the company’s assets, annual income and/ or humber of employees exceed certain
thresholds. A company may be subject to audit on a consolidated basis as a sub of a mother company.
Voluntary audits are also possible.

Minimum share capital amounts to 2.500,00 EUR (contributions in cash at least V. per shareholder/ total share
capital amount), whereas all in-kind contributions have to be fully entered into the company and usually
trigger the necessity for formal assessment and/or auditing of the value of in-kind contribution.

A simple limited liability company is a type of the limited liability company, which may be founded in a
simplified manner, and it can consist of a maximum of five shareholders and one member of the management
board. The company is formed in line with prepared forms in front of the notary public.

The minimum amount of initial share capital may not be below EUR 1,00, which is also the lowest nominal
amount of a business share. Thus, if there is more than one shareholder, the share capital increases accordingly.
All contributions must be in cash, whereby specific obligations apply with respect to statutory reserves of the
company which should generally be used for share capital increase (at least up to the amount of the limited
liability company).

On the other hand, the minimum amount of initial share capital in joint stock companies may not be lower
than EUR 25,000. Share capital is divided into stocks (which may be listed on a regulated market). In
comparison to LLC’s, joint stock companies have a substantially stricter structure and lack flexibility which is
generally much wider in case of LLC’s. Therefore, unless there are specific (sector-specific or investor-related)
reasons for opting for a joint stock company, start-ups generally opt for setting up a limited liability company.

In Croatia there are also partnerships (such as personal or limited partnership), which are however used rarely
as a form for starting business. In addition to the above, in Croatia as a simpler form for conducting business is
also used the Sole proprietorship (Cro. “obrt”), owner of which is one or more natural persons, fully and
personally liable for all obligations with respect to the Sole proprietorship.

This is also to note that any additional permission requirement(s) is triggered only for specific regulated
activities, such as in the financial market. For most of the regular commercial activities there are no restrictions
of the kind, i.e., the registration of the company with the competent registry is sufficient.
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Croatia has implemented the Regulation (EU) 2019/452 of the European Parliament and of the Council of 19
March 2019 establishing a framework for the screening of foreign direct investments into the Union by way of a
separate Regulation adopted by the Croatian Government and published in the official Gazette of the Republic
of Croatia. In line with the aforementioned, Ministry of Economy may require a foreign (hon-EU/EEA) investor to
deliver a specific set of information (such as source of financial funds etc.).

In addition, Croatian national bank collects and processes certain data regarding domestic and foreign (non-
Croatian) investments, which triggers reporting requirements for the resident entities involved. In this respect,
foreign direct investments include equity capital, reinvested earnings and debt relations between ownership-

related residents and non-residents.

What is protectable? A trademark may consist of
any signs, particularly words, including personal
names, or designs, letters, numerals, colours, the
shape of goods or of their packaging, or sounds,
provided that such signs are capable of
distinguishing the goods or services of one
undertaking from goods or services of another
undertaking.

Where to apply? Trademarks can be filed either with
(i) the State Intellectual Property Office of the
Republic of Croatia (SIPO) online, (ii) the European
Union Intellectual Property Office (EUIPO) or (iii) the
World Intellectual Property Organization (WIPO)
under the Madrid System, dependingon the
territories in which trademark protection is sought.
The minimum requirements for filing trademark
applications with the SIPO are as follows:
o A sufficiently defined representation of the
trademark
¢ Information on the applicant, name, and address
e The goods/services. The 1Ith edition of
International Classification of goods and services
is in force in Croatia
e The priority data (date, country, and number), if
claimed.

Procedure

Upon filing a new application with the SIPO, the
SIPO assigns the application number. If all formal
elements of filing are satisfied, as well as absolute
grounds for rejection are examined and found in
compliance with the Croatian Trademark Law, the
trademark application is published in the Croatian
IP Gazette within a few months from the
application date. In case nobody opposes the
published application within three months from the
publication date, the SIPO requests the applicant to
pay the registration fees for the first 10 years of
validity, i.e., the ten years period of the duration of
protection.

After the payment of the fees, the SIPO registers the
trademark in the Registry and issues an official
decision on the trademark registration whereby the
right holder is informed, among other things, on the
registration number and date of validity of the
trademark. On the basis of this Decision the
trademark is granted, and the applicant can then
request the official Certificate of Trademark
Registration. It takes approximately 6-8 months
from application until registration.

Costs

¢ Filing an application including publicationfees in
one class = off. fees EUR 66,36

e Each additional class = off. fees EUR 19,91

e Registration fees in one class = offfees EUR
159,27

e Each additional class = off. fees EUR 39,81

e Request for issuance of Certificate of registration
(optional) = off. fees EUR 33,18

In addition, fees of the legal representative apply..



=S ®
| ==.r
11
INTERNATIONAL TECHNOLOGY LAW ASSOCIATION

STARTUP LEGAL PLAYBOOK

What is protectable? The appearance of the whole or a part of a product resulting from its features, in
particular, the lines, contours, colours, shape, texture and/or materials of the product itself and/or its
ornamentation. Product means and industrial or handicraft item, including, inter alia, parts intended to be
assembled into a complex product, packaging, get-up of books, graphic symbols and typographic typefaces,
but excluding computer programs.

Requirements for protection

A design shall be protected by an industrial design to the extent that it is new (novelty requirement) and has
individual character. Novelty means that the registration procedure is to be initiated before the product has
been put into circulation or before the design, which is the subject of protection has been made available to
the public otherwise. A design shall be considered to have individual character if the overall impression it
produces on the informed user differs from the overall impression produced on such a user by any design
which has been made available to the public prior to the date of filing the industrial design application.

Where to apply? National designs may be registered with the SIPO online. To obtain protection throughout the
EU, a Community Design may be registered with the EUIPO. Via the WIPO Croatian applicants can also file for
designs for the countries that are members of Hague Agreement. Minimum requirements for filing a design
application are:

¢ Payment of official fees

¢ Information on the applicant i.e. his name and address or legal seat

« Drawings and/or photographs. The photographs must have the quality that they can be used for

reproduction and printing.
¢ Indication of the product to which design is applied to in accordance to Locarno classification
« Data and evidence on priority right if it is claimed.

Procedure

The Croatian SIPO shall formally examine the contents of the applications and if it is found to be incomplete,
shall request its completion from the applicant. If the design application is in conformity with the formal and
absolute grounds requirements, the applicant will be invited to pay maintenance fee for the first five years.
After the payment of the maintenance fees, the Croatian SIPO will issue the Decision on registration and the
design will be published within three months since the date of registration. The design protection lasts for 5
(five) years. It can be renewed before expiration date (or in 6 months grace period) but no longer after
expiration of 25 years since the application date. Please note that multiple applications are allowable, and that
the application could be published in colour.

In addition, it is possible to claim the priority on the basis of design application from another country which is
member of the Paris Union for the Protection of Industrial Property or member of the World Trade Organization
(including Community Design), within six months from the date of application in respective country.

Costs
e Preparing and filing a design application = official fees EUR 26,54
e Second and each further design in a multiple application = official fees EUR 6,64
¢ Request for first five-year validity period and publication = official fees EUR 53,09
e Second and each further design in multiple application = official fees EUR 26,54.

In addition, fees of the legal representative apply.
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What is protectable? Inventions in the field of technology are patentable. A patent does not protect an idea,
but a concrete solution to a technical problem. In order to achieve patent protection, the invention in any field
of technology must be new, i.e. it must not be shown to the public in any way, anywhere in the world, before
filing an application for protection; have an inventive step, i.e. it must not arise from the state of the art in an
obvious manner to a person skilled in that state of the art; be industrially applicable, i.e. be practically (not just
theoretically) applicable and suitable for production or use in the industrial scope.

Where to apply? Patent protection will be granted only per country, meaning that applicant must register the
patent in each country where protection is sought. Patent applications can be filed with either the SIPO,
European Patent Office (EPO) or WIPO. The registration procedures before these offices slightly differ from each
other, particularly as to costs.

Duration of protection? The term of protection as a rule, may not exceed 20 years from the date of filing the
patent application and must be maintained by annual fees.

Costs? Application costs for Croatian patents are as follows:
The timeline in order for CSIPO to issue a decision on grant will depend on the results of the substantive
examination of the patent application. The related fees are:

e EUR 159,27 * - official fee. These fees also cover maintenance for the first 2 years

¢ EUR 0,66 ** - official fee per each additional page above 30

¢ EUR 1,33 ** - official fee per each additional claim above 10

o EUR 265,45 ** official fee - request for substantive examination for applications filed after the 2020-02-20.

Remarks:

* the official filing fee is reduced by 50% when online filing + additional reduction of 50% is applicable in case
the applicant is also the inventor (both reductions will be cumulated)

** in case the applicant is also the inventor the official fee is reduced by 50% In addition, fees of the legal and
technical representative apply.

What is protectable? Simpler inventions. Because it is registered without a substantive examination procedure,
the process of registering a utility model is simple, fast and cheaper compared to the procedure for granting a
patent. It therefore facilitates the protection of inventions for individual inventors and small and medium-sized
enterprises. The law prescribes limitations in terms of protection by having the utility model referring
exclusively to a product that shall not be an invention in the field of biotechnology, a chemical or
pharmaceutical substance or an invention the commercial exploitation of which would be contrary to public
order or morals, nor an invention relating to a process. Another limitation is the number of claims the
Application can contain only 10 claims. Holder of a registered utility model may request the substantive
examination to determine whether the invention in question is new, inventive and industrially applicable. Such
a request may be submitted no later than upon expiry of the seventh year of duration of the utility model.
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Where to apply? See comments on patent
applications above.

Duration of protection? The protection of an
invention by a utility model is valid for a maximum
of 10 years from the date of filing the application of
the utility model.

Costs? The timeline in order that SIPO issues a
decision on registration is approximately 3-4 months
and the related fees are as follows:

e EUR 100 * - official fees filing and examination of
a request for utility model including the first two
annuities

e« EUR 65* - official fees Printing and publication

¢ EUR 60 official fees - Conversion of a Utility Model
into a national Patent.

Remarks:

* the official filing fee is reduced by 50% when online
filing + additional reduction of 50% is applicable in
case the applicant is also the inventor (both
reductions will be cumulated)

** in case the applicant is also the inventor the
official fee is reduced by 50%

In addition, fees of the legal and technical
representatives apply.
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What is protectable? Copyright does not protect an
idea but a copyright work, expressing the idea of
the human mind, irrespective of the form or quality
of such expression. Further to the Croatian
Copyright and Related rights Act, a copyright work
is an original intellectual creation in the literary,
scientific and artistic field, having an individual
character, irrespective of the manner and form of its
expression, its type, value or purpose.

Copyright protection is granted to the author
immediately with the creation of a work, without
completing any formalities such as registration or
deposit of the work. No label required either.

Duration of protection? Copyright protection lasts
for the life of the author and 70 years after his
death. In the case of a co-authored work, copyright
lasts for 70 years from the death of the co-author
who has lived the longest.

Exploitation of copyright protected work?
Copyright owners have the exclusive right to exploit
the work (economic copyrights) and the
indispensable right to be named as author (moral
copyrights). Copyrights cannot be transferred.
However, in respect of the economic copyrights,
author may establish on behalf of another person
“right to use the copyright”. No such possibility is
envisaged in regard of the moral copyright.

What is protectable? The Croatian Law on the Protection of Unpublished Information with Market Value Unfair
defines trade secret as information (such as know-how, business information and technology) which meets all
of the followingrequirements: it isnot generally knownamong or readilyaccessible to personswithin the circles
that normally deal with the kind of information in question; it has commercial value (for example when its
unlawful acquisition, use or disclosure could harm the financial, business or other interest of the person who
lawfully controls it) because it is secret and it has been subject to reasonable steps/appropriate measures, by
the person lawfully in control of the information, to keep it secret. Reasonable steps/appropriate measures to
preserve the confidentially of information may include the creation of an internal act on the handling of trade
secrets, the circle of persons and their rights and obligations in the handling of trade secrets, or measures of
physical or virtual protection of access to and handling of trade secrets and concluding NDAs.

Duration of protection? As long as appropriate measures are in place and the above requirements for trade

secret are met, trade secret protection applies.
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Since May 25, 2018, the GDPR applies. The relevant

Croatian specifics in the GDPR Implementation Act

and Electronic Communication Act may be briefly

summarized as follows:

e The age for child's consent in
information society services is 16 years.

e The processing of personal data through video
surveillance can only be carried out for a purpose
that is necessary and justified for the protection of
persons and property, if the interests of the data
subjects that are in conflict with the processing of
data through video surveillance do not prevail.

¢ Video surveillance of workplaces - the processing
of personal data of employees through video
surveillance system can only be carried out of, in
addition to the above conditions, the conditions
envisaged by the regulations on occupational
safety are met and if the employees were
adequately informed in advance of such measure
and if the employer had informed the employees
before the adoption of the decision on installing
video surveillance system. Video surveillance of
workplace cannot include rest rooms, personal
hygiene and changing rooms.

e The processing of biometric data in the private
sector can only be carried out if it is prescribed by
law or if it is necessary for the protection of
persons, property, classified data, business secrets
or for the individual and secure identification of
service users, taking into account that the
interests of the data subjects that are in conflict
with the processing of biometric data do not
prevail.

e The legal base for processing of biometric data for
the secure identification of service users is the
explicit consent of data subjects given in
accordance with the requirements for the same
envisaged in the GDPR.

e Processing of biometric data of employees for the
purpose of recording working hours and for
entering and leaving official premises is allowed, if
it is prescribed by the law or if such processing is
carried our as an alternative to another solution
for recording working hours or entering and
leaving official premises, provided that the
employee has given explicit consent for such
processing of biometric data in accordance with
the provisions of the GDOR.

e Some provisions of the GDPR do not apply to the
processing of personal data for purposes of
carrying out official statistics by the authorized
bodies.

relation to
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¢ The use of automated calling and communication
systems without human intervention, facsimile
machines or electronic mail, including short
messaging system (sms) and multimedia
messaging services (mms), for the purposes of
direct marketing and sale require data subject's
prior consent. Consent for electronic messages is
not required, if the controller has received the
personal data in connection with a transaction,
the marketing communication concerns similar
products and services, and the data subject has
been given the opportunity to opt-out when data
has been collected for this purpose as well as with
every communication (soft-opt-in).

e Prior consent for the above communications for
the purposes of direct marketing and sale to legal
persons is not required. However, this is only
applicable if such communications do not involve
personal data (i.e. if you cannot identify an
individual either directly or indirectly).

e All electronic mails (including sms and mms)
send for the purposes of direct marketing and
sale must correctly display and not conceal the
identity of the sender on whose behalf the
electronic mail or message is made, as well as
should always have a valid electronic mail address
or number to which the recipient may free of
charge send a request that such communications
cease.

e Prior consent is required for setting cookies which
are not necessary for the provision of the service
requested by the user, irrespective whether
personal data is processed or not. Thus, opt-in is
for example required for all marketing cookies.

In addition, the Croatian Consumer Protection Act
envisages provisions in connection to unsolicited
communication via telephone and/or messages.
Namely, it is prohibited to make calls and/or send
messages by telephone to consumers who have
entered the Registry of consumers who do not want
to receive calls and/or messages in the context of
advertising and/or sales by telephone (“do not call”
registry). The Registry is held by Croatian Regulatory
Authorities for Network Industries, and it is available
online at https://rnz.hakom.hr/.

‘Do not call” registry applies only to consumers.
Consumers are defined by Croatian Consumer
Protection Act as any natural person who enters legal
transaction or operates on the market outside of its
trade, business, craft, or professional activity.
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Currently, there is no specific national regime in Croatia regulating artificial intelligence. However, being an EU
Member State, Croatia will be subject to the upcoming Al Act and comprehensive obligations it imposes, once
the same is adopted and enters into force.

In the meantime, in cases of automated individual decision-making, including profiling, Article 22 GDPR applies
accordingly. This implies implementing appropriate safeguard measures and ensuring that the data subject has
(at least) the right to obtain human intervention, to express his/her point of view and to contest such decision.
In addition, special rules for certain specific data processing activities (e.g., processing of biometric data, genetic
data, video surveillance, etc.) have been introduced by the Croatian GDPR Implementation Act. Its provisions
must be taken into consideration in development or testing Al tools based on data processing activities that fall
within its scope.

The Digital Croatia Strategy for the period until 2032 has placed a strong emphasis on introduction of new
technological solutions (Al, machine learning, 6G, etc.), both in private and public sector. The Croatian
Government has initiated the development of a National Al Strategy that should establish a national
framework for strategic development of Al. However, detailed specifics and final version of the National Al
Strategy are yet to be published.

In addition to government and regulatory efforts, the Croatian academia and civil society have also been very
active regarding Al technologies. Two University centres for Al research and development (Zagreb and Rijeka)
have been established, while the Croatian Al Association has published guidelines proposing different measures
for a competitive national and EU framework that supports start-ups developing innovative solutions based on
Al.

General: Written employment agreement is a must.
Agreements with indefinite term, definite term, part-
time and similar are normally used and negotiable.
There are restrictions for the maximal duration (and
number) of the agreements entered for a definite
term, rules prohibiting fictional work for hire
contracts that essentially represent employment
agreements and similar. Generally speaking, the local
labour law is developed in a very detailed manner
and generally considered as relatively conservative in
certain specific aspects, such as termination. The
employer is considerably free to determine the terms
offered to a potential employee. These can be
negotiated depending on the circumstances.
However, the terms must satisfy the minimum
requirements provided in the Labour Act and other
relevant laws. If there are different sources of law
governing the same issue differently, for instance
Labour Act, employment rulebook, collective
agreement, employment agreement, the terms most
beneficial for the employee prevail. There is also a
possibility to set out the trial period in the
employment agreement which may last up to 6
months.

Entry into an employment agreement must be
followed by the registration of the employment with
the Pension Fund and Health Insurance Fund,
performed by the employer. Currently, a single
application is enabled for the two funds and it must
be submitted before the actual starting date of the
employment relation.

Termination: Employees are very well protected.
They can challenge termination of their employment
relationship (depending on the reasoning for
termination), for example, due to:

e proscribed motive for the termination (e.g.,
organizing the election of a works council, recent
raising of justifiable claims against the employer),

e discrimination issues,

e termination decision’s lack of explanation or not
following prescribed procedure for termination,

e the termination is socially unjustified (due to
failure to apply social criteria incl. age, term of
work with the employer or maintenance
obligations of the employee in connection with
other employees at the same work position where
20 or more employees are employed).

In addition, certain groups of employees (e.g., works
council members, pregnant employees, employees
on parental leave or with recognized disability status)
enjoy special termination protection.
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There are four different grounds for unilateral regular termination by the employer:

e termination dueto business reasons (“in case when employer has no longer the need for performance of the
particular job, due to reasons of economy, technical or structural reasons”),

e termination due to personal reasons (“in case the employee is not capable of performing its duties arising
out of the employment relation due to certain permanent character attributes or capabilities”),

« termination caused by employee’s fault (in case of breach of duties/obligations undertaken in the
employment contract by the employee”), as well as

¢ termination due to failure to satisfy during probation period.

The Croatian Labour Act prescribes the termination procedure, remedies and other rights of the employee as
well as the related termination notice periods that the employer must adhere to in each of these situations.

The amendments of the Employment Act which came into effect on January 1, 2024, have introduced platform
work into the Croatian employment legislation. Platform work is defined as compensated work carried out by
individuals under contract for a DLP or an aggregator, utilizing digital technology either remotely through
electronic means (such as a web page or mobile app) or directly on-location. A DLP is defined as a natural or
legal person providing services at the request of a service recipient through digital technology, involving
remote work through electronic means or on-location. On the other hand, an aggregator (representative) is
defined as a natural or legal person engaged in representation or intermediation for DLPs.

Employment contracts involving DLPs must include prescribed content amongst others related to work tasks,
conditions, monitoring, communication, expenses and insurance. In addition, contracts requiring on-call work
have to outline the variable work schedule, reference period, minimum paid working hours, and conditions for
the employee’s right to refuse tasks on short notice.

There is also a legal presumption that if a DLP or aggregator contracts with an individual for work resembling
an employment contract, the DLP or aggregator is considered to have concluded an employment contract as
an employer. Stated presumption can be challenged only based on exhaustively prescribed facts, with the
burden of proof lying with the DLP or aggregator rebutting the legal presumption. It is important to note that
regulations apply not only to DLPs but also to aggregators operating within the European Union, regardless of
their location and applicable law. It should be noted that the regulations exclude service providers primarily
focused on asset sharing or resale of goods and services.

Works Made in the Course of Employment: The latest amendments to the Copyright Act provide the general
clause that copyright ownership of a work created by an employee in the course of their employment belongs
by default to the employer. However, best practice in Croatia remains to ensure that employment agreements
contain provisions whereby the legal assignment of all intellectual property related rights is explicitly
confirmed.

Works Made in the Course of contracting relations: Where the entity decides to appoint students or
contractors for provision of certain services (there are strict provisions relating to the prohibition of fictional
work for hire which are in their substance employment agreements under supervision especially by the labour
inspection and Croatian Tax Administration), each agreement should contain a clause covering the licensing of
works made by such contractual partners. Such clause should be as specific as possible, in order to ensure that
relevant intellectual property rights have been assigned.



INTERNATIONAL TECHNOLOGY LAW ASSOCIATION

STARTUP LEGAL PLAYBOOK

CROATIA

Croatian consumer protection law is rather strict and regulated in various laws, such as the Consumer
Protection Act, Civil Obligations Act, E-Commerce Act and Service Act. The core provisions are laid down in the
Consumer Protection Act.

Croatian Consumer Protection Act regulates a distance consumer contract prescribing also the requirements
for such contracts. These requirements include the obligation of the trader to provide the prescribed
information to the consumers prior to entering into the contract in a clear and comprehensible manner (we
hold that it is acceptable to provide such information by means of the Terms of Use and any information not
contained herein, e.g. regarding price of services, by means of a separate notification) (the same information
principally correspond to the information requirements as laid down under Art. 6 and 8. of the Directive
2011/83/EU on consumer rights) and to provide the consumer with the confirmation of the contract concluded,
on a durable medium within a reasonable time after the conclusion of the distance contract, and at the latest
at the time of the delivery of the goods or before the performance of the service begins.

Below is the list of information which are required to be provided to the consumer prior to entering into the
contract as prescribed by the Croatian Consumer Protection Act:

the main characteristics of the goods or services,
to the extent appropriate to the medium and to the
goods or services;

the cost of using the means of distance
communication for the conclusion of the contract
where that cost is calculated other than at the basic
rate;

the identity of the trader, such as his trading
name; the arrangements for payment, delivery,
performance, the time by which the trader
undertakes to deliver the goods or to perform the
services and, where applicable, the trader's
complaint handling policy;

the geographical address at which the trader is
established and the trader’s telephone number, fax
number and e-mail address, where available, to
enable the consumer to contact the trader quickly
and communicate with him efficiently and, where
applicable, the geographical address and identity of
the trader on whose behalf he is acting;

where a right of withdrawal exists, the
conditions, time limit and procedures for exercising
that right, as well as the model withdrawal form;

if different from the address provided in
accordance with point (c), the geographical
address of the place of business of the trader, and,
where applicable, that of the trader on whose
behalf he is acting, where the consumer can
address any complaints;

where applicable, that the consumer will have to
bear the cost of returning the goods in case of
withdrawal and, for distance contracts, if the goods,
by their nature, cannot normally be returned by
post, the cost of returning the goods;

that, if the consumer exercises the right of
withdrawal after having made a request, the
consumer shall be liable to pay the trader
reasonable costs ;

the total price of the goods or services inclusive
of taxes, or where the nature of the goods or
services is such that the price cannot reasonably be
calculated in advance, the manner in which the

price is to be calculated, as well as, where where a right of withdrawal is not provided for,

applicable, all additional freight, delivery or postal
charges and any other costs or, where those
charges cannot reasonably be calculated in
advance, the fact that such additional charges may
be payable;

the information that the consumer will not benefit
from a right of withdrawal or, where applicable, the
circumstances under which the consumer loses his
right of withdrawal;
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() a reminder of the existence of liability for
material defects of the goods and liability for
conformity of digital content and digital services
with the contract;

(m) where applicable, the existence and the
conditions of after sale customer assistance, after-
sales services and commercial guarantees;

(n) the existence of relevant codes of conduct, and
how copies of them can be obtained, where
applicable;

(o) the duration of the contract, where applicable,
or, if the contract is of indeterminate duration or is
to be extended automatically, the conditions for
terminating the contract;

(p) where applicable, the minimum duration of the
consumer’s obligations under the contract;

(g) where applicable, the existence and the
conditions of deposits or other financial guarantees
to be paid or provided by the consumer at the
request of the trader;
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(r) where applicable, the functionality, including
applicable technical protection measures, of digital
content;

(s) where applicable, any relevant interoperability of
digital content with hardware and software that the
trader is aware of or can reasonably be expected to
have been aware of;

(t) where applicable, the possibility of having
recourse to an out-of-court complaint and redress
mechanism, to which the trader is subject, and the
methods for having access to it.

If a distance contract to be concluded by electronic
means places the consumer under an obligation to
pay, the trader shall make the consumer aware in a
clear and prominent manner, and directly before
the consumer places his order, of the information
provided for in points (a), (e), (o) and (p) above.

In case of distance selling contracts (e.g., via
webshops), E-Commerce Act and Service Act must
additionally be adhered. Those regulations
particularly foresee various information obligations.

Please see below under Terms of Service for more
details.
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Under the Croatian Civil Obligations Act civil obligations law, terms of services are generally enforceable in
Croatia if published in “usual” manner (e.g., on a website or in app), and if the content of the same has been
known to the customer or must have been known to the customer. For that reason, both “click-wrap” and
“browse-wrap” style terms are acceptable. However, where possible, it is a good practice to obtain customer
confirmation through an affirmative action (i.e., a checkbox or button), particularly where consumer protection,
warranties, liabilities, or other issues of importance to a company are included in such terms of service.

In case of service agreements, including agreements on provision of “information society services” (any service
normally provided for remuneration, at a distance, by electronic means and at the individual request of a
recipient of services, such as web hosting, online sales of goods and online commercial communication, social
networks and internet connection services), minimum mandatory content is prescribed by the law in the field
of services and e-commerce (E-Commerce Act and Service Act), and includes:

e company name,

e seat and address,

e contact information, including email address,

e registration body and registration number,

¢ vat number (if the service provider is entered into the vat system),

¢ applicable general terms and other clauses to which the terms refer to,
« price of services and/or the manner of determination of the same,

¢ principal characteristics of service,

o existence of guarantees, that applies in addition to the legal warranty.

Additional formalities and mandatory content related to online terms of service apply in case of regulated
industries, such as telecoms and finance, as well as in case of distance consumer contracts, as discussed in
question 7 above.

In addition, consumer protection law prescribes certain clauses which are held invalid if included in consumer
contracts, including distance consumer contracts, such as:

e implied renewal of the contract if specific conditions are not met,

¢ limitations of warranty rights,

o exclusion of liability rights for death, bodily injuries, gross negligence, willful misconduct, claims under the
product liability laws, damages occurred by violations of contractual core obligations,

¢ one-sided rights of companies to change scope of services or prices,

¢ severability clauses,

¢ place of jurisdiction and applicable law other than at the place of consumer,

¢ any other non-transparent or grossly disadvantageous clause.

The market entry must be well prepared. Apart from legal advice, this in any case includes competent tax
advisors. Local bureaucracy is often perceived as slower and not as efficient as in some other countries (on the
other hand, some local units are known for greater efficiency and investor focused approach). In addition,
certain sectors of the economy currently have issues with workforce, due to the intense emigration of certain
categories of citizens from Croatia into other EU countries.
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LEGAL FOUNDATIONS

Cyprus was a British colony until 1960, when the Republic of Cyprus was
established as an independent state.

Cyprus is a common law jurisdiction. The Constitution of the Republic of
Cyprus preserved the British laws applicable before independence (formally
referred to as ‘CAP’s) in force until their amendment or repeal by the House of
Representatives. As a result, many Cyprus laws applicable today are remnants
of British colonial laws, as amended by the House of Representatives after 1960
(including the Companies Law, CAP 113 as amended).

The laws applied by the Cyprus Courts today are the following:
¢ The Constitution of the Republic of Cyprus
e The Colonial laws retained in force by virtue of Article 188 of the
Constitution, to the extent these have not been amended and/ or repealed,
e The principles of Common Law and Equity, as long as they are not
incompatible with any law or the Constitution, and
e The Laws enacted by the House of Representatives.

In 2004 the Republic of Cyprus became a full member of the European Union
and as a result European law has supremacy over the Constitution and
national legislation.

There are three levels of courts in the Republic of Cyprus. The Supreme Court
and the Supreme Constitutional Court, which hear, inter alia, cases at third
instance, based on the authority conferred on them by the Constitution and
relevant legislation, the Court of Appeal, which hears cases at second instance
in which appeals are lodged against a decision of a court of first instance, and
the following courts of first instance:

¢ Administrative Court

o District Courts (Nicosia, Limassol, Larnaca, Paphos, Famagusta, Kyrenia)

e Assize Courts

e Family Court

¢ Rent Control Tribunal

¢ Industrial Disputes Tribunal

¢ International Protection Administrative Court

¢ Military Court

¢ Commercial Court and

¢ Admiralty Court
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The main types of corporate structures a start-up
might consider in Cyprus are the following:

This is the most common form of corporate
structure used for carrying out business in Cyprus
due to the many advantages offered, such as the
limited liability, the separate legal personality and
the significant tax benefits associated with this type
of corporate structure.

There are 2 main types of limited liability companies
which can be incorporated in Cyprus, as follows:

Companies limited by shares (Private/ Public)

This is the most common type of company. A private
company limited by shares has a share capital, and
the liability of its members is limited by its
memorandum of association to any unpaid amount,
for the shares they hold. A private limited liability
company by shares must have at least one
shareholder but no more than fifty, a secretary and
at least one director. A public company limited by
shares must have at least seven shareholders and a
minimum authorised and issued capital, which is
offered for subscription, must be €25.629.

Companies limited by guarantee

This type of company does not have a share capital
and its members act as guarantors rather than
shareholders. The liability of its members is limited
by its memorandum of association, up to the
amount that the members have undertaken to
contribute respectively to the assets of the company
in case of dissolution. This type of company is most
commonly formed as a charitable or a non-profit
company.

It is also possible to register a branch of a foreign

company to carry on business directly in Cyprus. The

following must be filed with the Registrar of

Companies within one month from establishing a

place of business or branch:

¢ a certified copy of the Memorandum and articles
of association,

e a list with all directors and secretary,

e the name and address of its Cypriot
representatives.

It should be mentioned that overseas companies
that establish a place of business in Cyprus have an
obligation under the Companies Law to register
with the Registrar of Companies within one month
of establishment.
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In a partnership, individuals jointly and severally
share profits, responsibility, debts, and liability of the
partnership as partners. There is no share capital,
but the partners must contribute an amount into
the partnership as capital. There is no minimum
requirement of capital for registering a limited
liability partnership in Cyprus.

There are two types of partnerships which can be
registered in Cyprus, the general partnership and
the limited partnership.

A general partnership can have between 2 and 20
partners, with the exception of banking
partnerships, where the maximum number of
partners is 10.

In a limited partnership one or more of the general
partners have unlimited liability and the rest of the
partners have limited liability.

Individuals who own a business on their own
account can trade under a registered business name
but will remain personally responsible for all the
liabilities and debts of the business. No limited
liability and no separate legal personality are
established with the registration of a Business Name
in Cyprus.
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As regards corporate structures, there are no
nationality or residence requirements or restrictions
relating to the shareholders and directors of a
Cyprus company. Any individual or corporate entity
can hold shares in a Company registered in Cyprus,
however, for tax purposes the tax residence of the
company is identified by determining where the
management and control is exercised. There are
several factors which are used to identify a
company’s location of management and control,
however, as a general rule the board of directors is
responsible for exercising the central management
and control of a company’s business.

To take advantage of the favourable corporate tax
regime in Cyprus it is therefore recommended that
the majority of the directors of a Cyprus registered
company should be residents of Cyprus and the
meetings of the board of directors should also take
place in Cyprus.

As regards investment in real estate, non-EU
nationals (including corporate entities or entities
controlled by non-EU nationals) who wish to
purchase real estate property in Cyprus must obtain
a special permit from the Council of Ministers before
the property can be transferred in their name.

A non-EU national or a couple of non-EU nationals
may be granted a permit to acquire:

1.A Plot or land that has not been divided into
plots with an area of up to 4000 sgq.m., for the
construction of a house for owner occupancy.

2. In the case of a couple, only one permit is
granted as above.

OR

1.Up to two units which may be in a different
development. These units can be either two
residential units or one residential unit and a
shop up to 100 sg.m. or a residential and office
unit with an area of up to 250 sq.m.

2.In the case of a couple, the above limitation
applies to the couple as a whole.

A citizen or legal person of an EU member state does
not need a permit to acquire immovable property
and no restrictions apply to any such person.
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Cyprus law recognises the following IP rights which
may be registered.

What is protectable? A trademark to be registrable
must be distinctive, capable of distinguishing the
products or services of an enterprise from those of
other enterprises and determine the object of the
protection provided to its beneficiary with clarity
and accuracy. Both individuals and businesses may
submit an application for trademark registration in
Cyprus.

There are various types of marks which may be
registered in Cyprus, depending on their
characteristics, including Word marks, Figurative
marks, Colour marks, Sound marks, Motion marks,
Multimedia marks, Hologram marks, Certification
marks and Collective mark.

Where to apply? Trademarks can be filed either with
(i) the Intellectual Property Section of the
Department of Registrar of Companies and
Intellectual Property, (ii) the European Union
Intellectual Property Office (EUIPO) or (iii) the World
Intellectual Property Organization (WIPO) under the
Madrid System, depending on the territories in
which trademark protection is sought. Before
submitting the application, the applicant may apply
to the Intellectual Property Section for a preliminary
opinion regarding the possibility of safeguarding the
trademark, by submitting, either through the
trademark's trademark's e-filing_system or by hand /
post, a form E.Z. 01 accompanied by the relevant fee
of ninety nine euro (€99) and an additional fee of
seventy seven euro (€77) for every class beyond the
first one. Provided the mark meets all the
prerequisitesfor protection and provided an
availability check has been made among the
registered trademarks and the applications for
trademark registration, the application for its
registration can be submitted either through the
trademark's e-filing_ system or by hand / post,
accompanied by the relevant documentation.

Duration of protection? Once registered, the
trademark remains protected for an indefinite
period, subject, however, to renewal every 10 years.

Costs? The application costs for registering a
trademark in Cyprus are <€100,00 euro and
additionally €150 per class (including the
certificate's issuance cost). Additional fees may
apply, if applying for registration through a legal or
other representative.


https://efiling.drcor.mcit.gov.cy/sp-ui-tmefiling/home.htm
https://efiling.drcor.mcit.gov.cy/sp-ui-tmefiling/home.htm
https://www.intellectualproperty.gov.cy/en/knowledgebase/tips-notes/submission-by-hand-post

CYPRUS

What is protectable? A Patent is an intellectual
property right over an invention, which may concern
a product, method, process, material etc. For a
patent to be granted, the relevant invention must be
new, involve an inventive step and be susceptible of
industrial application.

Where to apply? Patent protection will be granted
only per country, meaning that an applicant must
register the patent in each country where protection
is sought. Patent applications can be filed with
either the Intellectual Property Section of the
Department of Registrar of Companies and
Intellectual Property, European Patent Office (EPO)
or WIPO. The registration procedures before these
offices slightly differ from each other, particularly as
to costs. The application for granting a national
patent (form .9) is submitted, by hand/ post, to the
Department of the Registrar of Companies and
Intellectual Property, accompanied by the relevant
documentation.

Duration of protection? The term of protection of a
patent in Cyprus is 20 years, while in the case of
pharmaceutical or plant-protection products,
protection can be extended up to 25 years and in
case of paediatric pharmaceutical products, up to 25
years and 6 months.

Costs? Application costs are €230 for registering a
national patent (including certificate's issuance cost
and excluding international search fee), and €100
euro for European Patent validation in the Republic
of Cyprus. International patent registration cost
varies per year. Additional fees may apply, if
applying for registration through a legal or other
representative.
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What is protectable? An Industrial design or a
model is the external design or the appearance of
the whole or part of a product, which arises from its
particular characteristics, such as, its outline, shape,
form, colours, line, texture, materials, decoration, etc.
Natural products, ideas, sounds, music and scents do
not constitute designs or models.

Where to apply? National designs may be registered
with the Intellectual Property Section of the
Department of Registrar of Companies and
Intellectual Property. To make sure that a design or
model is “new” and “unique”, it is advisable to search
among the registered industrial designs or models
filed both in the Republic of Cyprus and abroad. You
may submit the application for filing an industrial
design or model (form BXY1) by hand/post
accompanied by the relevant documentation. To
obtain protection throughout the EU, a Community
Design may be registered with the EUIPO.
Furthermore, a design may be registered as a
national Industrial Design or sample in any other
country or territory which enables such registration.
In such case, it is advisable firstly to obtain
information regarding the national law and the
conditions for registration and protection applicable
in the said countries.

Duration of protection? The maximum period of
protection of a design under Cyprus law is 25 years,
subject, however, to renewal every 5 years.

Costs? The application costs for the registration of a
design in Cyprus are €85,43. Additional fees may
apply. if applying for registration through a legal or
other representative.

What is protectable? Copyright constitutes an intellectual property right that grants exclusive protection to
the creator of a work (scientific or literary work). Copyright is acquired automatically, without the need to file
the work or submit an application and the exploitation right can be exercised automatically.

Duration of protection? Protection of copyright under Cyprus law varies depending on the nature of the work

up to 70 years from the creator’s date of death.

Exploitation of copyright protected work: the copyright owner has the exclusive right to exploit the work,
including reproduction, advertising, sale, lease, distribution, etc. In addition, copyright over scientific, literary,
musical or artistic work (including photographs) and films, provides to the creator the so-called “moral right”.
This right includes the creator’s right, for his/her’s entire lifetime, to claim the authorship of the work and to
object to any distortion, mutilation or other modification of the work, that would detract the honour or

reputation of the author.
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What is protectable? Trade secrets as such are not recognized as an intellectual property asset under Cyprus
law. The Law on the protection of undisclosed know-how and business information (trade secrets) against their
unlawful acquisition, use and disclosure of 2020 (Law No. 164(1)/2020) allows individuals and companies to
protect secret information which has a commercial value from unlawful acquisition, use or disclosure.
According to this law, to ensure protection of a trade secret the relevant holder should undertake all
reasonable steps to protect its secrecy, including the use of non-disclosure agreements (NDAs) and the
implementation of internal policies and procedures.

Duration of protection? As long as appropriate measures are in place and information has a commercial value,
trade secret protection applies.

Data protection in Cyprus is primarily governed by the General Data Protection Regulation (Regulation (EU)

2016/679) ('GDPR') which has been implemented into Cypriot law by Law 125(1) of 2018 Providing For The

Protection of Natural Persons with regard to the Processing of Personal Data and for the Free Movement of

Such Data. This law is supplemented by the The Law Regulating Electronic Communications and Postal

Services 112(1)/2004, as amended (the “Telecoms Law”). There are a few national particularities (derogations)

under Cyprus law, the most notable of which include the following:

e The age for minor's consent in relation to information society services is 14 years

e The Controller can be exempt, wholly or partly, from the responsibility of communicating the personal data
breach to the data subject, for one or more of the reasons stated in Article 23(1) of the Regulation provided
that a prior impact assessment and prior consultation with the Commissioner have taken place. The
Commissioner can also impose terms and conditions to the Controller, in respect of any such exemption.

e Processing of genetic and biometric data for health insurance purposes is prohibited.

e The processing which is carried out by a controller or a processor for archiving purposes in the public
interest, scientific, or historical research purposes or statistical purposes shall not be used for taking a
decision which produces legal effects concerning the data subject or similarly significantly affects them.

e Under the Electronic Communications Law, the use of electronic mail for the purposes of direct marketing
is permissible only in the case of addressees who have given their prior consent. The only exception in
Cyprus where the principle of 'opt-out' applies is where a sender has been provided by a customer with an
email address in the course of a sale of goods or services. Individuals or legal entities that obtain their
customers' personal data (e.g. e-mail addresses) in the course of the sale of a product or service may use
these data for direct promotion of their own similar products or services so long as customers are aware of
this practice and given the opportunity to decline receipt of communications in the future.

¢ When the controller or the processor intends to transfer special categories of personal data to a recipient in
a third country or to an international organisation and the intended transfer is based on appropriate
safeguards provided for in Article 46 of the GDPR or on binding corporate rules ('BCRs') provided for in
Article 47 of the GDPR, the controller or processor must inform the Commissioner of the intended transfer
before the data is transferred.

e The processing of special categories of data laid down in Article 9 of the GDPR is permitted and is lawful
when it is carried out for the purpose of publishing or issuing a decision of any court or when it is necessary
for the purpose of delivering justice.

e The right to be informed and the right of access under Articles 14 and 15 of the GDPR shall apply to the
extent that they do not affect the right to freedom of expression and information and the press
confidentiality.

The regulatory authority for data protection in Cyprus is the Commissioner for Personal Data Protection,
established in 2002. The office of the Commissioner is currently staffed by nine officers and five administrative
members of staff.
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Employment contracts are not required under Cypriot law, although they are considered advisable. Employers
are required to provide employees with specific information in writing, within one month of the
commencement of employment, including the identity of the parties, the place of work and registered
address, the position or specialisation of the employee and the nature of his duties, the date of
commencement and duration of employment, annual leave entitlement, termination notice periods, salary
and benefits, working hours, and details of any collective agreements that may apply to the employee.

Employment contracts can be for a fixed term or an indefinite term, provided that employment that exceeds
30 months will be automatically considered to be of indefinite term unless the employer can show that the
fixed term is justified by objective reasons (such as the temporary nature of the requirements of the position,
the temporary replacement of another employee, special characteristics of the position, etc). Furthermore, the
termination of employment at the end of a fixed term may be considered unlawful if the Industrial Disputes
Court considers that, as a matter of fact, the employment relationship was for an indefinite term.

There is no statutory work for hire regime under Cyprus law. Unlike employment agreements, which although
contractual in nature are regulated by a wide range of employment laws and regulations, agreements for
services are exclusively governed by contract law.

To determine whether a person is an employee or an independent contractor, the entire arrangement
between the parties should be considered, particularly the parties’ rights and obligations.

Under Cyprus law, rights to intellectual property which are recognised by law initially belong to the creator.
However, when the creation of a work is performed during the employment of the creator, as part of the terms
and conditions of his employment contract, the intellectual property right is deemed to be transferred to the
creator's employer, subject to any agreement between the parties to exclude or limit such transfer.

Every employer has a legal obligation to register its employees with Social Insurance and make contributions
based on their salary to the Social Insurance Fund. In addition to Social Insurance contributions, employers in
Cyprus are required to make certain other contributions for the employee to the General Health System, the
Redundancy Fund, the Social Cohesion Fund and the Industrial Training Fund.

Employment law in Cyprus is a form of social legislation, a term commonly used to describe statutory
provisions which protect weaker members of the society.

Under Cyprus law termination of employment is lawful only if it can be justified based on one of the below
grounds:
¢ where the employee does not perform his or her duties in a reasonably satisfactory manner (excluding
temporary incapacity for work due to illness, injury or childbirth),
¢ where the employee has been made redundant in accordance with statute,
¢ where the termination is due to force majeure, act of war, civil commotion, act of God, destruction or
similar event,
e where the employment is terminated at the end of a fixed period of employment,
e where the employee displays conduct such as to render him- or herself subject to summary dismissal, or
e where the employee has displayed such conduct as to make it clear that the relationship between
employer and employee cannot reasonably be expected to continue, committed a serious disciplinary or
criminal offence, behaved indecently during the performance of his or her duties or repeatedly violated or
ignored the rules of his or her employment.

In addition, certain groups of employees (e.g. pregnant employees, employees on maternal or paternal leave
and employees on sick leave) enjoy special termination protection.

Statutory compensation for unlawful dismissal is payable by the employer depending on the period of the
employee’s continuous employment. Depending on the circumstances an unlawfully dismissed employee may
also claim damages for breach of contract or loss of career prospects.
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Cyprus consumer protection law is a consumer-friendly statutory regime which harmonizes the national law
E.U. law and the requirements of Regulation (EU) 2017/2394. It also consolidates various other relevant
consumer protection laws (such as the unfair terms to consumers law) into a single statutory instrument.

Under Cyprus law, consumers have certain rights, depend on whether they are buying goods or services in
commercial stores or entering into distance selling contracts, as the case may be.

Such rights include the disclosure of certain information by the seller, including the main characteristics of
the goods or services, the identity of the trader and its geographic address,the total price of the goods or
services, including taxes, or if, due to the nature of the goods or services, the price cannot reasonably be
determined in advance, the manner in which the price is to be calculated and, where appropriate, all
additional shipping, delivery or postal charges or, where such charges cannot reasonably be calculated in
advance, the fact that such additional charges may be required, etc.where applicable, the possibility of
recourse to an out-of-Court grievance mechanism and redress to which the trader is subject, as well as the
ways to access it, etc.

In the case of distance selling contracts the consumer may, within a period of 14 days, withdraw from the
distance contract without stating the reasons and without any charge other than any charges relating to a
delivery method other than the cheapest standard delivery method offered by the trader, if the consumer
expressly chose such delivery method. If consumers are not sufficiently informed about the right of
withdrawal, this right is automatically extended for up to one year.

The Consumer Protection Service of the Ministry of Energy, Trade and Industry has as its mission the assurance
of a high level of consumer protection in the liberalized and competitive market. This is achieved through a
network of actions that ensure the empowerment of consumers and concern the effective compliance control
of the market based on the legislative framework, the strengthening of consumer safety and the improvement
of information and education of consumers and businesses.

The main responsibilities of the Service, as derived from its mission, include, inter alia, modernization and
effective implementation of the legislative framework for consumer protection and the operation of the
market surveillance system for effective enforcement.
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Yes, the trader must provide the information required by law to the consumer on paper or, if the consumer
agrees, on another durable medium and this information must be legible and worded in simple and
understandable language for the terms to be enforceable.

Furthermore, the trader should provide the consumer with a copy of the signed contract or confirmation of
the contract on paper or, if the consumer agrees, on another durable medium.

Abusive clauses in a contract between a trader and a consumer do not bind the consumer, however, the
contract continues to bind the parties, unless it cannot continue to exist without the abusive clause.

Appendix IV of the of the Consumer Protection Law of 2021 includes an indicative list of clauses which may be
considered abusive. This list includes clauses which have the following purpose or result:

‘Exclude or limit the trader's statutory liability in the event of death or personal injury to a consumer resulting
from the trader's own act or omission;

e exclude or improperly limit the consumer's statutory rights against the trader or other contracting party in
the event of non-full or partial performance or defective performance of any of the contractual obligations
on the part of the trader;

¢ exclude the consumer's right of withdrawal, while the fulfilment of the trader's obligations is subject to a
condition, the fulfilment of which depends on his will alone;

¢ allow the trader to withhold the sums paid by the consumer when the consumer withdraws and does not
accept to conclude or perform the contract, without providing for the right of the consumer to receive
equivalent compensation from the trader when the latter withdraws;

e impose disproportionately high compensation on the defaulting consumer;

« allow the trader to terminate the contract at his discretion, while the same option is not granted to the
consumer;

o allow the trader to terminate without reasonable notice an open-ended contract, unless there is good
cause;

e irrevocably infer the consumer's acceptance of clauses of which he had no real possibility of knowing
before entering into the contract;

¢ allow the trader to unilaterally modify the terms of the contract without a serious reason which is provided
for in the contract;

¢ allow the merchant to unilaterally and without serious reason modify the characteristics of the product to
be delivered or the service to be provided;

e provide that the price of the goods is fixed at the time of delivery or give the trader the right to increase his
prices, without the consumer having, in either case, a corresponding right to terminate the contract in the
event that the final price is too high in relation to the price agreed at the conclusion of the contract;
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Engagement of foreign workers: In order for a third-country national to be employed as a worker in the
Republic of Cyprus, they must hold a temporary residence and work permit. The employment of a third-
country national in Cyprus depends on the specific employment category. For certain categories (agriculture
and animal husbandry, seasonal workers, etc.), the employer must hold a permit to employ third-country
nationals from the Department of Labor. Where the third-country national has free access to the labor market
(i.e. third-country nationals who are family members of a Cypriot citizen or an EU citizen and long-term
residents), the employer is not required to hold an employment permit for third-country nationals from the
Labor Department.

The Ministry of Labour and Social Insurance is responsible for establishing policies for the employment of
third-country nationals and for granting approvals to employers. The most basic criterion for granting
approval to employers for the employment of foreigners is the impossibility of satisfying the employer’s
specific needs with labour either from the local labour market or from Member States of the European Union.

Foreign interest companies: For companies of foreign interest to employ third country nationals an approval
from the Business Facilitation Unit (BFU) operated by the Ministry of Energy, Commerce and Industry is
required.

A company of foreign interests who wishes to employ foreign nationals in the Republic of Cyprus must ensure
that the foreign nationals obtain a temporary residence and employment permit from the Civil Registry and
Migration Department of the Ministry of Interior, which entitles the foreign national to work in a specific
occupation and for a period of time that is specified in the permit. If the holder of the permit begins another
job, the employment permit ceases to be valid and is considered cancelled.

Strategy for attracting companies to operate and/or expand their activities in Cyprus: The Council of
Ministers, with its Decision dated 15.10.2021, approved the New Strategy for attracting companies to operate
and/ or expand their activities in Cyprus. The new Strategy is in force since 2.1.2022. According to the
provisions of the New Strategy:

¢ Companies can freely employ any number of highly paid third-country nationals without going through a
labour market check.

The existing categories of Directors, Key Personnel and Specialists are maintained for reasons of
administrative structure/ statistics.

Specialists are not limited to specific professions or skills.

However, all companies commit to invest 30% of their total staff in Cypriots/EU citizens over a period of five
years. In five years, that is after 2.1.2027, the ratio for new hires will be checked. If a company does not adhere
to the 70:30 ratio, the case will be evaluated on its own merits and put before the management for an
administrative decision.

¢ The examination time of applications for residence and employment is set at one month.

Non-compete provisions: Under Cyprus Contract law, ‘any agreement by which anyone is restrained from
exercising a lawful profession, trade, or business of any kind, is to that extent void'.

This provision is subject to three specific exceptions concerning restrictions imposed on the sale of the
goodwill of a business and between partners in a partnership and the Supreme Court of Cyprus has
acknowledged that only agreements in restraint of trade that fall within one of the specific statutory
exceptions can be valid and that Cypriot law is thus a substantial departure from English common law, under
which an agreement in restraint of trade is valid if it is reasonable and not injurious to the public.

However, courts in Cyprus have held that during employment, employees owe a duty of loyalty to their
employers, which includes the duty not to compete with their employer thus providing an alternative means
to the enforcement of non-compete provisions to obtain compensation or interim relief in the Cyprus courts,
where, for example there is evidence that an employee made preparations to set up a competing business
while still employed.
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The Czech Republic has a civil law system based on written acts of law, taking
the form of statutes passed by a two-chamber Parliament and secondary
regulations passed by the Government and administrative and local bodies.
The international treaties and EU laws take precedence in case of a conflict
with Czech national laws.

Case law is traditionally not recognized as a formal source of law. However,
decisions from higher courts, such as the Czech Constitutional Court (Ustavni
soud), Supreme Court (Nejvy$si soud), and Supreme Administrative Court
(Nejvyssi spravni soud) are often used as supporting arguments and must be
generally considered by lower courts.

Although the Czech Republic comprises of 14 regions (kraje), the entire
territory forms one unitary state (i.e.,, not a federation). Local bodies may
regulate only matters of local significance and not in contradiction with
national laws.

The two most relevant types of companies that start-ups should consider when
starting their business in the Czech Republic are the Limited Liability Company
(s.r.o., spole¢nost s ruéenim omezenym) and the Joint-Stock Company (a.s.,
akciova spole¢nost).

The most common form of company in the Czech Republic. The requirements
of the Limited Liability Company are as follows:

e It requires at least one founder (shareholder), who may either be a natural
or legal person. There is no maximum limit for the number of shareholders
as well as no restrictions on foreign shareholders.

e Each shareholder must pay a minimum capital contribution of CZK 1
(approximately EUR 0.04). i.e,, in the case of a sole shareholder, the
minimum registered capital amounts to CZK 1. Before the filing of the
application for registration of the company in the Commercial Register,
100% of all non-monetary contributions and at least 30% of the amount of
every cash contribution must be paid up. Registered capital must be paid
up in full within 5 years from the company's establishment.

¢ The shareholder(s) must adopt the foundation documents (Memorandum
of Association) in the form of a Czech notarial deed.

e For the establishment, the limited liability company must be registered in
the Czech Commercial Register.

e In order to carry out business activities, in the vast majority of cases, a
relevant business license needs to be obtained. The company which obtains
the trade license will be registered in the Trade Licensing Register
(Zivnostensky rejstiik).
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CORPORATE STRUCTURES, CONT'D

Limited Liability Company (s.r.o., spole¢nost s ru¢enim omezenym)

The shareholders are liable for the company’s debts only to a limited extent, i.e., they are jointly and severally
liable for the company’s debts up to the amount at which they have not fulfilled their contribution obligations
to the registered capital, pursuant to the record in the Commercial Register (Obchodni rejstfik) at the time
when fulfilment (of the debt) was demanded by a creditor.

ADVANTAGES DISADVANTAGES
¢ Limited liability of the shareholders. ¢ The Memorandum of Association must be in the
¢ Flexible structure of corporate governance. form of a notarial deed.
¢ Minimum capital contribution of CZK 1. ¢ Since the ownership interest is not represented by a

security by default, contractual equivalents need to
be set up for some of the mechanisms commonly
used in startup investing.

Joint-Stock Company (a.s., akciova spole¢nost)

The second most popular form of a company in the Czech Republic. The requirements of the Joint-Stock
Company are as follows:

e It requires at least one founder (shareholder), who may either be a natural or legal person. There is no
maximum limit for the number of shareholders as well as no restrictions on foreign shareholders.

e The minimum registered capital is set to an amount of CZK 2,000,000 or EUR 80,000. Registered capital
must be paid up in full within 1 year from the company's establishment. The establishment of the company
is effective when 100% of all non-monetary contributions and at least 30% in aggregate of the subscribed
shares have been paid up by shareholders.

¢ The shareholder(s) must adopt the foundation documents (Articles of Association) in the form of a Czech
notarial deed.

e For the establishment, the Joint-Stock Company must be registered in the Czech Commercial Register.

¢ In order to carry out business activities, in the vast majority of cases, a relevant business license needs to be
obtained. The company which obtains the trade license will be registered in the Trade Licensing Register.

Participation in a Joint-Stock Company is embodied in shares (type of security). Besides the physical form,
shares might be issued as book-entry securities (which is more and more common these days). The company
issues shares either in the form of bearer shares or registered shares.

The company’s internal organisation may be either dualistic (Board of Directors and Supervisory Board) or
monistic (Administrative Board).

ADVANTAGES DISADVANTAGES
e No liability of the shareholders. e The Articles of Association must be in the form of a
o Transferability of the shares may not be notarial deed.
excluded. ¢ The minimum amount of the registered capital
e Ownership structure is not publicly amounts to CZK 2,000,000 or EUR 80,000.
accessible (unless there is a sole
shareholder).
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The partnerships include Unlimited Partnership The sole proprietor is a single natural person who is
(v.o.s., vefejnd obchodni spolec¢nost) and Limited liable to the full extent with their private and
Partnership (k.s., komanditni spole¢nost). business assets. This form of operating business is

the most common one in the Czech Republic. In
In the case of the Unlimited Partnerships, the order to carry out business activities, usually a
shareholders are not obliged to provide a relevant business license needs to be obtained. The
contribution to the registered capital and the proprietor who obtains the trade license will be
company does not have to create a registered registered in the Trade Licensing Register
capital. All shareholders are jointly and severally (Zivnostensky rejstfik). This form is available also to
liable to the full extent with their private and foreign nationals, provided they have adequate
business assets. residence permits.

The Limited Partnership has at least one general
partner (komplementaf) and one limited partner
(komanditista). Only the limited partners are obliged
to provide contribution to the registered capital, and
they are jointly and severally liable for the
company’s debts up to the amount at which they
have not fulfilled their contribution obligations to
the registered capital, pursuant to the record in the
Commercial Register at the time when fulfilment (of
the debt) was demanded by a creditor. The general
partner is liable to the full extent with their private
and business assets.

Non-EU foreign direct investments may be subject to mandatory clearance by the Ministry of Industry and
Trade (Ministerstvo obchodu a primyslu). That is to prevent a gain of control over certain strategic sectors or
access to sensitive technology and information. The threshold for control includes, among others, controlling at
least 10% of a company’s voting rights. Mandatory screening also applies to non-EU foreign direct investments
that may threaten the security or internal or public order of the Czech Republic.

Foreign direct investments in certain sensitive sectors, such as arms, certain dual-use goods, critical
infrastructure, and universal services are always subject to prior approval by the Ministry of Industry and Trade.

Foreign direct investments that are not subject to mandatory approval may be reviewed ex-post. The Ministry
of Industry and Trade may initiate a screening proceeding up to five years after the completion of the foreign
direct investment, with the possibility of retroactively restricting or annulling the investment. In order to avoid
being subject to a subsequent mandatory clearance, a foreign investor may choose to apply to the Ministry of
Industry and Trade for a voluntary consultation on the contemplated investment. The Ministry will carry out a
screening and state in advance whether the investment is permissible.
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Czech trademark law is based on and consistent
with EU trademark law. The EU trademark directive
has been fully implemented in the Czech Republic
with no major deviations.

What is protectable? Any sign which is capable of
distinguishing the goods and services of one person
from those of another and which can be expressed
in the Trademark Registry in a way which enables
clear and precise determination of the object of the
protection granted to the trademark owner.

Where to apply? Trademarks can be filed either
with:
1.The Czech Industrial Property Office (Utad
pramyslového vlastnictvi - UPV) in cases of
national trademarks and of international
trademark applications to the World Intellectual
Property Organization (WIPO) under the Madrid
System, which the Czech Republic is part of; or
2.the European Union Intellectual Property Office
(EUIPO) for EU trademarks.

The application of a Czech trademark can be filed
digitally via electronic databox submission, online
via UPV user account, by post, or in person at the
Industrial Property Office.

Duration of protection? The registration remains
valid for a 10-years-period and may be renewed
repeatedly for additional periods of 10 years.

Costs? The administrative fee for applying for a
Czech national trademark for three classes of goods
and services is CZK 5.000 (approx. EUR 200). CZK
500 (approx. EUR 20) is charged for each additional
class of goods and services.
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What is protectable? Patents may be granted for
inventions, which are novel, not obvious to a skilled
professional, and can be applied in industry.

Where to apply? Patent applications can be filed
with either:
1.The Czech Industrial Property Office (UPV) in
cases of national patents and international
patent applications under the Patent
Cooperation Treaty (PCT) to the WIPO; or
2.the European Patent Office (EPO) in case of
European patents.

The registration procedures before these offices
slightly differ from each other, particularly as to
costs. Patent protection is valid only per country,
meaning that applicant must register (or validate in
case of European patents) the patent in each
country where protection is sought. The
registration procedures before offices differ from
each other, particularly as to costs.

Duration of protection? A patent may remain valid
and offer protection for a maximum of 20 years
from application and must be maintained by
annual fees.

Unitary Patent and Unified Patent Court?
(Jednotny patent a Jednotny patentovy soud) The
Czech Republic is party to the Unified Patent Court
Agreement, however, it has not yet ratified it for its
entry into effect. A unitary patent therefore
currently does not offer protection in the Czech
Republic and may not be enforced with effect here.

Costs? Administrative fees for applying for Czech
patents for up to ten claims start at CZK 5.200
(approx. EUR 200), but the total fees vary
depending on several other factors and may be
higher. The patent holder must also pay gradually
rising annual fees to keep the patent in effect.
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What is protectable? Technical solutions, which are
novel, extend beyond mere technical skill, and can
be applied in industry. Although similar to patents,
utility models are registered without an
investigation of whether the technical solution is
protectable, so long as the formal requirements of
the application are met. A major difference and
advantage is also the 6-month novelty grace period
for own publications of the technical solution and
the fact that a utility model may be granted within
just a few months, whereas patent registration
proceedings may last up to several years.

Where to apply? A Czech utility model may be
applied for with the Czech Industrial Property
Office (UPV).

Duration of protection? Once registered, a utility
model offers protection for 4 years, which can be
renewed twice by a period of 3 years each time. In
contrast to patents, the maximum term of
protection is only 10 years.

Costs? Administrative fees for applying for Czech
utility models for up to ten claims start at CZK 500
(approx. EUR 20), but the total fees vary depending
on several other factors and may be higher. The
fees for each renewal amount to CZK 6.000
(approx. EUR 240).

What is protectable? A separate protection and
related registry are recognized for topographies of
semiconductor products, which are the result of
the creative activity of their creator, and which are
not common in the semiconductor industry.
However, this form of protection is not commonly
used in the Czech Republic with last application
filed in 1993.
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What is protectable? The visual appearance of
products or their parts, such as their outlines,
colours, shapes, structure, materials, or decorations.

Where to apply? Design applications can be filed
with either:
1.The Czech Industrial Property Office (UPV) in
cases of national designs.
2.The European Union Intellectual Property Office
(EUIPO) to obtain protection throughout the EU
in the form of a Community Design. Through the
EUIPO, Czech applicants can also file for
international protection of their designs in the
WIPO Hague System, although the Czech
Republic is not a party to the Hague System
itself.

Duration of protection? The term of protection is 5
years and can be renewed 5 times for another 5year
periods by paying the renewal fee. The maximum
term of protection is therefore 25 years.

Costs? The administrative fee for applying for
designs is CZK 1.000 (approx. EUR 40) for a single
design application. If renewed, the design holder
must pay a rising renewal fee each 5 years.

What is protectable? Both Designation of Origin
(oznaceni plvodu) and Geographical Indication
(zemépisnd oznaceni) protect certain territory that
is used to designate goods originating in the
territory, where the quality or other characteristics
are attributable to that territory. In case of
Designation of Origin, a stronger link to the area of
origin is required. There is also an equivalent form
of protection available at the EU level for food and
wine products and from 16 November 2023 also for
craft and industrial products (e.g., jewellery, glass,
textiles). The national form of protection for the
latter will cease to exist on 2 December 2026 unless
the registrations are transferred to the EUIPO.
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What is protectable? A previously unregistered hame of a domain enabling the hosting of a website accessible

to internet users.

Where to apply? Domain names under the Czech top-level domain (.cz) may be registered at CZ.NIC through a

registrar.

Duration of protection? Domains are valid for 1 year and can be renewed annually.

Alternative dispute resolution? The Czech Arbitration Court is one of the accredited forums for alternative
dispute over domain names, including .cz, .eu and top-level domains such as .com.

What is protectable? Objectively perceivable
expressions, which are unique results of an author’s
creative activity. This definition from the Czech
Copyright Act is interpreted in accordance with the
approach of Court of Justice of the EU, which
affords protection to expressions of author’'s own
intellectual creation. These include various literary,
artistic, or scientific works, as well as computer
programs (software). Copyright protection s
granted immediately upon the creation of a work.
No registration or posting copyright notices is
required.

Duration of protection? The copyright protection
(specifically the economic rights) last for the life of
the author and 70 years after their death. However,
even after that the works may not be used in any
derogatory way.

Exploitation of copyright protected work? The
author has exclusive:

e« moral rights to the work, including the right to
be named and the right of integrity to their
work; and

e economic rights to the work, including the right
to use the work (i.e., commercially exploit it).

Both moral and economic rights themselves may
not be transferred by the author onto third persons.
The authors may nevertheless transfer the exercise
of their economic rights or issue exclusive or non-
exclusive licenses enabling third persons use of the
work. The author may also give consent for uses,
which affect their moral rights.

Neighbouring/other rights? The Czech Copyright
Act recognizes the rights of performing artists,
phonogram producers, rights of audiovisual
producers, rights of radio or television broadcasters,
rights of publishers, and rights of press publishers.
Each of these bears similarity with copyright
protection, but typically differs in certain aspects,
such as duration of protection and transferability.

Right to databases? Separately from copyright, the
Copyright Act also offers protection to databases
consisting of copyrighted works, data, or other
materials, which are arranged in a systematic or
methodical way and which are individually
accessible. The right may be transferred by the
database’s creator onto third persons and lasts for a
period of 15 years.

What is protectable? Information relating to a
person’s  business, which is competitively
significant, identifiable, can be priced, and which is
not commonly available in the relevant business
circles. To be protected, the secrecy of the
information must be secured using appropriate
measures by its owner.

Duration of protection? As long as appropriate
measures are in place and information has a
commercial value, trade secret protection applies.
This can be an advantage over registered rights,
whose  protection expires with time. A
disadvantage is that a revelation of a trade secret
thwarts its protection going forward.
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The GDPR applies in the Czech Republic since 25 May 2018. Effective from 24 April 2019, new Act No. 110/2019
Sb., on Processing of Personal Data implements some of the GDPR provisions. However, the Czech legislator has
made rather limited use of the opening clauses of the GDPR.

There are several other national laws regulating privacy matters, in particular, Act No. 127/2005 Sb., on
Electronic Communications, which implements the EU ePrivacy Directive), and Act No. 480/2004 Sb., on
Certain Information Society Services, which implements the EU ePrivacy Directive).

The relevant Czech specifics may be briefly summarized as follows:

e The age for a child's consent in relation to information society services has been lowered from 16 years to 15
years.

e When processing personal data for journalistic purposes or purposes of academic, artistic, or literary
expression, the data controller can also fulfil its information obligations by informing the data subject about
the identity of the controller in any appropriate way (for example graphically, orally, or in another
appropriate way). Information about the data controller's identity is sufficient if the data controller's
information about the data subject's rights and other information is publicly available in a way that enables
remote access.

e Since 1 January 2022, prior consent is required for setting cookies or using other tracking technologies
unless they are (i) used for technical storage, (ii) used to access information for the sole purpose of
transmission of a communication over an electronic communications network, or (iii) strictly necessary in
order to provide an information society service explicitly requested by the end-user. This rule applies
irrespective of whether personal data is processed or not.

e As a rule, electronic direct marketing to individuals is allowed with the individual's prior consent. Consent
for sending marketing communication is, however, not required if the data controller has received the
contact information from its customer in connection with a previous transaction, the marketing
communication concerns similar products or services offered by the same data controller, and the customer
has been given the opportunity to opt-out (easily and free of charge) when contact information has been
collected for this purpose and in each subsequent marketing communication.

The Czech Office for Personal Data Protection (Ufad pro ochranu osobnich Gdajt) is the competent supervisory
authority. In recent years, we have seen an increase in the amount and number of fines imposed. In 2024, the
Czech Office for Personal Data Protection will focus its controls on recording of telephone calls, sending
marketing communications by providers of delivery services, and data subject access requests. Furthermore,
according to its press release, it has proceeded to impose fines on website operators for unlawful use of cookies
and other tracking technologies, because these have had sufficient time to bring such use into compliance
with applicable rules since the beginning of 2022.

There is currently no specific national regulation of Al in the Czech Republic. The upcoming EU Al Act
regulation will apply.

The Czech Republic has adopted a national strategy on Al in 2019, which is currently being updated after a
round of public consultations in 2023. Among others, the strategy deals with making financial support available
for the further development of Al projects and the Al ecosystem in the Czech Republic.

Legal constraints to the use of Al may include Czech copyright law, in particular with respect to generative Al
models. Restrictions may exist with respect to the use of input data, if the respective materials used are
protected by copyright. In this respect, the Copyright Act contains exceptions for text and data mining under
certain conditions. Copyright law may also affect the use of the output material, as copyright protection is
unlikely to extend to output generated by Al. This has so far been confirmed in one court decision by the
Prague Municipal Court.
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Obligations Preceding the Employment Relationship

Before concluding an employment contract, the employer must inform the future employee of the rights and
obligations arising from the employment contract, and their working and remuneration conditions. Job
applicants must also undergo an occupational health examination administered by the employer and be
instructed on occupational health and safety. The contract itself must specify the type of work, the place of
performance of work and the work commencement date. It must be concluded in writing.

Mandatory Insurance

The employer is obliged to take out liability insurance against a potential bodily injury caused to the employee
or damage arising in connection with an accident at work or occupational disease. It is the employer's
responsibility to ensure that the conditions in the workplace meet the requirements of a safe and hygienic
workplace.

Registration and Notification Obligations

The employer is obliged to register with several administrative authorities and must register themselves and
their employees with the relevant tax office (finan¢ni ufad), social security administration (okresni sprava
socialniho zabezpeceni) and health insurance company (zdravotni pojistovna). The employer is also obliged to
make the payment of income tax or insurance premiums on behalf of their employees to these authorities
monthly. Any changes to the information provided must be not